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CRM Response Buttons
It should also be noted that QAF does not govern the returning of cases via the CRM system (i.e. use of the CRM ‘Response Buttons’ in the completion and closure of cases).

The use of the ‘Response Buttons’ (Conflict; No Trace; Not Relevant; Relevant No Info Disclosed etc.) is given within the MP1a and b –
 In brief for disclosure applications: 
· No Trace – You hold no record for this applicant or any Third Party on your systems (no AT2 generated)
· Not Relevant – You hold information which results as ‘Not Relevant’ under QAF (no AT2 generated)
· Relevant Info… No Info Disclosed – You hold information which, although ‘Relevant’ under QAF, you concluded ought not to be disclosed (AT2 & AT3 generated)
· [bookmark: _Toc225563353]Relevant Info… Approved only – You hold information which is relevant under QAF and which you are disclosing on the face of the certificate (AT2 & AT3 generated)

And in brief for Update Service:
· No Trace – You hold no record of this applicant on your system, or you hold no new information since the original application (no AT2 is generated)
· Not Relevant - You hold new information which results as ‘Not Relevant’ under QAF (no AT2 generated)
· Relevant Info… No Info Disclosed – You hold new information which, although ‘Relevant’ under QAF, you concluded ought not to be disclosed (AT2 generated; & possibly AT3)
· Relevant Info… Approved only – You hold new information which is relevant under QAF and which you are disclosing in order to change the status of the certificate on the Update Service subscription (AT2 & AT3 generated)



Introduction
The Quality Assurance Framework (QAF) is the prescribed decision-making framework, agreed by NPCC, for the processing, consideration and disclosure of police information for Enhanced Disclosure and Barring Service Checks. QAF was developed following the Bichard Enquiry (Recommendation 20) and reflects Part V of the Police Act 1997 (as amended) and the direction of the courts following consideration of challenges to disclosure.
The objective of QAF is to deliver a standard process and audit trail across all Disclosure Units for individual Chief Officer responsibilities when considering information for disclosure under 113B (4) of the Police Act 1997. QAF is the agreed standard for decision-making, risk assessment, relevance considerations and audit-trail provision. 
QAF is also applicable when considering information for Update Service subscribers under 116A (8)b and c of Part V of the Police Act (as amended). If the information is considered relevant and ought to be disclosed, then the approved text will trigger a change of status on the subscribed certificate. 
Disclosure Unit compliance with the QAF process is assessed by the Standards and Compliance Unit (SCU).  SCU comprises of DBS staff operating within a joint working arrangement with police colleagues; SCU operate under a joint working agreement between NPCC and DBS, their Terms of Reference are available from DBS. The primary functions of the SCU are: 
· to provide information to individual Disclosure Unit Management as to their Disclosure Units (DUs) compliance with the prevailing Quality Assurance Framework (QAF)
· to support DUs in their efforts to achieve and maintain QAF compliance
· to identify, and promote, good practice and VFM (re QAF and processes) 
· to maintain the Quality Assurance Framework, as agreed or directed by DPG and so ensure that it reflects prevailing legislation and case law
The SCU will not interfere with the individual disclosure decisions of a Chief Officer under section 113B (4) Police Act 1997 (‘reasonably believes to be relevant and ought to be disclosed’). SCU will not direct the Chief Officer in respect of
· what disclosure decision the Chief Officer should ultimately make 
· how to make the decision (other than where they or the Disclosure Unit have not adhered to the QAF process, to draw that fact to the attention of the Chief Officer)
This document provides an overview of the Audit Trail documents, Method Products and related supporting Guidance Documents that, together, form the QAF. 
In summary, QAF serves to;
Document the search criteria used by Disclosure Units when searching their local intelligence systems and the circumstances under which they are to be used
Standardise the process used to determine whether or not information is relevant and ought to be disclosed
Provide an audit trail for a decision to disclose or not disclose; recording all the information, considerations and rationales engaged when reaching this decision 
Promote a minimum standard for a quality assurance regime to be in place at each Disclosure Unit, to promote the monitoring/improvement/maintenance of quality standards
To support Disclosure Units in this work, a library of relevant Judicial Review cases is maintained by SCU. The library can be found at:
https://www.gov.uk/government/publications/quality-assurance-framework-case-law
These cases can provide a useful insight into the view of the courts in cases where legal challenge was brought against aspects of Part V disclosure. Whether you choose to familiarise yourself with these cases is, of course, your choice but we would recommend that you do so. Should you require interpretation of aspects of any particular case and its impact upon your particular decision, you are advised to approach the legal services within your force.
[bookmark: _Toc216862776]OV1 – QAF Overview Product 
This document, the OV1, should be the ‘first port of call’ for anybody who is new to QAF as it gives an overview of the objectives of QAF, together with an overview of how it is structured, and how each piece of the QAF product set is designed to be used. It also gives an example of the QAF process for a ‘generic’ Enhanced Application. 
Another document, the ‘Applicant’s introduction to QAF’ may also be of use to anyone who is new to the QAF process or who simply wishes to know a little more. It can be found on the Gov.uk website.
[bookmark: _Toc216862777]Document Structure
This document contains the following sections in the order listed;
· An overview of QAF Audit Trail Document set
· An overview of QAF Method Product set
· An overview of QAF Guidance documents
· A description of the flow of work through a ‘generic’ Disclosure Application
[bookmark: _Toc216862778]Product Set Overview
QAF consists of a number of products that will assist Disclosure Unit staff in processing Local Information Search Requests received for Enhanced applications and Update Service referrals. Other than this Overview Product, these products fall into four distinct categories:
‘AT’ Audit Trail Products (AT1, AT2, AT3, AT12)
‘MP’ Method Products (MP1 MP2, MP3, MP4, MP5 MP6, MP7a &7b)
Quality Assurance Products (QA1)
‘GD’ Guidance Documents (GD1, GD2, GD3, GD4, GD5, GD6, GD7, GD8, GD9 GD12, GD13 and GD14)
Reference documents that will provide further assistance are also signposted throughout QAF. These documents are held and made available as resource material through the Gov.uk website.

[bookmark: _Toc216862779]The Audit Trail documents (ATs)
The four Audit Trail documents have four separate functions:
· AT1 – a record of all local police intelligence databases, detailing when and how each should be searched (this is specific to each and every Disclosure Unit).
Each AT1 is unique - it is specific to your Disclosure Unit and records:                                     
· The information sources (databases; physical files etc.) that are to be searched
· When these information sources are to be searched
· The search criteria to be used during searching
· Force Specific Policies
· AT2 – used to record all intelligence records (‘Hits’) that pass the MP Filtering stage, after being found by following the processes detailed in the AT1
· AT3 – used to record the thought process (the rationales) and decisions made when evaluating information; if disclosure is to be made, it also records the wording of the disclosure
· AT12 – used to record the outcome of a dispute and report the outcome to DBS
[bookmark: _Toc216862780]The Method Products (MPs)
There are seven MPs, they are step-by-step flow charts, accompanied by associated guidance. They each cover a different aspect of the assessment and decision-making process. 
The Method Products are split into information filtering and information assessment:
Filtering Stage Method Products (6)
The first stage of the process; some information will be discarded at this stage as it is not of interest. The AT2 records the outcomes from this filtering stage:
· MP1 – general QAF workflow process
· MP2 – used when attempting to match the applicant with the information held
· MP3 – used when considering relevance of non-conviction information
· MP4 – used when considering 3rd Party* information and access 
· MP5 – process overview of the Home Office, ROA & Access Northern Ireland rules for filtering old & minor convictions/cautions.
· MP6 - used when considering relevance of information which is background to a conviction recorded on the Police National Computer (PNC)
*3rd Party – an individual with a relationship to the applicant who main gain access to the vulnerable group through the applicant’s role.

Assessment Stage Method products (1)
Information which does not pass the required tests at MP7 will be discarded here and the AT3 (see Page 6) records the outcomes from this stage:
· MP7a – considerations of Relevance, Truth and Proportionality 
· MP7b – considerations of the safety aspects of disclosing information
QAF Method Products MP2, MP3, MP4, and MP6 are used to help determine potential relevancy and instruct the person undertaking the search when to record information within the audit trail. The AT2 is then used to record potentially relevant information (where no potentially relevant information is identified, an AT2 audit document will not be generated).
MP5 helps with the Home Office, ROA & Access Northern Ireland filtering rules for old & minor convictions and cautions.
Where an AT2 has been generated, the potentially relevant information then moves on to the AT3 stage of the process, using the associated QAF guidance documents.
The AT3 records your assessments, considerations and conclusions. Once completed, the AT3 should provide a robust, cogent, defensible rationale for why (and in what manner) information was disclosed (or why it was not disclosed). 
Where the recommendation/decision is to disclose, the AT3 is also used to record the text that is to be disclosed.
The format of the AT2 and AT3 products can be tailored to suit the working practices of the Disclosure Unit with the proviso that all of the individual questions and sections are retained and remain unaltered, do not renumber any sections within the AT2/3 as the guidance given within QAF relates to these sections and can cause confusion.
QAF v10 Page 10 of 11                                                                                          Issue Date: August 2025


[bookmark: _Toc216862781]Guidance Documents (GD1 to GD12)
The Guidance Documents (GDs) provide further NPCC agreed information on aspects of the QAF process.

[bookmark: _Toc216862782]GD1 - Close Matching Considerations
The GD1 provides information on the close matching rules for Name, Date of Birth and Place of Birth. Please refer to your own force guidance in relation to identity matching.
[bookmark: _Toc216862783]GD2 - Disclosure Text Good Practice Guidance
The GD2 provides information on the construction of good disclosure text for non-conviction information, PNC Modus Operandi and Third Party information. This information has been informed by comments made by the courts during judicial review of challenges to Approved Information disclosures made under Part V of the Police Act (as amended). 

The GD2 also incorporates the Recommendation 6c template and provides guidance to support the aims of recommendation and the template helps deliver consistency.

The need for police to include the reasons for their decision to disclose information on the face of an Enhanced Certificate was recognised by Sunita Mason in her report following her review of the criminal records regime in England and Wales [A Common Sense Approach].
Recommendation 6c: “I recommend the development and use of a common template to ensure that a consistent level of information is disclosed to the individual with clearly set out reasons for that decision.”
[bookmark: _Toc216862784]GD3 - Mental Health Disclosure Guidance
The GD3 provides information on the consideration of mental health-related information held by police. It was written with the help and input of qualified individuals at the mental health charity MIND. 
[bookmark: _Toc216862785]GD4 - Representations
The GD4 provides information on the subject of representations. It has been heavily informed by two judicial review cases: ‘L’ v ‘Commissioner of police of the Metropolis, Supreme Court 2009; ‘B’ v Chief Constable of Derbyshire Constabulary, 2011. 
The SCU, together with NPCC (via the Disclosure Portfolio Group) and Disclosure Units (via the National Disclosure Forum) worked together to establish a standard process for representations across all forces. 
[bookmark: _Toc216862786]GD5 - MP3 & MP6 Guidance
The GD5 provides guidance when considering the relevance of non-conviction information (MP3) & when considering the relevance of information which is background to a conviction/caution recorded on PNC (MP6)


[bookmark: _Toc216862787]GD6 - Chief Officer/Delegate Guidance
The GD6 provides some additional information for Chief Officers or their delegates. The Chief Officer is the only individual charged with a specific duty/responsibility within the relevant legislation.

[bookmark: _Toc216862788]GD7 - Dispute Result Form Guidance
The GD7 provides guidance on the completion of the AT12, it details what is required in each section.

[bookmark: _Toc216862789]GD8 - Youth Produced Sexual Imagery Guidance
The GD8 provides guidance to Disclosure Units when considering information relating to youth produced sexual imagery, commonly known as ‘sexting’.

[bookmark: _Toc216862790]GD9 - AT3 Section 3 Guidance
The GD9 provides guidance for the Section 3 Reviewer when conducting their review of the audit trail - Section 1, Section 2.1, Section 2.2, Section 2.3 and Section 2.4 (including representations if applicable) 

[bookmark: _Toc216862791]GD12 - MP7a & MP7b Guidance 
The GD12 provides guidance when considering Relevance, Substantiation and Proportionality (MP7a) and when considering the safety aspects of disclosing information (MP7b)

[bookmark: _Toc216862792]GD13 – MP4 Guidance
The GD13 provides guidance to the user when considering Third Party information, its relevancy and the access provided to the vulnerable through the applicant’s role.

[bookmark: _Toc216862793]GD14 – NPCC Collaboration Guidance
The GD14 gives NPCC advice on when to share information with other forces in the consideration of disclosure.
[bookmark: _Toc95029726][bookmark: _Toc225563361][bookmark: _Toc216862794]
The flow of work of a ‘Generic’ QAF Application 
[bookmark: _Toc225563362][bookmark: _Toc216862795]Context
There exists no single standard organisational structure across all Disclosure Units (in terms of job roles, functions, IT etc.). This presents difficulties when attempting to describe the workflow in a way that is easily understood by all Disclosure Units. We have attempted to overcome this here by describing the flow of work of a ‘generic’ Application, describing QAF as a number of independent QAF Functions, and allowing the user to map the job roles in each Disclosure Unit onto these QAF Functions.  
This section describes the flow of work through a ‘generic’ Disclosure Unit, and states which QAF Functions are undertaken at each point in the workflow. 
This section should be read in conjunction with the QAF Process Flow on Page 8 which illustrates the Method Product flow of work through the ‘generic’ Disclosure Unit.
QAF does not encompass all DBS related activities carried out by a Disclosure Unit. It is also expected that local procedures will be developed to underpin QAF wherever appropriate.  
[bookmark: _Toc225563363][bookmark: _Toc216862796]AT1 
Your AT1 is specific to your Disclosure Unit (DU) - you created it and you are responsible for its accuracy and maintenance.  When the application is received, you perform local searches following the instructions and parameters set out in your AT1.  The MP2, MP3, MP4, MP5 & MP6 will be used to confirm identification, assess information relevance, third party access and background/contextual information (‘additive’ information’) to a police record etc.
[bookmark: _Toc225563364][bookmark: _Toc216862797]AT2 
Any relevant local intelligence hits found via the AT1 search criteria will be entered onto the AT2.  Please note, the method products do not have to be followed in numerical order e.g.  you can go straight to the MP3 to assess information without having to first establish Identity using the MP2 – begin with the most appropriate MP for the case in hand.
The AT2 includes a section to document any contact with other forces or data sources regarding any information they may hold that would either form a pattern with the information you hold, or to add to your considerations of credibility and relevancy. 

[bookmark: _Toc225563365][bookmark: _Toc216862798]AT3 
All relevant information logged onto the AT2 will be considered using the MP7a and MP7b.  The decision to discard/not discard relevant information must be documented on an AT3.  The process requires that a rationale is provided that satisfies the questions asked in the MP7a and MP7b boxes and demonstrates (records for audit) that all of the necessary points have been appropriately considered (how/why a decision/conclusion was reached).

If the decision is to disclose some or all of the information, the proposed wording will be recorded on the AT3.  The Chief Officer/Delegate will review the decision prior the release of information.  The Chief Officer/Delegate must also consider the human rights of all parties affected by disclosure of information. This rationale supporting the decision arising from this consideration must also be documented (recorded for audit) on the AT3.

AT12
An applicant can raise a dispute for a Standard or Enhanced check if they believe there’s been a mistake in either:

· the records provided, for example incorrect information relating to convictions
· personal information, like the name, date of birth

Applicants may be asked for fingerprints to prove their identity to separate their details from those held on PNC. An applicant has three months from the date of the certificate to raise a dispute.

An applicant must raise their dispute with DBS and complete a Certificate Dispute Form (AF15). The completed AF15 will then be sent by the DBS Disputes Team to the relevant police force disclosure unit. 

A review of the applicant’s dispute will then be conducted by the DU and the result of the dispute review should be recorded on an AT12. The GD7 provides further guidance on the completion of the AT12. 

The completed AT12 will then be returned to the DBS Disputes Team and the information from the AT12 will be provided to the applicant to explain the decision made. If the police do not agree that there is a mistake, the dispute will be referred to the Independent Monitor (IM), only if the objection is:

· not relevant to the position applied for
· should not be included in the certificate

QA1 - Quality Assurance
A robust quality assurance process is a requirement of the Quality Assurance Framework. For each stage of the process, QAF asks that quality assurance is conducted on a sample of cases (based on the complexity, volume and risk). The level of quality assurance to be undertaken within the Disclosure unit is detailed with the QA1. 
[bookmark: _Toc216862799]Access Northern Ireland (ANI)
Access Northern Ireland checks enable organisations in Northern Ireland to make informed recruitment decisions by providing criminal history information on anyone seeking paid or unpaid work in certain defined areas. 

When conducting ANI checks, the process is the same as that for DBS applications. The exceptions to this are: considerations should be made to the position applied for only (PAF) and not the workforce. ANI checks are currently not part of the Update Service.

There are specific filtering rules for ANI checks (these are different to the Home Office and ROA rules), these are contained within the MP5.  
[bookmark: _Toc216862800]GLOSSARY

ANI – Access Northern Ireland: AccessNI is a branch in the Northern Ireland Department of Justice. Its role is to process applications from members of the public who require a criminal record check for employment purposes. It serves the same function as DBS within Northern Ireland.

AT – Audit Trail:  Abbreviation for the documents used to provide an audit trail for Disclosure Units (AT1, AT2, AT3, AT12). Recording: search criteria, local intelligence hits, disclosure decisions, their supporting rationale and dispute reviews

DBS – Disclosure and Barring Service: The DBS is the organisation formed by the merging of the Criminal Records Bureau and the Independent Safeguarding Authority – the DBS commences operations from December 1st 2012
DPG – Disclosure Portfolio Group: The strategic board with governance responsibility for SCU and QAF (formerly named Disclosure Strategic Board)

DM – Decision Maker:  A member of staff at a DU that has responsibility for determining whether to recommend disclosure/non-disclosure of information.

DU – Disclosure Unit:  Department within a Police Force or other relevant Law Enforcement Agency that conducts local intelligence searches for Enhanced Disclosure and Barring Service Checks.

DUA – Disclosure Unit Agent:  Individual employed within a DU.

DUM – Disclosure Unit Manager:  Manager/Head of an individual Disclosure Unit.

ECRC – Enhanced Criminal Records Check

EDBL – Enhanced Disclosure with Barred List Check (required for Regulated Activity)

ED – Enhanced Disclosure Check with no Barred List check (required for roles that meet the requirements for an enhanced check but are not a Regulated Activity)
GD – Guidance Documents:  Abbreviation for the documents that provide further QAF information for Disclosure Unit staff processing ECRC applications through QAF (GD1, GD2 etc).

IM – Independent Monitor: The Independent Monitor is appointed by the Secretary of State under section 119B of the Police Act 1997 as a fully independent role, separate to both police and to the Disclosure and Barring Service (DBS).

LPF – Local Police Force:  Generic term for the geographical Police Constabularies and Forces.

LEA – Law Enforcement Agency:  Any government department or non-geographical policing agency who search offence data on behalf of the Disclosure and Barring Service, including the States of Jersey Police Force; the salaried police force of the Island of Guernsey; the Isle of Man Constabulary; British Transport Police; Service Police; Ministry of Defence Police and others.

MP – Method Product:  Abbreviation for QAF flow charts used when processing and considering information within QAF (MP2, MP3 etc.).

MO – Modus Operandi:  The specific circumstances of the crime committed – victim profile; level of violence; weapons used etc. - the background details to a PNC record.

NPCC – National Police Chiefs’ Council: NPCC (formerly ACPO - Association of Chief Police Officers) brings UK police leaders together to set direction in policing and drive progress for the public.

OV – Overview Document:  A general overview document covering the end-to-end QAF process.

PNC – Police National Computer: National database holding information relating to convictions/cautions and impending prosecutions

QA – Quality Assurance: a process to ensure the accuracy and completeness of work undertaken by the Disclosure Unit.

RB – Registered Body:  Employer or organisation registered to validate and submit applications for Standard or Enhanced Disclosure and Barring Service Checks (includes Umbrella Body, UB).

ROA – Rehabilitation of Offenders Act: The Rehabilitation of Offenders Act 1974 was established to support the reintegration of reformed offenders into society, particularly in employment and insurance contexts. The Act aims to provide individuals with a second chance by allowing them to move on from their past convictions without the stigma attached to them.

SCU – Standards and Compliance Unit:  Team responsible for the further development of QAF, providing support to DU’s and assessing their compliance with QAF.

VFM – Value for money
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The images of the QAF Method Products are for illustrative purposes only
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without having to undertake further investigation to establish a conclusive match to your individual

.No orunsureNo addressor Does notCorrespondOrNot residentYesYesYesNo Audit Trail RequiredYesMP4 - AccessThis process is intended to help assist in determining whether it is reasonable to consider that aThird Party may gain relevant access to children or the vulnerableDo you believe there is a reasonable reason to believe that the Third Party may gain relevant access to children or the vulnerable through the applicant?Here are some example of the types of considerations that may assist you in answering the above question: (Please note, this is NOT an Exhaustive or Conclusive list)·Does the information suggest that the Third Party may be related to the Applicant?·Is there anything to suggest that the Third Party resides at or has regular access to the applicant’s address? ·Was the application referred to you as a Home Based Occupation?·Does your information suggest that the applicant has, in the past, worked in a role for which you would consider a Third Party  risk (i.e. applying for Children’s workforce and has worked as a Teacher)?·Do the Registered Body or Employer details suggest employment which would make you consider Third Party risk? ·Is it reasonable to consider that the Third Party may have or gain relevant access to the vulnerable through the applicant through their work or regulated activity?N.B. You may need to search additional local information systems and PNC, using the Third Party nominal details, to enable you to answer this question. Representations may be required.You need to establish whether you believe there exists a reasonable connection 

between the Third Party and the applicant

; one that may provide the Third Party 

with access to the vulnerable via the applicant’s role

.

You need to establish whether the Third Party has information that demonstrates that 

they may pose a significant risk of harm to the vulnerable

, through the applicant Note 1: A) If the Applicant or Third Party referred to in the information is only mentioned as either a victim, as an attending/investigating police officer, as a witness or as the source of the    information, their involvement is Not Relevant and No Audit Trail is required.B) If the information is solely police intelligence which t does not result as ‘Relevant For Further Consideration’ on the MP3 or MP6 then it is Not Relevant and No Audit Trail is required. C) If the individual has been recorded as a Missing Person, refer to Note 2Does the information fall into any of the categories referred to at Note 1?NOT RELEVANT No Audit TrailPlease see local guidance re documenting as NR on AT2STARTNoYesOrunsureNoInformation still to considerNow go to MP2, MP3, MP6 or MP7 as applicableNote 2: If an individual has been recorded as a Missing Person who is alleged to have been involved in some type of crime and/or monitored or detained under the Mental Health Act, the information should be considered, assessed and appropriately categorised (using the MP3/MP6) and  recorded on the AT2 if it results as ‘Relevant For Further Consideration’.QAF v9  Issue Date: June  2013(AT1) Open notification and  use the application details to search your systems for information MP1 –overall QAF process map (The ‘Return as’ instructions differ for Pseudo Appssee separate guidance)DRAFT QAF v9  Issue Date: March 2014
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Drug Related

·

Elder Abuse / Neglect

·

Harassment / Intimidation / Bullying / Blackmail 

/ Bribery·

Human Trafficking

·

Illegal Medical Practices

·

Murder / Manslaughter / Genocide

·

Perjury / Perverting The Course Of Justice

·

Racial Abuse / Religious Abuse / Hate Crime

·Refusal / Revocation of Firearms Licence / illegal Firearms Possession/Weapons· Robbery (where application is for Adult or Other Workforce)·Risk Of Sexual Harm Order (ROSHO)·Sexual / Pornography / Prostitution / Grooming·Stalking·Theft / Burglary / Fraud (where application is for Adult or Other Workforce)· Violence (against Child / Vulnerable Adult) see Guidance Page 1NoUnless you have good reason to consider this information further: NOT RELEVANT No Audit Trail RequiredNoIf your role requires it –continue from MP3b.Otherwise record as ‘Relevant for Further Consideration’ on AT2 (but only if MP2 identity criteria has also been satisfied)YesYesQAF v9  Issue Date: March 2014If your role requires it – continue from MP3b.Otherwise record as ‘Relevant for Further Consideration’ on AT2 (but only if MP2 identity criteria has also  been satisfied)Does the information fall into any of the categories referred to at Note 1?No Audit Trail RequiredIs the information background to a record on PNC?NoYesNoYesNote 1: If the individual referred to in the information is only mentioned as either: a. a victim, as an attending/investigating police officer, as a witness or as the source of the information, their involvement is Not Relevant and No Audit Trail is requiredb. If the information is solely police intelligence which is not related to an alleged offence or risk of harm to the vulnerable then it is Not Relevant and No Audit Trail is required.c. If the individual has been recorded as a Missing Person – and this is the only information that you hold - No Audit Trail Required as Missing Person status is not relevant on its ownIrrespective of the classification of offence, does the background information include any of the following elements/aspects:  ·Action Which Could Endanger Lives or Cause Significant Harm·Action Which Endangered Lives or Caused Significant Harm·Abduction / Kidnap / False Imprisonment / Hijacking·Abuse of a position of trust involving Children or Vulnerable Adults (sexual, violence, emotional, financial)·Animal Cruelty·Arson·Child Protection Matter / Abuse / Neglect ·Concealment Of Birth / Death·‘Drink/Drug Driving’ and ‘Dangerous Driving’·Drug Related·Elder Abuse / Neglect·Harassment / Intimidation / Bullying / Blackmail / Bribery·Human Trafficking·Illegal Medical Practices·Murder / Manslaughter / Genocide·Perjury / Perverting The Course Of Justice·Racial Abuse / Religious Abuse / Hate Crime·Refusal / Revocation of Firearms Licence / illegal Firearms Possession/Weapons· Robbery (where application is for Adult or Other Workforce)·

Risk Of Sexual Harm Order (ROSHO)

·Sexual / 

Pornography / Prostitution / Grooming

·Stalking· Theft / 

Burglary / Fraud (where application is for Adult or Other Workforce

)· Violence (

against Child / Vulnerable Adult) see Guidance Page 

1 Could the information be categorised as: · Argument - no violence· Bigamy · Breach of bail / Absconding From Custody·Breach Of The Peace · Criminal Damage· Driving Offences not categorised in previous box· Drunk And Disorderly·Firearms Licence Granted·Liquor Licence Offences· Mental Health status (no indication of risk)· Military Admin Offences (no crime)· Non Payment Of Fines·Piracy / Copyright· Poaching· Pollution - Noise / Environmental· Routine check -nothing found· Stop & Search - nothing found·Theft / Burglary / Fraud -where application relates to contact solely with children· Trespass· Vagrancy· Violence (minor)MP6a – Information additive to a PNC record This process helps identify whether information relating to a record on PNC, information which will not be disclosed automatically by DBS, should be recorded for further consideration (including filtered ‘old & minor’ offence records, NFAs, acquittals etc.) There are two possible Relevant outcomes: one for those who only complete the AT2; the other for those who complete the AT2 AND part of the AT3  STARTThis MP is for records held on PNC -  it is not for those which are only recorded elsewhere.Please read Overview and Guidance firstNoUnless you have good reason to consider this offence  further: NOT RELEVANT No Audit Trail RequiredNoIf your role requires it – continue from MP6b.Otherwise record as ‘Relevant for Further Consideration’ on AT2 (but only if MP2 identity criteria has also  been satisfied)YesQAF v9  Issue Date: DRAFTIf your role requires it – continue from MP6b.Otherwise record as ‘Relevant for Further Consideration’ on AT2 (but only if MP2 identity criteria has also been satisfied)For such records, do you hold (on PNC or other systems) additional background / contextual detail i.e. background information that will not be automatically disclosed? This may include information that leads you to conclude that a particular Impending Prosecution (IP), PND, NG, NFA or filtered PNC offence needs to be considered further  See Guidance PagesYesYesNoUnless you have good reason to consider this offence  further: NOT RELEVANT No Audit Trail RequiredMP7a – Disclosure Rationale Consideration5Does the application relate to working with a vulnerable group?Is it reasonable to believe that the information is relevant to considerations of risk that this individual may pose to children, vulnerable adults or both, for this specific application?See Guidance NotesRecord your rationale, stating how/why you reached your conclusion.Propose ‘Do Not Disclose’ – information that fails any

of the tests of Relevance (2,3), Substantiation 

(4), Third Party Access (5) or Proportionality (6) 

cannot reasonably be considered for disclosure

Now go to MP7bConsider the route by which this information is to be disclosed or consider the risks in offering reps 314DRAFT QAF v9 Issue Date: March 2014

Having reviewed the information (and your 

rationales for 2, 3, 4, 5 if applicable) do you believe that it is disproportionate to consider this information further ?You only need record an AT3 Section 2 Box 6 rationale if you conclude that itisdisproportionate to propose that a piece of  information should be considered further. Record how/why you reached your conclusion to discardA disclosure must be meticulousand not exceed its purpose. (See Guidance)NoIf the information relates to a third party, is it reasonable to believe that the third party may gain relevant accessto the relevant vulnerable group(s)through the nature of the applicants role?Record your rationale, stating how/why you reached your conclusion.6STARTYes or Unsure1,3,4,5,6“No” - Information discardedPrevious decision logs will have identified information about an applicant, or third party. This process will help you determine whether it is reasonable to believe that the information should be considered further.YesNo orUnsure5NoYes or Unsureor theinformationdoes not relate to aThird PartyThis Method Product process does not need to be followed in strict numerical order -you need to decide which ‘route’ best suits the information that you are assessing. Although answering all relevant questions will produce the same end result, if you believe information is likely to be discardedyou can reduce the amount of work (audit recording) required to reach your conclusion by beginning at the Box that relates to the weakest aspect of the information – if your information fails any  test at Box (2), 3, 4, (5) or 6,it is likely that disclosure will not be possible (you cannot disclose what is not relevant/might not be true/cannot be substantiated or is not proportionate).Yes or Unsure1,4,3,5,6YesIs it reasonable to believe that the information is relevant to considerations of risk for this specific application ?Record your rationale, stating how/why you reached your conclusion.2YesYes orUnsureIs it reasonable to believe the information to be true?See Guidance NotesRecord your rationale, stating how/why you reached your conclusion. Yes or Unsure Consider the information and your Box rationales:Do you need to offer representations? See Guidance NotesWhether ‘Yes’ or ‘No’,record your rationale, stating how/why you reached your conclusion.No or NotConsideredYet7

Go to XXX 

See Note 1

After recording your rationale 

(if appropriate at this stage), 

commence the reps process 

Yes“No” -

Information discarded

“No” -Information discardedNote 1 XXX – the location used for recording reps in your DUConsider disclosure of the ‘safe subset’ as Approved Information Now go to Box 4Could some or all of the remaining information (i.e. not the ‘safe subset’) be disclosed directly to the employer?Could disclosure of any of the information to the Applicant  prejudice a police operation or, potentially, cause a crime to be committed?4Could a ‘safe subset’ of the information be disclosed to the Applicant without prejudicing a police operation or potentially causing a crime to be committed?(see Note 1)Does the risk to a police operation or the risk of a crime being committed outweigh the risk from not disclosing the remaining information?12Unsure. Refer to line management or contact SCU for guidance.Consider:In your judgement will the Applicant already know all of the remaining information that you are considering for disclosure?3Consider disclosure as Approved InformationNoYesorUnsureYesNo orUnsureConsider ‘pressing need’ disclosure, 

direct to the 

employer, using police powers Yes5

Consider

no disclosure

Yes 

– 

the risks

, 

from

Disclosing, 

outweigh 

the risks to

the vulnerable 

No -the risks to 

the vulnerable, 

from not 

Disclosing, 

outweigh 

all other risks

UnsureUnsureMP7bDO2_Disclosure Text Good Practice GuidelinesMP7b - Disclosure Method Consideration (page 2 of 6)This process relates to AT3 Section 2.3 and asks that you consider the most appropriate method of disclosure for the information that has passed all previous tests.MP7b also applies to your considerations of the potential risks from disclosing information within the Representations process – the term ‘Applicant’ may also relate to a Third Party.STARTNoHave you considered offering Representations for the ‘safe subset’? What was your conclusion?Record your rationale stating how/why you reached your conclusionDRAFT QAF v9 Issue Date: March 2014Have you considered offering Representations?What was your conclusion?Yes/NoorUnsureRecord your rationale, stating how/why you reached your conclusionNote 1‘Safe subset’ -a portion of relevant information that may be safely disclosed if extracted from the whole.
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