
Annex J

Role of A2DE Co-Ordinator

Each prison establishment will appoint a Single Point of Contact for A2DE from their Senior Leadership Team who will ensure that the Co-ordinator, once trained by the National A2DE Team at HMP Belmarsh, is afforded the facility time to complete their work. 

1. The A2DE Coordinator will ensure that A2DE equipment is used only for the legal purpose issued, that only licensed copies of software are being used and that other files on the computer, storage drives, and any media supplied by legal representatives/the Crown Prosecution Service (CPS) do not contain inappropriate, illegal material or viruses. 

2. When the A2DE Coordinator receives a general application from a prisoner they are required to check that the prisoner is on remand and not sentenced.

3. The A2DE Coordinator is required to then send an Annex A to the prisoner and inform them they need to complete and return the form to their office within 14 days. If after 14 days, the prisoner has not responded a further Annex A should be sent allowing a further 7 days. Should the prisoner then fail to fulfil the request the application should be closed. The A2DE audit requires that applications be processed, considered and answered in a timely manner.

4. Once the A2DE Coordinator receives the completed Annex A, it is required to be checked to ensure all sections have been filled in and signed by the prisoner. The A2DE coordinator is required to check the prisoners’ charges and any security alerts on NOMIS and provide this information to the National A2DE team at HMP Belmarsh.

5. The A2DE Coordinator is responsible for emailing the Annex A including the relevant information (alerts/charges) to the National A2DE Team at HMP Belmarsh .

6. Once the completed Annex A has been received by the National A2DE Team at HMP Belmarsh they will contact the prisoner’s legal team in writing, requesting all documentation and evidence served to date to decide if the prisoner fits the criteria.

7. The National A2DE Belmarsh Team are responsible for the receiving of material, sifting and decision making of any and all A2DE applications.

8. Local A2DE coordinators are not permitted to sift or make decisions on A2DE applications unless explicitly requested to do so by the National A2DE Belmarsh / Security Procedures. 

9. Once the application has been considered by National A2DE Belmarsh Team an Annex B either approving or declining the application will be provided to local A2DE coordinators to be issued the prisoner. 

a) If the application is successful the local A2DE coordinators will prepare equipment, load the evidence, generate the prisoner Annex D to be issued to the prisoner. 

b) The A2DE Coordinator is required to send a copy of the signed Annex D to the National A2DE Belmarsh Team and return the material (USB/Drive or Discs) back to the asset owner (Solicitor/CPS/Police/National A2DE Belmarsh Team). A folder is required to be opened and all paperwork relating to this application stored within for audit purposes.

c) Should the application be unsuccessful and declined the prisoner should be issued with the appropriate Annex B and the application closed.

d) The National A2DE Belmarsh Team is responsible for informing solicitors of their clients A2DE applications outcome in paper.

10. Files on the equipment must not be encrypted, password protected or hidden from view, if the prisoner has failed to comply with this instruction. They will be given a written warning, which will be kept on record. 

11. Any further breach of this instruction could result in confiscation of the equipment.   

12. A separate stand-alone computer with up-to-date virus software installed will be used to scan for viruses, illicit or inappropriate material and hidden or encrypted files before being transferred to the prisoners A2DE equipment.

13. Where a virus or corrupted disk is detected, the A2DE Coordinator will return the disk to the legal representative or CPS and request a non- infected / corrupted copy of the material. A covering letter will be attached with the disk.

14. Rule 39 correspondence from the prisoner to their legal advisors and/or the court must be hand-written or typed on a typewriter in accordance with PSI 49/2011.

15. All HMPPS specification A2DE equipment will have an administrators account for use by the IT Manager / A2DE Coordinator or their deputy.

16. All HMPPS specifications computers will be etched with an individual serial number.

17. HMPPS issue equipment is required to be recorded on the prisoners in possession property card and endorsed “not to go on transfer with prisoner” by the A2DE Coordinator.

18. The A2DE Coordinator will co-ordinate all relevant documentation and keep accurate records for reference / audits. 

19. A scanner, printer or printing facilities will not be provided at any time for the purpose of A2DE. 















