Annex C
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Inappropriate Material
[bookmark: _Hlk134613953]No Material listed below should be allowed in possession and secure viewing protocols should be used to view such material.
· Video, audio, or picture files, containing or depicting any violent act that appears to glorify acts of Terrorism. For example, suicide bombings or executions, audio by any radical preacher, cleric, or any radical audio from any religious denomination.
· Video, audio, or picture files containing or depicting any violent act that appears to glorify acts of extreme violence, this could include gang culture video’s (known as drill video’s).
· Video, audio, or picture files of a graphic nature. Graphic material is defined as any material that may cause alarm, distress or harm to any individual that is exposed to the content.
· Any material subject to a signed legal undertaking by the legal representative (i.e., sensitive evidence required to be handled appropriately.
· Any item that can be considered to be or linked to extremist propaganda, including emblems and flags.   
· Any publication, audio, or video (Including written translations) designed to sway individuals to violent extremism *
· Text documentation that could be deemed as weapons or armed/unarmed combat instructions.
· Text documentation with instructions for manufacturing chemical or non-chemical explosive devices.
· Any radical or extremist web sites, audio, video, or picture files, which propound racial or religious hatred, or magazines.
· Any material that breaches Section 31 Crime and Disorder act 1998: - Racially or religiously aggravated public order offence.

Legal representatives and other agencies that may be disclosing material contained in this annex should be made aware that it should be sent separately to the Access to Digital Evidence Co-Ordinator in the establishment and marked accordingly so as not to cause harm or distress to any individual.
			
No Material listed below will be permitted to be loaded to A2DE equipment at any time. 
· Any material of a pornographic nature (Written/spoken/Image/Video)
· Any file deemed as a security risk, such as: 
· Encrypted files 
· A file that has password protection be it compressed or uncompressed.
· Any file that has had its file extension altered.
· Any file that could contain a possible virus.
· Any application or programme licensed or otherwise unless supplied as a bespoke player for material.
· Any executable file. (i.e.- a file that could be run or started by clicking the icon) unless supplied as a 
	bespoke player for material.
· A file that has password protection be it compressed or uncompressed.
· Any operating system or system files that could be collated to form an operating system.
· Hardware or software device drivers.
· Any software that could be used to alter or gain access to the operating system.
· You are not permitted to make or have in-possession, in cell or in any other area of the prison any notes/annotations of a secure nature (contravenes this document) made during the course of your secure viewing.
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