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Risk Assessment for Secure Viewing (EXAMPLE)
	Risk
	Who is affected
	Key Risk Factors
	Control Measures
	Review

	
Unauthorised viewing/sharing of secure TACT material, which is designed to glorify acts of terrorism and has the potential to radicalise.

Unauthorised viewing/sharing of other types of sensitive material including pornography, sexual abuse, violence, which may be protected by a legal undertaking, although not always so

NB This covers the risk of material being shared both with others in the prison and being put onto social media sites or sent out of the prison – possibly with use of illicit mobile phones.
	
Staff and Prisoners
	
Staff and prisoners subjected to graphic and violent images and videos including torture, beheadings, and similar acts of atrocity. 

Prisoners having the opportunity to exult in material that glorifies violence and/or acts of terrorism, potentially leading to radicalisation, or as a minimum impeding rehabilitation.

Reputational damage to the prison, HMPPS and the Government.
	
All secure viewing is to be carried out in a controlled environment. Secure material will be marked ’SECURE’ and should be treated as such.

Secure material will be clearly labelled, and access will only be provided on the appropriate A2DE equipment, which must not be permitted outside the “controlled environment”.

A Controlled environment is deemed as an area that:

· Cannot be overlooked by other prisoners.
· Will not play any audio or video at a level that can be deemed too loud by staff. 
· The area must have a secure lockable door.
· Equipment must never be allowed in possession outside of the secure area.
· A plug point must be accessible for the power supply.
· A suitable chair and table should be provided.
· Pen and paper for note taking and annotations should be made available.
· The prisoner must not take any notes of a secure nature back to their cell/ wing/ houseblock that contravenes Annex C, and any notes taken must be stored securely in a sealed property bag in an appropriate safe area and signed for before being reissued with A2DE equipment. 
· The equipment must be securely stored in an appropriate safe area when not in use.
· Staff may not view the material on the equipment as it can be highly sensitive, distressing and or subject to a legal undertaking.
· The prisoner is required to sign each time they view the material including both date and time.

	
All local risk assessments, safe systems of work and security strategies will be reviewed regularly or when circumstances significantly change.
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