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Establishments are reminded that all illicit mobile phones should be sent to the Digital Media Investigation Unit (DMIU) as soon as possible and at most sent within eight weeks of their discovery, unless the mobile / SIM has been referred to the Police.  This is in line with the mandatory actions in PSI 30/2011 ‘Instructions on Handling Mobile Phone and SIM Card Seizures’.  Please contact DMIUForensics@justice.gov.uk for more information.
In light of amendments to the Prison Act 1952 as out lined below if a mobile phone is sent to DMIU with a charger (homemade or original) or component part; this is evidence and should not be thrown away.  
Section 40D of the Prison Act 1952 makes the possession of a device capable of transmitting or receiving images, sounds or information by electronic communication a criminal offence, together with any component part of such a device or article designed or adapted for use with such a device.  (Conveyance Policy Framework)
Prisons are asked to ensure that where a component part or article designed or adapted for use with a mobile is found, they are placed in individual evidence bags and marked up appropriately ensuring the description on the evidence bag is accurate.  (Para 2.15 or PSI 30/2011).  
Only mobile phones and SIM cards should be sent to DMIU.  If a mobile / SIM is found inside a container, such as a can or plastic bottle, the item must be removed, and the container should be retained for evidence.  (Para 2.16 or PSI 30/2011). 
Please do not send component parts, articles designed or adapted for use with a mobile phone or containers that have had mobiles concealed in them to DMIU.  
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