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REF: FOI2020/00063    28 January 2020 
 

 

Dear …………….…. 
 
Thank you for your email of 02/01/2020 requesting the following information:  
 
“Under the FOIA i'd like to request the following information please for each organisation that 
operates under this FOI email (if the answers are different for each organisation/there are multiple 
organisations).  
 

1. Name of SIRO (Senior Information Risk Owner) or similar post (Chief Information 
Governance Officer etc), or responsible person for SIRO duties. 

2. Contact email of person named in request No. 1. 
3. Name of DPO (Data Protection Officer) or responsible person for DPO duties. 
4. Contact email of DPO. 
5. Name of person with overall responsibility for Cyber security or equivalent (excluding 

persons in q1 and q3). 
6. Contact email of person in Q5. 
7. Name of person with overall responsibility for information security or equivalent (excluding 

persons in q1, q3 and 5). 
8. Contact email of person in Q7. 
9. Name of person with overall responsibility for information Governance or equivalent 

(excluding persons in q1, q3, q5 and q7). 
10. Contact email of person in Q9 
11. Do you have appointed Information Asset Owners (IAO’s)? 
12. If yes, whom is responsible for leading the IAO structure and implementing any training 

requirements for the IAO’s? 
13. Are you or have you considered becoming ISO 27001 compliant or certified? If so whom is 

responsible for maintaining this? (as in, the person) 
14. Contact email of person in Q: 13. 
15. Are you required to connect to the PSN Code of Connection (CoCo)? If so whom is 

responsible for complying with its requirements? (as in, the person) 
16. Contact email of person in Q:15. 
 

It would be preferable for q’s 2, 4, 6, 8, 10, 14 and 16 for you to disclose their personal 
organisation email,  however if this is not in line with your  FOI release policies a generic email is 
sufficient, e.g. dpo@***.com” 
  
I am treating your correspondence as a request for information under the Freedom of Information 
Act 2000 (FOIA).  
 

mailto:Harry.Wardrop@advent-im.co.uk
mailto:dpo@***.com


A search for the information has now been completed within the UKHO, and I can confirm that some 
information in scope of your request is held.  
 
The information you have requested can be found below, at annex A, but some of the information 
falls entirely within the scope of the absolute exemptions provided for at sections 40 (Personal Data) 
of the FOIA and has been withheld. 
 
Section 40(2) has been applied to some of the information in order to protect personal information 
as governed by the Data Protection Act and General Data Protection Regulation 2018. As a result, 
we are unable to disclose names or email addresses of those in positions where information has 
been requested. Section 40 is an absolute exemption and there is therefore no requirement to 
consider the public interest in making a decision to withhold the information. 
 
If you are not satisfied with this response or you wish to complain about any aspect of the handling 
of your request, then you should contact me in the first instance. If informal resolution is not possible 
and you are still dissatisfied then you may apply for an independent internal review by contacting 
the Information Rights Compliance team, Ground Floor, MOD Main Building, Whitehall, SW1A 2HB 
(e-mail CIO-FOI-IR@mod.uk). Please note that any request for an internal review must be made 
within 40 working days of the date on which the attempt to reach informal resolution has come to an 
end.  
 
If you remain dissatisfied following an internal review, you may take your complaint to the 
Information Commissioner under the provisions of Section 50 of the Freedom of Information Act. 
Please note that the Information Commissioner will not investigate your case until the MOD internal 
review process has been completed. Further details of the role and powers of the Information 
Commissioner can be found on the Commissioner's website, http://www.ico.org.uk. 
 
 
 
Yours sincerely, 
 
 
 
UKHO Secretariat 
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Annex A 
 

1. Name of SIRO (Senior Information Risk Owner) or similar post (Chief Information Governance 

Officer etc), or responsible person for SIRO duties. 

 Withheld under Sections 40 (Personal Data) 

2. Contact email of person named in request No. 1.  

Withheld under Sections 40 (Personal Data) 

3. Name of DPO (Data Protection Officer) or responsible person for DPO duties. 

 Withheld under Sections 40 (Personal Data) 

4. Contact email of DPO. 

 Withheld under Sections 40 (Personal Data) 

5. Name of person with overall responsibility for Cyber security or equivalent (excluding persons 

in q1 and q3). 

 Terry Makewell 

6. Contact email of person in Q5.  

Terry.Makewell@ukho.gov.uk 

7. Name of person with overall responsibility for information security or equivalent (excluding 

persons in q1, q3 and 5).  

Withheld under Sections 40 (Personal Data) 

8. Contact email of person in Q7. 

Withheld under Sections 40 (Personal Data) 

9. Name of person with overall responsibility for information Governance or equivalent (excluding 

persons in q1, q3, q5 and q7).  

Withheld under Sections 40 (Personal Data) 

10.  Contact email of person in Q9.  

Withheld under Sections 40 (Personal Data) 

11.  Do you have appointed Information Asset Owners (IAO’s)?  

Yes 

12.  If yes, whom is responsible for leading the IAO structure and implementing any training 

requirements for the IAO’s?  

Withheld under Sections 40 (Personal Data) 

13.  Are you or have you considered becoming ISO 27001 compliant or certified?  

We have already achieved ISO 27001 standard. 

14.  If so whom is responsible for maintaining this? (as in, the person)  

Withheld under Sections 40 (Personal Data) 

15.  Contact email of person in Q: 13.  

Withheld under Sections 40 (Personal Data) 

16.  Are you required to connect to the PSN Code of Connection (CoCo)?  

No 



17.  If so whom is responsible for complying with its requirements? (as in, the person)  

N/A 

18. Contact email of person in Q:15. 

Withheld under Sections 40 (Personal Data) 

 


