) Ministry of Defence
Main Building
Lo Whitehall
MlnIStry London SW1A 2HB
of Defence United Kingdom

Our Ref: FOI2018/04834 * Telephone [MOD]: 02072189000

Your Ref:

29 May 2018

Dear [HEENR

Thank you for your email of 9 April 2018 requesting the following information:

I should be grateful if you would provide me with the following information relating to the Secretary
of State for Defence's visit to Defence Intelligence, Wyton, on 26 February 2018 (details at
https://urldefense.proofpoint.com/v2/url?u=https-3A__www.gov.uk_government_news_defence-
2Dsecretary-2Dgavin-2Dwilliamson-2Dvisits-2Djoint-2Dforces-2Dcommand-29-
3A&d=DwIDaQ&c=SpkS68ZihjmrPEDEws428g&r=buZIlIDtB7LIPtIhdgxQROW&mM=9n05fnO_kOrUn
wsP-DYP48HoBWpu6bav4gYgdRqlITK-A&s=4tgRnJzYD-
EZUiBd3N8T9Th2s6kuEnLdcUkJLJyETVE&e=) - Copies of all Powerpoint (or equivalent)
presentations given to the Secretary of State during his visit?

A search for the information has now been completed within the Ministry of Defence, and | can
confirm that information in scope of your request is held.

Some of the information in your request falls within the scope of the absolute exemption provided
for at Section 23 (Bodies Dealing with Security Matters), and the qualified exemptions provided for
at Sections 24 (National Security), 26 (Defence) and 27 (International Relations) of the FOIA and
has been either withheld or redacted.

Section 23 has been applied to some of the information in order to protect information supplied to,
or relating to, bodies dealing with security matters. Section 23 is an absolute exemption and there
is therefore no requirement to consider the public interest in making a decision to withhold the
information.

Section 24, 26 and 27 are qualified exemptions and are subject to public interest testing which
means that the information requested can only be withheld if the public interest in doing so
outweighs the public interest in disclosure.

Arguments in favour of release are that it will provide greater understanding of UK Defence
Intelligence and its work. Arguments against release are that revealing detailed information on the
work of Defence Intelligence could have a detrimental impact on UK National Security, Defence
Capabilities and International Relations. | have conducted the public interest test and find that the
balance of public interest is against the disclosure of the information in scope of the request. This
information is exempt from release under Section 24 (as it must be withheld in order to safeguard
national security) under Section 26 (1) (b) (Armed Forces Capability and Security) (as its release
would be likely to prejudice the capability, effectiveness or security of our Armed Forces) and
under Section 27 (as its release would be likely to prejudice the UK’s international relations or the
UK'’s interests abroad).



This means that some information in scope of your request has been either withheld or redacted.
The information released to you can be found in the redacted document enclosed.

If you are not satisfied with this response or you wish to complain about any aspect of the handling
of your request, then you should contact us in the first instance at the address above. If informal
resolution is not possible and you are still dissatisfied then you may apply for an independent
internal review by contacting the Information Rights Compliance team, 1st Floor, MOD Main
Building, Whitehall, SW1A 2HB (e-mail CIO-FOI-IR@mod.uk). Please note that any request for an
internal review must be made within 40 working days of the date on which the attempt to reach
informal resolution has come to an end.

If you remain dissatisfied following an internal review, you may take your complaint to the
Information Commissioner under the provisions of Section 50 of the Freedom of Information Act.
Please note that the Information Commissioner will not normally investigate your case until the
MOD internal review process has been completed. Further details of the role and powers of the
Information Commissioner can be found on the Commissioner's website, http://www.ico.org.uk.

Yours sincerely,

Joint Forces Command, Defence Intelligence Secretariat
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Intelligence

(All-, Multi- and Single-Source)

Cyber

and Electromagnetic Activity
DEFENCE INTELLIGENCE

Counter-Intelligence

Training, Policy and Co-ord

“A world-class defence intelligence, Cl and CEMA effects organisation, founded on
professionals who are adaptable, trusted, and decisively engaged”
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Majc\)} Outputs

Intelligence: Predictive, dynamic and deployable Intelligence for Defence il HMGIEE and Allies IR

Cyber and Electromagnetic Activity: Cyber and EM effects for Defence and Government

Counter-Intelligence: Disruption of the opposition’s Intelligence efforts against Defence
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Oufput Highlights

Intelligence

Cyber and Electromagnetic Activity

Unique intelligence partnerships
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Organisational Overview

Headcount (strength)
® Around 4200 pers
® 65%/35% military/civilian
® Low senior overhead

Budget
- T
® C70% manpower costs

Footprint

Cosford

Waddington
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DEFENCE INTELLIGENCE

Defence Intelligence Transformation: Meeting the Contemporary Challenge

People
® Individual through-life professional management
® Active Diversity and Inclusion strategy
Intelligence
® Agile resource-to-task organisation
® Enhanced Decision Support and Customer Engagement
® Systemic Early Warning and Situational Awareness: 24/7 production

Cyber and Electromagnetic Activity (CEMA)

® A new 1* Command organisation, delivering integrated offensive and defensive CEMA effects across all Environments,

Counter-Intelligence

® 50% growth in assessment capability since FY16/17




Defence Intelligence and Securlty Training
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Defence Intelligence Operating Model
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The UK Intelligence Community

National Security Council

Cabinet Foreignand Home
Office | | Commonwealth Office Office

Joint Intelligence Committee

National Security
~ Advisors

Joint Intellige’nc-'é :
Organisation
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