	Article
	Comments
	

	Theme 2 - Sanctions: 

	Article 83 - General conditions for imposing administrative fines 
General conditions for imposing administrative fines 
1.Each supervisory authority shall ensure that the imposition of administrative fines pursuant to this Article in respect of infringements of this Regulation referred to in paragraphs 4, 5 and 6 shall in each individual case be effective, proportionate and dissuasive. 
2.Administrative fines shall, depending on the circumstances of each individual case, be imposed in addition to, or instead of, measures referred to in points (a) to (h) and (j) of Article 58(2). When deciding whether to impose an administrative fine and deciding on the amount of the administrative fine in each individual case due regard shall be given to the following: 
(a) the nature, gravity and duration of the infringement taking into account the nature scope or purpose of the processing concerned as well as the number of data subjects affected and the level of damage suffered by them; 
(b) the intentional or negligent character of the infringement; 
(c) any action taken by the controller or processor to mitigate the damage suffered by data subjects; 
(d) the degree of responsibility of the controller or processor taking into account technical and organisational measures implemented by them pursuant to Articles 25 and 32; 
(e) any relevant previous infringements by the controller or processor; 
(f) the degree of cooperation with the supervisory authority, in order to remedy the infringement and mitigate the possible adverse effects of the infringement; (g) the categories of personal data affected by the infringement; 
(h) the manner in which the infringement became known to the supervisory authority, in particular whether, and if so to what extent, the controller or processor notified the infringement; 
(i) where measures referred to in Article 58(2) have previously been ordered against the controller or processor concerned with regard to the same subject-matter, compliance with those measures; 
(j) adherence to approved codes of conduct pursuant to Article 40 or approved certification mechanisms pursuant to Article 42; and (k) any other aggravating or mitigating factor applicable to the circumstances of the case, such as financial benefits gained, or losses avoided, directly or indirectly, from the infringement.
3.If a controller or processor intentionally or negligently, for the same or linked processing operations, infringes several provisions of this Regulation, the total amount of the administrative fine shall not exceed the amount specified for the gravest infringement. 
4.Infringements of the following provisions shall, in accordance with paragraph 2, be subject to administrative fines up to 10 000 000 EUR, or in the case of an undertaking, up to 2 % of the total worldwide annual turnover of the preceding financial year, whichever is higher: 
(a) the obligations of the controller and the processor pursuant to Articles 8, 11, 25 to 39 and 42 and 43; 
(b) the obligations of the certification body pursuant to Articles 42 and 43; (c) the obligations of the monitoring body pursuant to Article 41(4). 4.5.2016 L 119/82 Official Journal of the European Union EN
5.Infringements of the following provisions shall, in accordance with paragraph 2, be subject to administrative fines up to 20 000 000 EUR, or in the case of an undertaking, up to 4 % of the total worldwide annual turnover of the preceding financial year, whichever is higher: 
(a) the basic principles for processing, including conditions for consent, pursuant to Articles 5, 6, 7 and 9; 
(b) the data subjects' rights pursuant to Articles 12 to 22; 
(c) the transfers of personal data to a recipient in a third country or an international organisation pursuant to Articles 44 to 49; 
(d) any obligations pursuant to Member State law adopted under Chapter IX; (e) non-compliance with an order or a temporary or definitive limitation on processing or the suspension of data flows by the supervisory authority pursuant to Article 58(2) or failure to provide access in violation of Article 58(1). 
6.Non-compliance with an order by the supervisory authority as referred to in Article 58(2) shall, in accordance with paragraph 2 of this Article, be subject to administrative fines up to 20 000 000 EUR, or in the case of an undertaking, up to 4 % of the total worldwide annual turnover of the preceding financial year, whichever is higher.
7.Without prejudice to the corrective powers of supervisory authorities pursuant to Article 58(2), each Member State may lay down the rules on whether and to what extent administrative fines may be imposed on public authorities and bodies established in that Member State. 
8.The exercise by the supervisory authority of its powers under this Article shall be subject to appropriate procedural safeguards in accordance with Union and Member State law, including effective judicial remedy and due process. 
9.Where the legal system of the Member State does not provide for administrative fines, this Article may be applied in such a manner that the fine is initiated by the competent supervisory authority and imposed by competent national courts, while ensuring that those legal remedies are effective and have an equivalent effect to the administrative fines imposed by supervisory authorities. In any event, the fines imposed shall be effective, proportionate and dissuasive. Those Member States shall notify to the Commission the provisions of their laws which they adopt pursuant to this paragraph by 25 May 2018 and, without delay, any subsequent amendment law or amendment affecting them.
	The Gallery yearly budget is circa £40,000,000. We receive around 40% from DCMS. In either of the above penalty cases the value of either 20,000,000 EUR or 10,000,000 EUR means that the Galley won’t be able to operate. Is there any consideration for public authorities / charities and institution of national service to have different / reduced penalties?
	

	Article 84 - Penalties
Penalties 
1.Member States shall lay down the rules on other penalties applicable to infringements of this Regulation in particular for infringements which are not subject to administrative fines pursuant to Article 83, and shall take all measures necessary to ensure that they are implemented. Such penalties shall be effective, proportionate and dissuasive. 
2.Each Member State shall notify to the Commission the provisions of its law which it adopts pursuant to paragraph 1, by 25 May 2018 and, without delay, any subsequent amendment affecting them.
	Is the DCMS planning to propose different penalties within the UK? And if so, when and at what level they might be applicable to arms length bodies?

	

	Theme 3 - Demonstrating Compliance

	Theme 4 - Data Protection Officers

	Article 37 - Designation of the data protection officer 
Designation of the data protection officer 
1.The controller and the processor shall designate a data protection officer in any case where: 
(a) the processing is carried out by a public authority or body, except for courts acting in their judicial capacity; 
(b) the core activities of the controller or the processor consist of processing operations which, by virtue of their nature, their scope and/or their purposes, require regular and systematic monitoring of data subjects on a large scale; or 
(c) the core activities of the controller or the processor consist of processing on a large scale of special categories of data pursuant to Article 9 and personal data relating to criminal convictions and offences referred to in Article 10. 2.A group of undertakings may appoint a single data protection officer provided that a data protection officer is easily accessible from each establishment. 
3.Where the controller or the processor is a public authority or body, a single data protection officer may be designated for several such authorities or bodies, taking account of their organisational structure and size. 
4.In cases other than those referred to in paragraph 1, the controller or processor or associations and other bodies representing categories of controllers or processors may or, where required by Union or Member State law shall, designate a data protection officer. The data protection officer may act for such associations and other bodies representing controllers or processors. 
5.The data protection officer shall be designated on the basis of professional qualities and, in particular, expert knowledge of data protection law and practices and the ability to fulfil the tasks referred to in Article 39. 
6.The data protection officer may be a staff member of the controller or processor, or fulfil the tasks on the basis of a service contract. 
7.The controller or the processor shall publish the contact details of the data protection officer and communicate them to the supervisory authority.
	37.3 In case of art sector, how is it possible to have joined DPO, who at the same time has direct reporting line to the highest level and can influence decision / processes within multiple institutions, where budge constrains may apply?

37.5 In case of potential internal conflict of interests between DPO responsibilities and other work requirements, what are the priorities from the above list? Is this a main concern in positioning the DPO, or seniority and direct level of reporting or the knowledge and application of law?
	

	Article 38 - Position of the data protection officer
Position of the data protection officer 
1.The controller and the processor shall ensure that the data protection officer is involved, properly and in a timely manner, in all issues which relate to the protection of personal data. 4.5.2016 L 119/55 Official Journal of the European Union EN 
2.The controller and processor shall support the data protection officer in performing the tasks referred to in Article 39 by providing resources necessary to carry out those tasks and access to personal data and processing operations, and to maintain his or her expert knowledge. 
3.The controller and processor shall ensure that the data protection officer does not receive any instructions regarding the exercise of those tasks. He or she shall not be dismissed or penalised by the controller or the processor for performing his tasks. The data protection officer shall directly report to the highest management level of the controller or the processor. 
4.Data subjects may contact the data protection officer with regard to all issues related to processing of their personal data and to the exercise of their rights under this Regulation. 
5.The data protection officer shall be bound by secrecy or confidentiality concerning the performance of his or her tasks, in accordance with Union or Member State law. 
6.The data protection officer may fulfil other tasks and duties. The controller or processor shall ensure that any such tasks and duties do not result in a conflict of interests. 

	38.1 can you please define “timely manner”

38.2 Is DCMS expecting each of the arms length body to cut own budge to fulfil the “resources necessary” or is it likely that yearly budget from DCMS will have provision for implementation of the GDPR?

38.3 Currently we have a cup on recruitment and any post advertised will be on 18 months basis, does it mean we have to find a DPO from an existing staff list with open end contract? Or for this role change 18 months fix term contract to 24? Also what tasks can he / she delegate and what he / she can’t? In terms of smaller organisations with limited resources, is it better to position this role higher up, but delegate the actual tasks or lower down and be the doer? I would second these concerns: the guidance for DPOs as issued so far would seem to emphasise the importance of the level of expertise in EU DPA law and its application required by anyone undertaking the DPO position. If this is the core skill set for appointing a DPO but within our organisation that skill set lies in reality with the FOI & RM Manager rather than with the Senior Archive & Library Manager, who is not an expert. If the level of seniority is to work in tandem with the level of expertise, would it be appropriate to have the DPO as a brief shared by more than one staff member, one with the requisite deep level of professional DPA expertise and one whose reporting lines support direct communication with senior management? Can duties within the brief be delegated, e.g. the requirement to train staff, which is undertaken by the FoI & RM Manager here? 
38.6 How do you define conflict of interests within the same organisation, where resources and budget are limited? Exactly – if the Archive & Library is deemed the appropriate place to locate this function (and this will be the case) then anyone within this department has a vested interest in the collection and processing of personal data, including the means of collection, e.g. staff within this department collect enquiry responses, set out retention schedules, oversee personal data kept for archival research. 
	

	Theme 5 - Archiving and Research

	Article 89 - Safeguards and derogations relating to processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes
Safeguards and derogations relating to processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes 
1.Processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes, shall be subject to appropriate safeguards, in accordance with this Regulation, for the rights and freedoms of the data subject. Those safeguards shall ensure that technical and organisational measures are in place in particular in 4.5.2016 L 119/84 Official Journal of the European Union EN order to ensure respect for the principle of data minimisation. Those measures may include pseudonymisation provided that those purposes can be fulfilled in that manner. Where those purposes can be fulfilled by further processing which does not permit or no longer permits the identification of data subjects, those purposes shall be fulfilled in that manner. 
2.Where personal data are processed for scientific or historical research purposes or statistical purposes, Union or Member State law may provide for derogations from the rights referred to in Articles 15, 16, 18 and 21 subject to the conditions and safeguards referred to in paragraph 1 of this Article in so far as such rights are likely to render impossible or seriously impair the achievement of the specific purposes, and such derogations are necessary for the fulfilment of those purposes. 
3.Where personal data are processed for archiving purposes in the public interest, Union or Member State law may provide for derogations from the rights referred to in Articles 15, 16, 18, 19, 20 and 21 subject to the conditions and safeguards referred to in paragraph 1 of this Article in so far as such rights are likely to render impossible or seriously impair the achievement of the specific purposes, and such derogations are necessary for the fulfilment of those purposes. 
4.Where processing referred to in paragraphs 2 and 3 serves at the same time another purpose, the derogations shall apply only to processing for the purposes referred to in those paragraphs.
	89.3 Is it likely that the DCMS will suggest derogations from this article? As an Archive and Library place, part of the Gallery service is to provide access to researchers where some personal data may be included in the researched material. Is it likely that there may be a change that will to affect our service to the public?

	

	Theme 6 - Third Country Transfers

	Theme 7 - Sensitive personal data and exceptions

	Theme 8 - Criminal Convictions

	Theme 9 - Rights and Remedies

	Article 17 - Right to erasure ('right to be forgotten') 
1.The data subject shall have the right to obtain from the controller the erasure of personal data concerning him or her without undue delay and the controller shall have the obligation to erase personal data without undue delay where one of the following grounds applies:
(a) the personal data are no longer necessary in relation to the purposes for which they were collected or otherwise processed; 4.5.2016 L 119/43 Official Journal of the European Union EN
(b) the data subject withdraws consent on which the processing is based according to point (a) of Article 6(1), or point (a) of Article 9(2), and where there is no other legal ground for the processing; 
(c) the data subject objects to the processing pursuant to Article 21(1) and there are no overriding legitimate grounds for the processing, or the data subject objects to the processing pursuant to Article 21(2); 
(d) the personal data have been unlawfully processed; 
(e) the personal data have to be erased for compliance with a legal obligation in Union or Member State law to which the controller is subject; 
(f) the personal data have been collected in relation to the offer of information society services referred to in Article 8(1)."
"2.Where the controller has made the personal data public and is obliged pursuant to paragraph 1 to erase the personal data, the controller, taking account of available technology and the cost of implementation, shall take reasonable steps, including technical measures, to inform controllers which are processing the personal data that the data subject has requested the erasure by such controllers of any links to, or copy or replication of, those personal data. 
3.Paragraphs 1 and 2 shall not apply to the extent that processing is necessary: 
(a) for exercising the right of freedom of expression and information; 
(b) for compliance with a legal obligation which requires processing by Union or Member State law to which the controller is subject or for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller; 
(c) for reasons of public interest in the area of public health in accordance with points (h) and (i) of Article 9(2) as well as Article 9(3); 
(d) for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes in accordance with Article 89(1) in so far as the right referred to in paragraph 1 is likely to render impossible or seriously impair the achievement of the objectives of that processing; or 
(e) for the establishment, exercise or defence of legal claims."
	What is the DCMS and the ICO expectation of implementation? Can you please share actual examples how this meant to be implemented considering some systems limitation in terms of functionality and not being able to perform data pseudonymisation. 
For example, in case of personal data provided during gift aid gift aid and fact that as a public body we have retention schedule in place to keep financial records for +6 years, we wouldn’t be able to remove all personal data within that period of time according to our retention schedule, (and I would agree that this is in accordance with paragraph 3b. above), and even after that period, our CRM do have limited functionality, therefore your implementation guidance would be much appreciated. 

Can you please define the “undue delay”

	

	Theme 10 - Processing of Children’s Personal Data by Online Services

	Article 8 - Conditions applicable to child's consent in relation to information society services
Conditions applicable to child's consent in relation to information society services 
1.Where point (a) of Article 6(1) applies, in relation to the offer of information society services directly to a child, the processing of the personal data of a child shall be lawful where the child is at least 16 years old. Where the child is below the age of 16 years, such processing shall be lawful only if and to the extent that consent is given or authorised by the holder of parental responsibility over the child. Member States may provide by law for a lower age for those purposes provided that such lower age is not below 13 years. 4.5.2016 L 119/37 Official Journal of the European Union EN
2.The controller shall make reasonable efforts to verify in such cases that consent is given or authorised by the holder of parental responsibility over the child, taking into consideration available technology.  
3.Paragraph 1 shall not affect the general contract law of Member States such as the rules on the validity, formation or effect of a contract in relation to a child.
	What is the DCMS and ICO expectation of implementation of this – in particular where the Gallery serve public and have young adult programmes? What is the enforcement expectation from the DCMS? Please define “reasonable effort”. Is it likely that the consent age will be lower down from the age 16? If so when and to what age? And again what is the implementation of assurance expected here?
	

	Theme 11 - Freedom of Expression in the Media

	Theme 12 - Processing of Data

	Processing of Data:
	What is a ‘task in the public interest’? As a public sector, we need to bring in money to keep fulfilling our core public functions. This links to the wealth screening and profiling (partly)
	

	Article 6 - Lawfulness of processing 
Lawfulness of processing
"1.Processing shall be lawful only if and to the extent that at least one of the following applies: 
(a) the data subject has given consent to the processing of his or her personal data for one or more specific purposes; 
(b) processing is necessary for the performance of a contract to which the data subject is party or in order to take steps at the request of the data subject prior to entering into a contract; 
(c) processing is necessary for compliance with a legal obligation to which the controller is subject; 
(d) processing is necessary in order to protect the vital interests of the data subject or of another natural person; 
(e) processing is necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller; 
(f) processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data, in particular where the data subject is a child. 
Point (f) of the first subparagraph shall not apply to processing carried out by public authorities in the performance of their tasks."
"2.Member States may maintain or introduce more specific provisions to adapt the application of the rules of this Regulation with regard to processing for compliance with points 
(c) and (e) of paragraph 1 by determining more precisely specific requirements for the processing and other measures to ensure lawful and fair processing including for other specific processing situations as provided for in Chapter IX. 
3.The basis for the processing referred to in point (c) and (e) of paragraph 1 shall be laid down by: 
(a) Union law; or 
(b) Member State law to which the controller is subject. 
The purpose of the processing shall be determined in that legal basis or, as regards the processing referred to in point (e) of paragraph 1, shall be necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller. That legal basis may contain specific provisions to adapt the application of rules of this Regulation, inter alia: the general conditions governing the lawfulness of processing by the controller; the types of data which are subject to the processing; the data subjects concerned; the entities to, and the purposes for which, the personal data may be disclosed; the purpose limitation; storage periods; and processing operations and processing procedures, including measures to ensure lawful and fair processing such as those for other specific 4.5.2016 L 119/36 Official Journal of the European Union EN processing situations as provided for in Chapter IX. The Union or the Member State law shall meet an objective of public interest and be proportionate to the legitimate aim pursued."
"4.Where the processing for a purpose other than that for which the personal data have been collected is not based on the data subject's consent or on a Union or Member State law which constitutes a necessary and proportionate measure in a democratic society to safeguard the objectives referred to in Article 23(1), the controller shall, in order to ascertain whether processing for another purpose is compatible with the purpose for which the personal data are initially collected, take into account, inter alia: 
(a) any link between the purposes for which the personal data have been collected and the purposes of the intended further processing; 
(b) the context in which the personal data have been collected, in particular regarding the relationship between data subjects and the controller; 
(c) the nature of the personal data, in particular whether special categories of personal data are processed, pursuant to Article 9, or whether personal data related to criminal convictions and offences are processed, pursuant to Article 10; 
(d) the possible consequences of the intended further processing for data subjects; 
(e) the existence of appropriate safeguards, which may include encryption or pseudonymisation
	Also what is DCMS stand on keeping personal data that: a.) is available in public domain, do we still have to inform users that we have this data? b.) do we need to have consent to keep personal data about collection owners, for example our exhibition and curatorial team do keep track of art objects and their owners, in case the Gallery would like to borrow or purchase an particular item for an exhibition or display? Does the task of public interest apply?
We also routinely capture data about privately onwed portraits as a result of enquiries submitted to the Archive Enquiry Service. These are routinely filed into research notes sequences, alongside correspondence containing personal details whch is received directly by Curators. These files are available to staff and can be requested by members of the public for research purposes but are screened screened before issue. If this fell outwith the definition it could represent a significant change to our record series, depleting their research value for the future.  
	

	Article 32 - Security of processing 
Security of processing 
1.Taking into account the state of the art, the costs of implementation and the nature, scope, context and purposes of processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural persons, the controller and the processor shall implement appropriate technical and organisational measures to ensure a level of security appropriate to the risk, including inter alia as appropriate: 
(a) the pseudonymisation and encryption of personal data; 4.5.2016 L 119/51 Official Journal of the European Union EN
(b) the ability to ensure the ongoing confidentiality, integrity, availability and resilience of processing systems and services; 
(c) the ability to restore the availability and access to personal data in a timely manner in the event of a physical or technical incident; 
(d) a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of the processing. 
2.In assessing the appropriate level of security account shall be taken in particular of the risks that are presented by processing, in particular from accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data transmitted, stored or otherwise processed. 
3.Adherence to an approved code of conduct as referred to in Article 40 or an approved certification mechanism as referred to in Article 42 may be used as an element by which to demonstrate compliance with the requirements set out in paragraph 1 of this Article. 
4.The controller and processor shall take steps to ensure that any natural person acting under the authority of the controller or the processor who has access to personal data does not process them except on instructions from the controller, unless he or she is required to do so by Union or Member State law.
	Can you please define what is the DMCS expectation for the “appropriate technical and organisational measures”, taking into account existing budget constrains?

	

	Article 35 - Data protection impact assessment 
"Data protection impact assessment 
1.Where a type of processing in particular using new technologies, and taking into account the nature, scope, context and purposes of the processing, is likely to result in a high risk to the rights and freedoms of natural persons, the controller shall, prior to the processing, carry out an assessment of the impact of the envisaged processing operations on the protection of personal data. A single assessment may address a set of similar processing operations that present similar high risks. 
2.The controller shall seek the advice of the data protection officer, where designated, when carrying out a data protection impact assessment. 3.A data protection impact assessment referred to in paragraph 1 shall in particular be required in the case of: 
(a) a systematic and extensive evaluation of personal aspects relating to natural persons which is based on automated processing, including profiling, and on which decisions are based that produce legal effects concerning the natural person or similarly significantly affect the natural person; 
(b) processing on a large scale of special categories of data referred to in Article 9(1), or of personal data relating to criminal convictions and offences referred to in Article 10; or 
(c) a systematic monitoring of a publicly accessible area on a large scale. 
4.The supervisory authority shall establish and make public a list of the kind of processing operations which are subject to the requirement for a data protection impact assessment pursuant to paragraph 1. The supervisory authority shall communicate those lists to the Board referred to in Article 68. 
5.The supervisory authority may also establish and make public a list of the kind of processing operations for which no data protection impact assessment is required. The supervisory authority shall communicate those lists to the Board."
"6.Prior to the adoption of the lists referred to in paragraphs 4 and 5, the competent supervisory authority shall apply the consistency mechanism referred to in Article 63 where such lists involve processing activities which are related to the offering of goods or services to data subjects or to the monitoring of their behaviour in several Member States, or may substantially affect the free movement of personal data within the Union. 4.5.2016 L 119/53 Official Journal of the European Union EN
7.The assessment shall contain at least: 
(a) a systematic description of the envisaged processing operations and the purposes of the processing, including, where applicable, the legitimate interest pursued by the controller; 
(b) an assessment of the necessity and proportionality of the processing operations in relation to the purposes; 
(c) an assessment of the risks to the rights and freedoms of data subjects referred to in paragraph 1; and 
(d) the measures envisaged to address the risks, including safeguards, security measures and mechanisms to ensure the protection of personal data and to demonstrate compliance with this Regulation taking into account the rights and legitimate interests of data subjects and other persons concerned. 
8.Compliance with approved codes of conduct referred to in Article 40 by the relevant controllers or processors shall be taken into due account in assessing the impact of the processing operations performed by such controllers or processors, in particular for the purposes of a data protection impact assessment. 
9.Where appropriate, the controller shall seek the views of data subjects or their representatives on the intended processing, without prejudice to the protection of commercial or public interests or the security of processing operations. 
10.Where processing pursuant to point (c) or (e) of Article 6(1) has a legal basis in Union law or in the law of the Member State to which the controller is subject, that law regulates the specific processing operation or set of operations in question, and a data protection impact assessment has already been carried out as part of a general impact assessment in the context of the adoption of that legal basis, paragraphs 1 to 7 shall not apply unless Member States deem it to be necessary to carry out such an assessment prior to processing activities. 
11.Where necessary, the controller shall carry out a review to assess if processing is performed in accordance with the data protection impact assessment at least when there is a change of the risk represented by processing operations.
	Does the DCMS likely to add to the supervisory authority list of the kind of processing operations which are subject to the requirement for a data protection impact assessment? And if so – when will this be likely to take place, taking into account specifically impact on the art sector? 
The role of DPO is to advise with Data protection impact assessment, who should perform it – is this part of audit and compliance responsibility?
Seconded – detailed guidance on how impact assessments should be carried out would be required, as would a clear steer on where the responsibility for carrying such assessments would rest within the controller, given that the DPO is to advise only.  

	

	Article 37 - Designation of the data protection officer 
	Please see comments above in the Theme 4 - Data Protection Officers
	

	Article 87 - Processing of the national identification number
Member States may further determine the specific conditions for the processing of a national identification number or any other identifier of general application. In that case the national identification number or any other identifier of general application shall be used only under appropriate safeguards for the rights and freedoms of the data subject pursuant to this Regulation.
	Can national identification card can be used for age check for young adults consent and therefore how will this apply to those who don’t have ID cards?

	



