
Hi 
 
Sorry, slightly later than planned.  Given there has already been engagement on this (and the fact that DCMS is our sponsor) it didn’t seem quite right to respond formally to the consultation. 
 
I’ve noted below the main policy areas which the Commission believes may be impacted by the GDPR and where domestic legislation under the derogations may be needed to ensure that there are no contradictions between the requirements we place on gambling operators and those of the GDPR.  These points have been discussed previously with colleagues at DCMS (as well as the ICO) but we thought it would be helpful to summarise these points and pass them directly to the GDPR implementation team. 
 
Sports betting integrity
 
There is a need for the Commission, Sports Governing Bodies (SGBs) and Gamblingoperators to exchange information in relation to betting integrity issues in line with theSports Betting Integrity National Action Plan which forms part of the Government’s Anti-corruption Plan. 
 
Gambling operators are under a legal requirement to provide information to theCommission and the legal gateway will exist under GDPR.  With SGBs, this does not apply. 
 
We need the ability for bodies to share information (two-way) with SGBs in the areas of combating corruption, including where the matter would not be investigated with a view to criminal prosecution or law enforcement or where the issues only involve breaches of SGB rules.  Without this ability, work in this area would be far less effective.  From previous discussions with UKAD, we understand that they have similar concerns regarding their work.
 
We have considered the GDPR provisions and believe the following would allow the processing of personal data outlined above:
 
·         Processing to be specified as allowed under A.6 s.(1) (e)
 
·         A.10 derogation to allow SBGs & operators to share criminal data
 
·         A.40 Code of Conduct for this sector
 
Self-exclusion
 
Gambling operators are required to provide a facility whereby consumers can self-exclude as a tool to help them control their gambling.  This is an important social responsibility control that needs to be maintained.  
 
The right to erasure potentially conflicts with the requirements placed on gamblingoperators to retain data for this purpose, i.e. someone who self-excludes (based on consent) then decides they wish to remove themselves from the database so that they can return to gambling prematurely.   
 
Given that the right to erasure does not apply when consent is withdrawn if the processing is necessary for compliance with a legal obligation to which the controller is subject, or for performance of a task carried out in the public interest (A. 17(3)); we are of the view that this should not pose an issue.  This is based on the understand that a licence condition is considered to place a legal requirement on gambling operators, so that they may retain the data for this purpose.
 
If this does not apply, then a derogation under A.17 / A.23 may be required to address this.
 
 
Anti-money Laundering (AML)
 
The Commission places requirements upon certain gambling operators to have in place effective policies for  AML and details requirements for record keeping.  As above, the right to erasure may be seen to raise a conflict in compliance requirements.  This will not be an issue where the records are created directly for law enforcement purposes (such as SARs) but there is a question as to whether this condition would cover additional due diligence records collected for the purpose of AML.  We would contend that the processing condition should apply but recognise that this could be subject to challenge.          
 
If there is anything further required, please let me know.
 
Kind regards
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