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Handout 2 Supplier fraud - case study part two
This case study is real: A central government employee stole the user ID and password of a colleague responsible for authorising payments and transfers to external suppliers.

The fraudster illegitimately accessed the payment system and diverted a payment of over £1 million, intended for a legitimate supplier, to their own bank account.

What do you think could have been done to prevent this situation?
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