
Cyber Skills Immediate Impact 
Fund (CSIIF)  

 Application Form 
Please read the Guidance for Applicants document in full before completing your application. 
When completing the form, avoid the use of jargon or abbreviations. We reserve the right to 
reject applications that exceed the stated word limit. 

Section 1. Organisation Details

1.1 Organisation name 
If applying on behalf of a 
consortium please enter the details 
of the lead organisation.

Hacker House Ltd

1.2 Organisation website https://hacker.house

1.3 Registered address 9 Bollin Mews Prestbury Sk104DP

1.4 Postcode Sk104DP

1.5 Country e.g. England, Scotland, Wales or Northern Ireland

1.6 Registration number 967 8695

1.7 VAT number (if applicable) 255.702.605 

1.8 Primary contact name Jennifer Arcuri

1.9 Primary contact job title CEO

1.10 Primary contact email

1.11 Primary contact phone 
number(s) 

1.12 Secondary contact name Matthew Hickey

1.13 Secondary contact job title CTO

1.14 Secondary contact email

1.15 Secondary contact phone 
number(s) 

1.16 Number of full time 
equivalent (FTE) staff employed 
by the lead organisation

5

1.17 Organisation’s main activity 
If applying as part of a consortium, 
enter the main activity of the lead 
organisation. 

X Training provider

Professional body and organisation

Registered charity 
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Section 2. Initiative Description 
Should your application be successful, this section will form part of your Grant Agreement 
with DCMS.  

2.1 
Initiativ
e title

Hands on Hacking  Training and Employer Portal

2.2 Initiative description

No more than 400 words. This should include a clear description of the initiative that will be 
carried out using the funding and describe the initiative aims and objectives clearly. List the 
outputs, outcomes, impacts and benefits attributable to CSIIF funding. 
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Hacker House has spent the last 2 and a half years training students  in various classrooms 
around the UK  in an entry level penetration testing course called “Hands on Hacking.” The 
course focuses on various topics within cyber security: IOS, Android, Mail Servers, mobile 
application, web assessments, Windows XP, etc; essentially everything a beginning pen 
tester would need to know. Hacker House’s training is very popular with young people 
looking to make cyber security a career.  When various firms are hiring, they tend to 
come to Hacker House for talent. We train the "already professional”- those network admin 
types who want to pivot into security, as well as all the raw, new talent who want to make a 
career of cyber security, and other wise wouldn’t know where to get into the industry. We 
are the brand that bring people into cyber security; whether they are already 
professional or entering the job market, Hacker House  is the place people come for 
cyber skills training. Yes our numbers are very small , but our model works. 

 In 2019, the request for grant money is to take the Hands on Hacking course and bring it 
online, as an "on demand” version so all UK students can take this regardless of time, date, 
location. The request for DCMS is to grant Hacker House the cash to build out the  “netflix 
of security” made up of modular, highly specialised training content; a  virtualised 
container system that would allow students to study at their own pace, any time, anywhere 
in their browser.  In the request for this grant funding, Hacker House wants to also 
incorporate another element to our training portal that we only started doing recently in our 
classrooms. Hacker House partnered with a local 501c3 in Los Angeles who has started to 
hand place USA students as they graduate from our course into employment. Its been a 
brilliant pilot to run because we see how effective the one on one mentorship, coaching and 
CV building dramatically helps place students into work. Essentially we have asked for 
budget to replicate this model back in the UK over the next 12 months. Students who pass 
Hands on Hacking will be invited to exclusive events and networking opportunities with 
our advisors who can use this time for one on one coaching, industry discussion, and job 
placement. Within 12 months, with the help of DCMS, our students will be able to  
graduate from the course and immediately send their resume to companies who are looking 
to hire them. 
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2.2.3 Please fill out this box if you are applying for funding from Pot 3

No more than 200 words. You must outline how this initiative will get candidates into cyber 
security roles (primary focus on penetration testers) within the West Midlands Combined 
Authority, evidence of employer commitment to the project and potential employment of at 
least 30 individuals. 

Please leave blank if not applicable
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Train - 
Describe 
how 
these 
candidat
es will 
be 
trained 
and 
outline 
duration, 
accredit
ation 
and 
other 
relevant 
informati
on.

Our portal is written so that 
 
 

 Additionally, the content can be a vertical 
learning curve; and while it excites our students, it also takes most of them more then 
four days to really retain all of our techniques.   Most typical 4 day certifications are not 
enough to ensure your students walk away prepared to be penetration testers. Naturally 
they need an environment that will "learn"with them, and allow for new development. 
This is a big reason why employers don't want to take risks on new and inexperienced 
recruits. Hacker House also stresses the importance allowing  our students to talk to 
each other: ask questions, and more importantly share information on what they were 
learning.  This is how they continue to nurture their skills. 

Not only is the first Hands on Hacking course the perfect level of skill required for 
entry level job placement, it also continues to exercise a playground for talent to 
continue to develop skill. This skill is what employers need.  

8



Place - 
Describe 
how 
your 
initiative 
will 
achieve 
the 
employ
ment 
outcome
s of 
getting 
individua
ls into 
cyber 
security 
within 12 
months 
of initial 
funding.

For those companies looking for “technical” talent, the Hacker House training portal is 
the place to go. Please allow me to explain why so many employers recruit our students. 
To start, most of them have tried to hire  or worked with my co founder Matthew 
Hickey at some point or another in the past 17 years. Employers who are looking to 
expand their cyber consultancy hire the people who pass our course because they know 
Matthews work and prefer to hire who he has trained.  

At the top of the year, we will hit the grounding running and personally invite each and 
every student who has already passed our course sometime in the last two years. The 
placement for 2019 will begin with these students. The recruitment process with our 
new advisor will  start by identifying these students to find out which ones are currently 
looking for work. I also have asked for budget to hire a recruiter  type of role to work 
directly with employers who need to hire and don’t know how to vet the appropriate 
skill needed. The community forum in the on demand portal will act as a formal 
pipeline of recruitment. Up until this point we have manually been forwarding on 
students and CVs. As we have hosted with our community events, we have found that 
sometimes we have to take our "talented- computer led candidates”  back to basics 
when it comes to composing a CV and cover letter. For 2019, we aim to provide the 
infrastructure for coaching and assistance required to allow our students a more 
personal one on one introduction to companies and job placements.  

With funding from DCMS, we are able to 
take all of this online and streamline this process better. Based on our purposely low 
numbers in our cash flow forecast, with the current slate of downloads and our 
database of users: Hacker House will be 100% funded and operational to continue 
to deliver and place  at least the 50 required penetration testers into industry 
within 12 months. 

Core criteria 2 
Demonstrate a realistic prospect of becoming self sustainable within 12 months of initial 
funding. As and when government funding ceases, confidence would be needed to assure 
DCMS that the removal of funding from this initiative would not affect the continued 
viability of the applicant organisation.
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2.4. Equality and diversity 

No more than 200 words. Describe how your initiative is inclusive and achieves the 
government’s equal opportunities and diversity aims. Are there any specific equality issues 
relating to this initiative and the proposed beneficiaries? What measures will you 
implement to accommodate these requirements?  
 
The assessment process will give additional weighting to initiatives that focus on helping 
more women candidates. If applicable to initiative, provide a detailed plan for, and a 
commitment to, placing women (making up at least 50% of initiative cohort) into cyber 
security roles.
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Hacker House is run by a woman, who goes out of her way to train women. Some of the 
UK Cyber challenge best female hackers are the girls we trained first with Hands on 
Hacking.  We have seen, hands down, an influx of women who come to the Hands On 
Hacking training because of me, Jennifer Arcuri and because of my TedxTalk in Liverpool 
in 2016. I  continue to receive emails about this talk on a weekly basis. There are 'women 
in cyber initiatives' I know and with whom I could offer a competition for training places to 
be won and/or offer discounted courses.  With this grant money, I am 100% confident I can 
lead a generation of women into cyber security. 

 PS: We also see the women who do take our Hands on Hacking course out shine the 
men [pretty much all the time.]  

Perhaps its their dedication to the curriculum or the natural ability to pick up the skill:  
women make very good penetration testers. 

Hands on Hacking, and the overall Hacker House brand, also appeals to many autistic,  
transgender,  LGBT, and many troubled youth. It is very important to note  our course 
teaches skills that can mainly be done remotely and can be of extreme value to 
companies.  

Where applicable, show the percentage split for beneficiaries within the following 
categories that your initiative will be targeting.

50 %
Women : I personally know about 6 all female hacking organisations who go out 
of their way to place in tech. Once I have an on demand product, I am doing 
everything I can to target at least 50 % of my downloads to women

15 % Neurodiverse individuals

5% BAME

5 Other, please specify:  transgender

2.5 Initiative additionality

No more than 150 words. Describe how this grant will allow you to implement the initiative 
and deliver value that you would otherwise not be able to. 

Hacker House teaches a lot of the talent who otherwise would never pass recruitment or 
HR hiring processes because they just don't have any experience, of any kind; their talent 
is merely computers. The DCMS funding grant would help us reach those pockets of 
potential UK professionals who otherwise would never consider pursuing legitimate 
careers in cyber security. 
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2.6 
Initiativ
e 
location

Remote: we can set up specific locations but the best part about funding us is 
the scalability of our reach.

2.7 How many individuals will benefit from the initiative? Unlimited

2.8 Of the total initiative beneficiaries (in Q2.7), how many will directly 
benefit from the DCMS funding of the initiative?

All
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Hacker House will make sure all expenses are managed by a professional accountant. 
The money requested from DCMS at least one month in advance, will be transferred into a 
separate Hacker House bank account which will set up a standing order to pay all team, 
subscriptions and office monthly, exactly listed as you see on my cash flow budget. Any 
further funding required for the company will be paid from Hacker House original bank 
account.  Because I have asked for precisely what we need, there wont be misc spending 
or any mis documentation.  Should DCMS ever wish to request the bank accounts, we will 
be able to show the monthly payment out for what is precisely requested on the cash flow 
forecast. 

4.6 Budget breakdown

Describe how you will spend the grant received from the Fund. Provide a detailed budget 
breakdown including funding split by DCMS and organisation (and consortium partners if 
applicable) and by cost categories and profile.
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Funding is required up front so that I can make payments every month to the team. I would 
like to request full monthly budget at least one month in advance of paying the team and 
servers, etc. Cash has been the only reason we haven’t been able to develop this product 
up until this point. 
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Section 6. Authorisation 

I declare that I have the authority to represent Hacker House Ltd in making this application. 

I understand that acceptance of this application does not in any way signify that the initiative 
is eligible for Cyber Skills Immediate Impact Fund (CSIIF) or that funding has been approved 
towards it. 

On behalf of Hacker House Ltd I confirm that: 
! Hacker House Ltd has the legal authority to carry out the initiative; and 
! The information provided in this application is accurate 

Signature: ………… Date: …25 Oct 2018……….. 

Name: …Jennifer Arcuri..…………………………………………… 

CEO 
Role: ………….……………………………………… 

Completed applications should be returned to the CSIIF team at: csiif@culture.gov.uk. 

Please note:  
● The deadline for applications is 09:00 on Monday 5th November 2018
● All applications received by the closing date will be assessed following the closing

date
● Any applications received after the closing date will not be assessed
● All information and guidance relating to this Fund can be found on gov.uk (link to

gov.uk here)
● As the application process is competitive, the CSIIF team is not able to answer

individual questions about the proposed initiative or respond to requests for support
in completing the application

● If any information (including attachments) supplied within this form are found to be
incorrect, misleading or fraudulent, we reserve the right to reject your application

General Data Protection Requirements (GDPR) 
See Annex 2 of the Guidance for Applicants for details of the GDPR requirements relating 
to this application form. By proceeding to complete and submit this form, you consent that 
you have read and understood the statements in Annex 2 and agree with its terms.
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Annexes 
Please see list of annexes supporting your application. 

! Annex 1 – DCMS Standard terms and conditions of Grants (Guidance for Applicants) 
! Annex 2 – General Data Protection Requirements GDPR (Guidance for Applicants) 
! Annex 3 – Cash Flow Profile (CSIIF Application Form) 
! Annex 4 – Payment Request Form (CSIIF Application Form) 
! Annex 5 – Consortium Partner Organisation Details (CSIIF Application Form) 
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Annex 3 
Cash Flow Profile 

Cyber Skills Immediate Impact Fund (CSIIF) 2018/19 and 2019/20 

This document should be used for forecasting the predicted drawdown of the grant. This 
information is important in enabling DCMS to manage its cash requirement as set out in the 
DCMS Standard terms and conditions of Grants. 

! You must provide an anticipated spend on the initiative (the “Cash Flow Profile”) at 
least one month before the first claim is submitted to us in each financial year for the 
grant. We may request and you must provide such additional information as we may 
reasonably require in addition to the Cash Flow Profile. 

* Amend / Delete as appropriate 
You should also complete Part 2 of Annex 4 (Payment Request Form - Forecast 
Commitment Of Grant Committed But Not Yet Claimed) with a forecast of known future 
commitments ensuring that the above drawdown forecast will be sufficient to meet the 
corresponding funding requirement. 

Drawdown Drawdown monthly*

Date* £

31st December 2018

31st January 2019 

28th February 2019

29th March 2019 

30th April 2019

31st May 2019

28th June 2019

31st July 2019

30th August 2019

30th September 2019

31st October 2019

29th November 2019

31st December 2019

Total Drawdown Please see cash flow statement 
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Annex 5 

Consortium Partner Organisation Details  
Cyber Skills Immediate Impact Fund (CSIIF) 2018/19  

Consortium Partner Organisation Details  
Enter details of all consortium partner organisations. Repeat table below on additional pages 
if required. 

1.1 Organisation name Na

1.2 Organisation website

1.3 Registered address 

1.4 Postcode

1.5 Country [e.g. England, Scotland, Wales or Northern Ireland]

1.6 Registration number [e.g. Companies House number, Charity registration 
number, UKPRN]

1.7 VAT number (if applicable)

1.8 Primary contact name

1.9 Primary contact job title

1.10 Primary contact email

1.11 Primary contact phone 
number(s)

1.12 Number of full time 
equivalent (FTE) staff employed 
by the organisation 

1.13 Organisation’s main activity Training provider

Professional body and organisation

Registered charity 

Social enterprise 

Further education institution 

Higher education institution 

Other (please specify) 
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