The term ‘hybrid warfare’ has become something of a cliché through repetition, evolving into a catch all term for the non-military aspects of what had previously been presumed to be achieved through a military campaign. Many will argue it is nothing new whilst others will argue it does not exist at all in a formal sense but is merely the manifestation of political friction. In this Information Note, the term ‘hybrid warfare’ is used for simplicity, while recognising it is a broad and multifaceted concept with global relevance.

Trying to achieve military ends using non-military means is not new but its potential has been amplified by the exponential expansion of the information domain through technology in the hands of the individual and not just the organs of the state and corporations. Military force has a role to play but its deployment is not inevitable and in fact there may not be any appearance of overt military acts at all. A defining characteristic may in fact be that the target does not even know it is being waged against it - with the unexpected corollary that many of those waging it may not even know they are waging it either.

One of the strengths of the ‘hybrid threat’ is that it represents true asymmetry. It does not require equivalence of capability or aim and so holds great appeal to both the non-state actor, seeking to advance a political or criminal end, and the state actor, seeking to achieve ends through plausibly deniable means. A hybrid ‘campaign’ does not have to be linear and sequential, or even planned in any centralised way. As such it is extremely difficult to predict and counter.

In many ways hybrid warfare defies a doctrinal approach as it is rarely a carefully thought out campaign in the conventional sense. It is truly the ‘weaponisation of chaos’. The lack of planning and centralised control required makes it difficult to predict and counter the threat presented. The ability to attack the three elements of a stable state (security, societal and economic development, governance and the rule of law) simultaneously creates a pervasive threat. Synergy, non-linearity and unpredictability are key characteristics.

The nature of hybrid warfare – as an attempt to control chaos – can be as unpredictable and dangerous to the aggressor as it is to the target. It could be argued the same characteristics are true for corruption as a tool of power. The aim of this paper is to explore the link between corruption and hybrid warfare, before discussing how to counter corruption as a tool of hybrid warfare.

Corruption defined

Corruption is often as difficult to define as hybrid warfare. Typical definitions include the dishonest or fraudulent conduct by those in power, typically involving bribery. Transparency International terms it ‘the abuse of entrusted power for private gain’. A recent Chatham House report that terms it as ‘the misuse of public institutions and office to the detriment of the common good’. Yet these terms are imprecise and often subjective. For example, does ‘entrusted power’ extend beyond public office? Or, what is ‘private gain’, which can include financial gain, power, influence, and even sex.

One way of conceptualising corruption is the ‘corruption triangle’. For corruption to take place requires three key factors to come together: motivation, an opportunity and a rationalisation by those carrying out the corruption. In the context of hybrid warfare it is important to stress that corruption has both a physical and a psychological component. The physical component centres on the loss of resource to the endeavour that the resource was originally intended for. This manifests in capabilities costing more than they should (the corruption ‘overhead’) or degraded performance.

---

1 ‘We cannot use the Ruling Ring. That we now know too well. It belongs to Sauron and was made by him alone, and is altogether evil. Its strength, is too great for anyone to wield at will, save only those who have already a great power of their own. But for them it holds an even deadlier peril.’ JRR Tolkien Lord of the Rings
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Far more pernicious is the psychological component of corruption. Corruption as a concept is closely linked in the human psyche to concepts of justice and injustice, fairness and unfairness. As such it is a powerful motivating emotion that can generate extreme passions. It is no accident that revolutionaries seeking political change often use the corruption of their opponents as a rallying call to build and impulsion support. From Garibaldi’s cries against the corruption of Rome and slavery, to the central narrative of Islamic State fighting the corruption of the Arab states and the West, the narrative of revolution has been closely aligned to the fight against corruption. Whether the revolutionary truly believes in the evil of corruption does not really matter; the central point is it remains a powerful motivating factor.

The role of corruption in hybrid warfare

So what role can corruption play as both a physical and psychological weapon in hybrid warfare?

There are four key ways corruption works both physically and psychologically in the hybrid battlespace. These four modes are demonstrated in Figure 1.

First is the role of corruption as a key enabler in the use of the other weapons in the hybrid armoury. Corruption can allow, for example, physical access to information to generate compromising material which aims to undermine the reputations of political opponents and discredit them, to intimidate and pressure critics enabled through legitimate businesses can fund and amplify efforts to sow dissent by funding of political parties or protest groups. The role of organised crime both as an actor in its own right or in support of a state actor is considerable, with many criminal activities enabled by corrupt officials. In support of a state, rogue criminal efforts, even when broken free of their control, can still further the aim of hybrid warfare. Economic power obtained through money laundering and corruption is able to amplify the gains in political influence by setting up an ‘(un) virtuous cycle of corruption’ whereby increased political power enables increased economic power.

Secondly, corruption can amplify the impact of other activities. By tapping into the visceral emotions of unfairness, corruption as a narrative can widen already existing fractures. Cracks and vulnerabilities already there can be expanded by the corruption narrative, whether it is true or not. Corruption encouraged and enabled through legitimate businesses can fund and amplify efforts to sow dissent by funding of political parties or protest groups. The role of organised crime both as an actor in its own right or in support of a state actor is considerable, with many criminal activities enabled by corrupt officials. In support of a state, rogue criminal efforts, even when broken free of their control, can still further the aim of hybrid warfare. Economic power obtained through money laundering and corruption is able to amplify the gains in political influence by setting up an ‘(un) virtuous cycle of corruption’ whereby increased political power enables increased economic power.

Third, corruption is a powerful weapon of mass disruption. It can undermine institutions such as investigatory organs and the judiciary and so reduce faith in the ability of these institutions to hold the guilty to account. When faith is eroded it makes fertile ground for others to exploit. This undermining of the state pillars of security, social and economic development and governance and the rule of law can help break the political settlement at the heart of state stability. This disruption can be physical through such things as infrastructure projects undermined, to market manipulation but still manifests itself psychologically in the
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14 The differing narratives to suit different purposes in the aftermath of the Grenfell Tower fire shows how fluid a concept ‘truth’ can be. Ranging from corruption in local authorities (http://www.transparency.org.uk/corruption-and-grenfell-tower/#WJ.5516CLUD) to state sponsored suppression of the poorest in society (https://www.armstrongeconomics.com/world-news/corruption/grenfell-tower-fires-exposes-government-corruption/). Many narratives are well meaning but can be exploited by the less scrupulous.
loss of trust and building a narrative of betrayal of the political settlement.

Finally corruption is a weapon of mass distraction. The emotional forces surrounding corruption switches focus from other activities. The deliberate targeted leaks of information obtained corruptly or exploiting the narrative impacted the US Presidential election, the UK ‘Brexit’ vote and the French Presidential election. Research conducted by University of California at Berkeley and Swansea University in Wales reportedly identified 150,000 Twitter accounts linked to Russia that disseminated messages before the 2016 EU referendum with a combination of messages both supporting and criticising UK membership, which indicates that the broader aim was to magnify societal discord in line with the uncontrolled ‘free flow’ character of hybrid warfare.

The limits of weaponising corruption

There are however clear limitations as to how corruption can be weaponised. It is essentially an indiscriminate weapon in that it is essentially uncontrollable, spreading like a virus. This means that whoever unleashes it has to be immune to its effects. They can either not care about corruption’s impact on themselves or have an extremely strong counter-narrative to prevent the domestic forces falling prey to the same emotional response. This counter-narrative relies on strong control of the means of information production either in pure restrictive terms or increasingly – as this becomes impossible – through pure volume. For example, the innovation of troll factories and ‘troll bots’ allow the industrialisation of messaging that obscures and relativizes the notion of ‘truth’.

Countering the threat of corruption in the Hybrid environment

Corruption is a powerful weapon in the armoury of the hybrid warrior. With this in mind what are the options for countering the effects of corruption in the hybrid environment? To counter hybrid war the focus should be on waging ‘hybrid defence’. As Mark Galeotti has said, this involves shoring up “governance and legitimacy”. Doing so works like coastal defences against erosion of the sea. However, like sea walls such barriers are vulnerable to ruthless exploitation unless the integrity of the defences is carefully and continuously maintained. Building the integrity of individuals and institutions is therefore vital.

Integrity is defined by NATO as ‘behaviours and actions consistent with a set of moral or ethical principles and standards, embraced by individuals as well as institutions that create a barrier to corruption’. This is true for every institution and what lies at the heart on defence and security of NATO’s Building Integrity Initiative, launched in 2007. Anti-corruption and Building Integrity, whilst on the face of it is purely a passive measure, is in fact the only effective way to counter the impact of corruption in the hybrid battlespace.

More active measures to counter the threat of corruption include increasing the robustness of law enforcement regimes to punish and deter corruption in the first place. Yet research from the European Research Centre for Anti-Corruption and State-building (ERCAS) suggests law enforcement and legislation is rarely the only answer. A comprehensive approach to anti-corruption as part of a ‘hybrid defence’ must rely on a combination of measures including building integrity, reducing vulnerability, understanding the motivations of those who permit and engage in corruption, and assertive measures to punish and deter the corrupt. By doing so, the ‘corruption triangle’ can be prevented from forming in the first place and corruption can be removed from the armoury as a tool of hybrid warfare.

19 The NATO BI Programme is a defence capacity-building programme that contributes to the Alliance’s mission to safeguard the freedom and security of its members. It provides Allies and partner countries with tailored support to reduce the risk of corruption in the defence and related security sector and to embed good governance principles and practices in their defence establishments. UK is one of the Lead Nations of the programme. https://buildingintegrity.hq.nato.int/index.aspx