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The Seven Principles of Public Life

The Principles of public life apply to anyone who works as a public office-holder. This includes all those who are elected or appointed to public office, nationally and locally, and all people appointed to work in the Civil Service, local government, the police, courts and probation services, non-departmental public bodies (NDPBs), and in the health, education, social and care services. All public office-holders are both servants of the public and stewards of public resources. The principles also have application to all those in other sectors delivering public services.

Selflessness
Holders of public office should act solely in terms of the public interest.

Integrity
Holders of public office must avoid placing themselves under any obligation to people or organisations that might try inappropriately to influence them in their work. They should not act or take decisions in order to gain financial or other material benefits for themselves, their family, or their friends. They must declare and resolve any interests and relationships.

Objectivity
Holders of public office must act and take decisions impartially, fairly and on merit, using the best evidence and without discrimination or bias.

Accountability
Holders of public office are accountable to the public for their decisions and actions and must submit themselves to the scrutiny necessary to ensure this.

Openness
Holders of public office should act and take decisions in an open and transparent manner. Information should not be withheld from the public unless there are clear and lawful reasons for so doing.

Honesty
Holders of public office should be truthful.

Leadership
Holders of public office should exhibit these principles in their own behaviour. They should actively promote and robustly support the principles and be willing to challenge poor behaviour wherever it occurs.
Dear Prime Minister,

I am pleased to present the 17th report of the Committee of Standards in Public Life, on intimidation in public life. You invited the Committee to undertake a review on the intimidation of Parliamentary candidates in July 2017, considering the wider implications for public office-holders, and producing recommendations for action which could be taken in the short- and the long-term. The Committee wishes to thank all those who gave evidence to the review, particularly those who were willing to relate often highly personal and distressing experiences of intimidation.

The vitality of our political culture depends upon free and vigorous expression of opinion, and it is crucial that this freedom is preserved.

The increasing prevalence of intimidation of Parliamentary candidates, and others in public life, should concern everyone who cares about our democracy. This is not about defending elites from justified criticism or preventing the public from scrutinising those who represent them: it is about defending the fundamental structures of political freedom.

A significant proportion of candidates at the 2017 general election experienced harassment, abuse and intimidation. There has been persistent, vile and shocking abuse, threatened violence including sexual violence, and damage to property. It is clear that much of this behaviour is targeted at certain groups. The widespread use of social media platforms is the most significant factor driving the behaviour we are seeing.

Intimidatory behaviour is already affecting the way in which MPs are relating to their constituents, has put off candidates who want to serve their communities from standing for public offices, and threatens to damage the vibrancy and diversity of our public life. However, the Committee believes that our political culture can be protected from further damage if action is taken now.

Having taken evidence from a number of Parliamentary candidates, and a range of expert organisations and members of the public, it is clear that there is no single, easy solution. But, at a watershed moment in our political history, it is time for a new and concerted response.

Our report makes recommendations which address the full breadth of the problem we face. Those across public life must work together to address this problem: we must see greater energy and action from social media companies, political parties, Parliament, the police, broadcast and print media, and from MPs and Parliamentary candidates themselves. Above all, this is a question of leadership by our largest political parties. This is all the more important in the light of recent allegations of sexual harassment and bullying in Parliament which will have shaken public confidence in politicians. Political parties will need to work together to address intimidation in public life; they should not use this report and its recommendations for partisan purposes or political gain.

We propose legislative changes that the government should bring forward on social media companies’ liability for illegal content online, and an electoral offence of intimidating Parliamentary candidates and party campaigners. Political parties must also put in place measures for more effective joint working to combat intimidation in advance of the next general election. In the long term, prevention will be more effective and important than any individual sanction. Those in public life must adopt a more healthy public discourse and must stand together to oppose behaviour which threatens the integrity of public life.

I commend the report to you.

Lord Bew

Chair, Committee on Standards in Public Life
“While we celebrate our diversity, what surprises me time and time again as I travel around the constituency is that we are far more united and have far more in common than that which divides us.”

Jo Cox MP
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Executive summary

Intimidation in public life presents a threat to the very nature of representative democracy in the UK. Addressing this intimidatory, bullying and abusive culture matters. It matters for the diversity of our public life, it matters for the way in which the public can engage with representative democracy, and it matters for the freedom to discuss and debate issues and interests.

While intimidation in public life is nothing new, the scale and intensity of intimidation is now shaping public life in ways which are a serious issue. Social media companies have been too slow in taking action on online intimidation to protect their users. The political parties have failed to show leadership in calling out intimidatory behaviour and changing the tone of political debate. Police authorities have shown inconsistency in supporting those facing illegal intimidatory activities, and electoral law is out of date on this issue. So, we make recommendations for action to social media companies, political parties, government, police and prosecutors.

Intimidation also reflects broader issues with our public political culture. Those in public life must take responsibility for shaping that culture. They must take steps to ensure that their behaviour does not open the door for intimidation and work to build public trust in public life. They should uphold high ethical standards, and should never themselves engage in, incite or encourage derogatory or dehumanising political debate.

To understand this issue we have heard from a range of individuals and organisations, including candidates, MPs, social media companies, local councillors, regulatory bodies, broadcasters and journalists, police and security authorities, and other relevant stakeholders. We held 34 individual meetings, a roundtable, and a public and private hearing. We also received 88 written submissions to our call for evidence.

Our recommendations stand as a package. They should be implemented together, as a comprehensive response to an issue of central importance to our representative democracy. It is clear that determined action on the part of all those involved is required. The cost of not doing so is too high.

Our recommendations

The widespread use of social media has been the most significant factor accelerating and enabling intimidatory behaviour in recent years. Although social media helps to promote widespread access to ideas and engagement in debate, it also creates an intensely hostile online environment. Some have felt the need to disengage entirely from social media because of the abuse they face, and it has put off others who may wish to stand for public office.

In the fast-paced and rapidly developing world of social media, the companies themselves and government must both proactively address the issue of intimidation online. Not enough has been done. The Committee is deeply concerned about the limited engagement of the social media companies in tackling these issues.

Currently, social media companies do not have liability for the content on their sites, even where that content is illegal. This is largely due to the EU E-Commerce Directive (2000), which treats the social media companies as ‘hosts’ of online content. It is clear, however, that this legislation is out of date. Facebook, Twitter and Google are not simply platforms for the content that others post; they play a role in shaping what users see. We understand that they do not consider themselves as publishers, responsible for reviewing and editing everything that others post on their sites. But with developments in technology, the time has come for the companies to take more responsibility for illegal material that appears on their platforms.
The government should seek to legislate to shift the balance of liability for illegal content to the social media companies away from them being passive ‘platforms’ for illegal content. Given the government’s stated intention to leave the EU Single Market, legislation can be introduced to this effect without being in breach of EU law. We believe government should legislate to rebalance this liability for illegal content, and thereby drive change in the way social media companies operate in combatting illegal behaviour online in the UK.

Government should bring forward legislation to shift the liability of illegal content online towards social media companies.

The social media companies are not providing a safe experience for their users. This is having a severely negative impact on a wide range of people in public life, who can be subject to persistent, vitriolic and threatening abuse online.

In advance of legislative change, social media companies must take responsibility for developing technology and the necessary options for users to tackle the issue of intimidation and abuse on their platforms.

Social media companies must develop and implement automated techniques to identify intimidatory content posted on their platforms. They should use this technology to ensure intimidatory content is taken down as soon as possible.

Social media companies must do more to prevent users being inundated with hostile messages on their platforms, and to support users who become victims of this behaviour.

Social media companies must implement tools to enhance the ability of users to tackle online intimidation through user options.

The Committee is deeply concerned about the failure of Google, Facebook and Twitter to collect performance data on the functioning of their report and takedown processes. Their lack of transparency is part of the problem. None of these companies would tell us if they collect this data, and do not set targets for the time taken for reported content to be taken off the platform. This seems extraordinary when their business is data driven in all other aspects. This data must be collected, and made available to users to judge the companies’ performance on takedown.

All social media companies must ensure they are able to make decisions quickly and consistently on the takedown of intimidatory content online.

Twitter, Facebook and Google must publish UK-level performance data on the number of reports they receive, the percentage of reported content that is taken down, and the time it takes to take down that content, on at least a quarterly basis.

Social media companies must urgently revise their tools for users to escalate any reports of potential illegal online activity to the police.

Political tensions run high during election campaigns, and this also plays out online. During election campaigns, political debate and discussion online can become particularly heated. This can be amplified when intimidatory content online is not taken down quickly enough, as it shapes the tone of political debate.
Therefore, government should work with the social media companies to develop an independent body which can be set up during election campaigns as a ‘trusted flagger’ social media reporting team for illegal, hateful and intimidatory content. This would lead to any intimidatory content online being dealt with more quickly during the fast-paced context of an election.

The social media companies should work with the government to establish a ‘pop-up’ social media reporting team for election campaigns.

Social media companies should actively provide advice, guidance and support to Parliamentary candidates on steps they can take to remain safe and secure while using their sites.

Political parties have an important duty of care to their candidates, members and supporters to take action to address intimidation in public life. Intimidation takes place across the political spectrum, both in terms of those engaging in and those receiving intimidation.

The leadership of political parties must recognise this duty of care, and call out and condemn intimidatory behaviour wherever it occurs. Political parties must also be prepared to work together and engage constructively on these issues. Although political parties rely heavily on volunteers, particularly at election time, given the seriousness of the intimidation experienced by candidates and others, the parties have a responsibility to show leadership in addressing intimidation.

Those in positions of leadership within political parties must set an appropriate tone during election campaigns, and make clear that any intimidatory behaviour is unacceptable. They should challenge poor behaviour wherever it occurs.

Political parties must proactively work together to tackle the issue of intimidation in public life.

Some of those engaging in intimidatory behaviour towards Parliamentary candidates and others are members of political parties and/or the fringe groups of political parties. Leaders across the political spectrum must be clear that they have no tolerance for this sort of behaviour in their party, wherever it occurs. They should not remain silent whenever and wherever intimidation takes place.

One important part of setting expectations for the appropriate behaviour is through a code of conduct for members. Codes of conduct should also be supported by training on the code, and backed-up with appropriate disciplinary processes and sanctions for inappropriate behaviour.

Political parties should set clear expectations about the behaviour expected of their members, both offline and online through a code of conduct for members which specifically prohibits any intimidatory behaviour. Parties should ensure that members are familiar with the code. The consequences of any breach of the code should be clear and unambiguous.

Political parties must ensure that party members who breach the party’s code of conduct by engaging in intimidation are consistently and appropriately disciplined in a timely manner.

Political parties must collect data on the number of complaints against members for engaging in intimidatory behaviour, and the outcome of any disciplinary processes which result from these complaints.
Leaders of political parties should always call out intimidatory behaviour, even when it is perpetrated by those in the party’s fringes. Fringe group leaders and spokespeople should immediately denounce any intimidatory behaviour on the part of their members or supporters.

To tackle this issue, more cross-party collaboration is needed. The parties should come together to develop a joint code of conduct on intimidatory behaviour during election campaigns. This would encourage cross-party consensus on recognising and addressing the issue, and reduce the party political element of enforcing breaches of the code.

This code should be jointly enforced by the political parties through regular meetings during election campaigns. By working together, parties can take steps to set aside partisan differences to combat the important issue of intimidation in our public life.

**The political parties must work together to develop a joint code of conduct on intimidatory behaviour during election campaigns by December 2018. The code should be jointly enforced by the political parties.**

Political parties have a responsibility to support and try to protect those who give their time, often on a voluntary basis, towards the democratic process and public life. This includes support and training on online campaigning.

In particular, the parties must provide support for those who are most likely to be subject to the most intensely hostile abuse online. We are deeply concerned about the impact of intimidation on the diversity of our representative democracy, therefore, the parties have an important responsibility to support female, BAME, and LGBT candidates and prospective candidates in particular.

Political parties must take steps to provide support for all candidates, including through networks, training, support and resources. In particular, the parties should develop these support mechanisms for female, BAME, and LGBT candidates who are more likely to be targeted as subjects of intimidation.

**Political parties must offer more support and training to candidates on their use of social media. This training should include: managing social media profiles, block and mute features, reporting content, and recognising when behaviour should be reported directly to the police.**

For the law to be effective and enforceable, existing legislation must have a sufficient scope, the police must be able to curtail and contain intimidatory behaviour, as well as be able to gather the required evidence where a prosecution is appropriate, and prosecutors must have appropriate guidance in place.

We have seen no evidence that the current criminal law is insufficient. New offences specific to social media are unnecessary and could be rendered out-dated quickly.

Intimidation of Parliamentary candidates is of particular significance because of the threat it poses to the integrity of the democratic process and of public service more widely. Specific electoral sanctions would reflect the seriousness of this threat. A new electoral offence of intimidating Parliamentary candidates and party campaigners during an election should be considered. This would serve to highlight the seriousness of the issue, result in more appropriate sanctions, and serve as a deterrent to those specifically targeting Parliamentary candidates and their supporters.
The government should consult on the introduction of a new offence in electoral law of intimidating Parliamentary candidates and party campaigners.

The requirement that candidates standing for election as local councillors must publish their home address on the ballot paper has enabled intimidatory behaviour. There is cross-party consensus for legislation to remove this requirement, which the government should bring forward. Provisions already exist to prevent local authority members’ particular financial and other interests being publicly declared where there is a risk of intimidation to them or their family, and these provisions should be drawn to members’ attention by Monitoring Officers.

The government should bring forward legislation to remove the requirement for candidates standing as local councillors to have their home addresses published on the ballot paper. Returning Officers should not disclose the home addresses of those attending an election count.

Local Authority Monitoring Officers should ensure that members required to declare pecuniary interests are aware of the sensitive interests provisions in the Localism Act 2011.

There have been a significant number of prosecutions and convictions, with a relatively high rate of successful prosecutions, for offences covering intimidatory behaviour. The Crown Prosecution Service (CPS) guidelines on cases involving social media communications rightly set a high evidential threshold and demanding public interest test, in order to ensure compatibility with the Article 10 right to freedom of expression under the European Convention on Human Rights.

We are persuaded that the CPS guidelines are reasonable and proportionate.

We commend the work of the Parliamentary Liaison and Investigation Team (PLaIT), a specialist police team based in Parliament which is building a national picture of the security threat to MPs and acts as a central point of contact and advice for individual MPs, and makes recommendations for additional security measures. However, its effectiveness requires MPs to make full use of the advice and services offered to them and to report any threats.

MPs should actively co-operate with the police and other security services working to address the security threats facing Parliamentarians and Parliamentary candidates.

There is currently inconsistency in the approach taken locally by police forces in policing intimidatory behaviour towards Parliamentary candidates. This may be due to police forces not fully understanding the context in which MPs and candidates operate, as well as a lack of understanding of social media technologies. Whilst we are mindful of pressures on police resources, better guidance and training is needed in this area.

The National Police Chiefs Council should ensure that local police forces have sufficient training to enable them to effectively investigate offences committed through social media. Local police forces should be able to access advice and guidance on the context in which MPs and Parliamentary candidates work.

There is a lack of policing guidance on offences which constitute intimidation during election periods, and local police sometimes conflate personal threats and public order offences. General election periods are a heightened environment in which candidates, in particular MPs standing for re-election, are more likely to experience intimidation.
The College of Policing Authorised Professional Practice for elections should be updated to include offences relating to intimidation, including offences committed through social media.

The rise of social media, in particular its transnational reach, has created significant challenges for policing. A most significant challenge is establishing who is responsible for sending a particular communication.

The Home Office and the Department for Digital, Culture, Media and Sport should develop a strategy for engaging with international partners to promote international consensus on what constitutes hate crime and intimidation online.

Parliamentary candidates have a broad range of expectations about what the police would be able to do in response to intimidatory behaviour they experience. Greater clarity as to what behaviour is and is not illegal, and what Parliamentary candidates can expect from their local police force, would assist Parliamentary candidates during a campaign and would result in more effective policing.

The National Police Chiefs Council, working with the Crown Prosecution Service and the College of Policing, should produce accessible guidance for Parliamentary candidates giving clear advice on behaviour they may experience during a campaign which is likely to constitute a criminal offence and what they should do in the face of such intimidation.

It is important that those who perpetrate intimidatory behaviour face proportionate legal sanctions. However, the law is a blunt instrument for dealing with much intimidatory behaviour. Policing and the law should not be seen as the primary means of addressing this issue. The primary focus must be on prevention.

Everyone in public life must play their part in taking responsibility for combatting intimidatory behaviour; this includes in particular MPs, leaders of political parties, and the media. They all play a role in shaping a healthy public political culture which does not open the door to intimidation.

The public’s lack of trust in politics and the political system creates an environment where intimidation in public life is more likely. Everyone in public life must take responsibility for turning this around. They need to uphold high ethical standards, so that they do not undermine or bring into disrepute the institutions they are part of. This point was emphasised in the submissions to our review from members of the public.

Nobody in public life should engage in intimidatory behaviour, nor condone or tolerate it. All those in public life have a responsibility to challenge and report it wherever it occurs.

Those in public life should seek to uphold high standards of conduct, adhering to the Seven Principles of Public Life, and help prevent a decline in public trust in political institutions through their own conduct.

Those in positions of power and leadership in public life have a particular responsibility to consider how their tone is likely to shape public debate, and must not engage in political debate in a derogatory, dehumanising, or abusive way.

In particular, they must seek to stop intimidation based on prejudice or hate, which has a disproportionately negative impact on women, BAME, LGBT and other candidates from minority groups. It is essential that those in positions of leadership take steps to stop hatred and intimidation based on personal characteristics.
Those in public life must set and protect a tone in public discourse which is not dehumanising or derogatory, and which recognises the rights of others to participate in public life.

Those in public life have a responsibility not to use language which engenders hatred or hostility towards individuals because of their personal characteristics.

The broadcast and print media also have a responsibility to help tackle the intimidatory tone of public life. The freedom of the press is essential and must be protected. Nevertheless, journalists, broadcasters and editors should consider how the content they create might incite intimidation through delegitimising someone’s engagement in the political process, placing undue influence on their individual characteristics, or using threatening language. While continuing their important scrutiny of those in public office, they must also be careful they are not unduly or unfairly undermining trust in the political system, especially through portraying stories about disagreements as breaches of ethical standards.

The media must also take active steps to prevent intimidation by ensuring that they do not encourage or incentivise obtaining stories through intimidation or harassment.

Press regulation bodies should extend their codes of conduct to prohibit unacceptable language that incites intimidation.

Those in public life should not engage in highly personalised attacks, nor portray policy disagreements or questions of professional competence as breaches of ethical standards.

Election campaigns are competitive and Parliamentary politics is adversarial. Candidates and MPs must be able to have robust political debate within our democracy without opening the door to intimidation. Where candidates engage in highly personalised attacks, or blur the distinctions between policy differences, professional failures and breaches of ethics, they legitimise the behaviour of others who seek to engage in intimidation. They also undermine trust in the political system.

News organisations should only consider stories from freelance journalists that meet the standards of IPSO’s Editors Code, or the Editorial Guidelines of Impress, as appropriate, and ensure that freelance journalists are aware of this policy.
## Summary table of recommendations and timeframes

<table>
<thead>
<tr>
<th>Recommendation</th>
<th>Responsibility</th>
<th>Timeframe</th>
</tr>
</thead>
<tbody>
<tr>
<td>Government should bring forward legislation to shift the liability of illegal</td>
<td>Government</td>
<td>On exiting the EU</td>
</tr>
<tr>
<td>content online towards social media companies.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Social media companies must develop and implement automated techniques to</td>
<td>Social media companies</td>
<td>Immediately</td>
</tr>
<tr>
<td>identify intimidatory content posted on their platforms. They should use this</td>
<td></td>
<td></td>
</tr>
<tr>
<td>technology to ensure intimidatory content is taken down as soon as possible.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Social media companies must do more to prevent users being inundated with</td>
<td>Social media companies</td>
<td>Immediately</td>
</tr>
<tr>
<td>hostile messages on their platforms, and to support users who become victims</td>
<td></td>
<td></td>
</tr>
<tr>
<td>of this behaviour.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Social media companies must implement tools to enhance the ability of users</td>
<td>Social media companies</td>
<td>Immediately</td>
</tr>
<tr>
<td>to tackle online intimidation through user options.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>All social media companies must ensure they are able to make decisions</td>
<td>Social media companies</td>
<td>Immediately</td>
</tr>
<tr>
<td>quickly and consistently on the takedown of intimidatory content online.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Twitter, Facebook and Google must publish UK-level performance data on the</td>
<td>Social media companies</td>
<td>At least every quarter, beginning in the first</td>
</tr>
<tr>
<td>number of reports they receive, the percentage of reported content that is</td>
<td></td>
<td>quarter of 2018</td>
</tr>
<tr>
<td>taken down, and the time it takes to take down that content, on at least a</td>
<td></td>
<td></td>
</tr>
<tr>
<td>quarterly basis.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Social media companies must urgently revise their tools for users to</td>
<td>Social media companies</td>
<td>Immediately</td>
</tr>
<tr>
<td>escalate any reports of potential illegal online activity to the police.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The social media companies should work with the government to establish a</td>
<td>Social media companies</td>
<td>Before the next general election</td>
</tr>
<tr>
<td>‘pop-up’ social media reporting team for election campaigns.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Social media companies should actively provide advice, guidance and support</td>
<td>Social media companies</td>
<td>Before the next general election</td>
</tr>
<tr>
<td>to Parliamentary candidates on steps they can take to remain safe and secure</td>
<td></td>
<td></td>
</tr>
<tr>
<td>while using their sites.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Those in positions of leadership within political parties must set an</td>
<td>Those in positions of</td>
<td>Immediately</td>
</tr>
<tr>
<td>appropriate tone during election campaigns, and make clear that any</td>
<td>leadership within political</td>
<td></td>
</tr>
<tr>
<td>intimidatory behaviour is unacceptable. They should challenge poor</td>
<td>parties</td>
<td></td>
</tr>
<tr>
<td>behaviour wherever it occurs.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Political parties must proactively work together to tackle the issue of</td>
<td>Political parties</td>
<td>Immediately</td>
</tr>
<tr>
<td>intimidation in public life.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Recommendation</td>
<td>Responsibility</td>
<td>Timeframe</td>
</tr>
<tr>
<td>-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------</td>
<td>----------------</td>
<td>-----------------------------------------------</td>
</tr>
<tr>
<td>Political parties should set clear expectations about the behaviour expected of their members, both offline and online through a code of conduct for members which specifically prohibits any intimidatory behaviour. Parties should ensure that members are familiar with the code. The consequences of any breach of the code should be clear and unambiguous.</td>
<td>Political parties</td>
<td>Within one year</td>
</tr>
<tr>
<td>Political parties must ensure that party members who breach the party’s code of conduct by engaging intimidation are consistently and appropriately disciplined in a timely manner.</td>
<td>Political parties</td>
<td>Immediately</td>
</tr>
<tr>
<td>Political parties must collect data on the number of complaints against members for engaging in intimidatory behaviour, and the outcome of any disciplinary processes which result from these complaints.</td>
<td>Political parties</td>
<td>Within one year</td>
</tr>
<tr>
<td>Leaders of political parties should always call out intimidatory behaviour, even when it is perpetrated by those in the party’s fringes. Fringe group leaders and spokespeople should immediately denounce any intimidatory behaviour on the part of their members or supporters.</td>
<td>Political parties</td>
<td>Immediately</td>
</tr>
<tr>
<td>The political parties must work together to develop a joint code of conduct on intimidatory behaviour during election campaigns by December 2018. The code should be jointly enforced by the political parties.</td>
<td>Political parties</td>
<td>Joint code should be drawn up within one year – it should be enforced beginning at the next general election</td>
</tr>
<tr>
<td>Political parties must take steps to provide support for all candidates, including through networks, training, and support and resources. In particular, the parties should develop these support mechanisms for female, BAME, and LGBT candidates who are more likely to be targeted as subjects of intimidation.</td>
<td>Political parties</td>
<td>Before the next general election</td>
</tr>
<tr>
<td>Political parties must offer more support and training to candidates on their use of social media. This training should include: managing social media profiles, block and mute features, reporting content, and recognising when behaviour should be reported directly to the police.</td>
<td>Political parties</td>
<td>At the next general election</td>
</tr>
<tr>
<td>Recommendation</td>
<td>Responsibility</td>
<td>Timeframe</td>
</tr>
<tr>
<td>--------------------------------------------------------------------------------</td>
<td>---------------------------------------</td>
<td>-------------------------</td>
</tr>
<tr>
<td>The government should consult on the introduction of a new offence in electoral</td>
<td>Government</td>
<td>Within one year</td>
</tr>
<tr>
<td>law of intimidating Parliamentary candidates and party campaigners.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The government should bring forward legislation to remove the requirement for</td>
<td>Government</td>
<td>Immediately</td>
</tr>
<tr>
<td>candidates standing as local councillors to have their home addresses published</td>
<td></td>
<td></td>
</tr>
<tr>
<td>on the ballot paper. Returning Officers should not disclose the home addresses of</td>
<td></td>
<td></td>
</tr>
<tr>
<td>those attending an election count.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Local Authority Monitoring Officers should ensure that members required to</td>
<td>Local Authority Monitoring Officers</td>
<td>Immediately</td>
</tr>
<tr>
<td>declare pecuniary interests are aware of the sensitive interests provisions in</td>
<td></td>
<td></td>
</tr>
<tr>
<td>the Localism Act 2011.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>MPs should actively co-operate with the police and other security services</td>
<td>MPs</td>
<td>Immediately</td>
</tr>
<tr>
<td>working to address the security threats facing Parliamentarians and Parliamentary</td>
<td></td>
<td></td>
</tr>
<tr>
<td>candidates.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The National Police Chiefs Council should ensure that local police forces</td>
<td>National Police Chiefs Council</td>
<td>Within one year</td>
</tr>
<tr>
<td>have sufficient training to enable them to effectively investigate offences</td>
<td></td>
<td></td>
</tr>
<tr>
<td>committed through social media. Local police forces should be able to access</td>
<td></td>
<td></td>
</tr>
<tr>
<td>advice and guidance on the context in which MPs and Parliamentary candidates</td>
<td></td>
<td></td>
</tr>
<tr>
<td>work.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The College of Policing Authorised Professional Practice for elections should</td>
<td>College of Policing</td>
<td>Before the next general</td>
</tr>
<tr>
<td>be updated to include offences relating to intimidation, including offences</td>
<td></td>
<td>election</td>
</tr>
<tr>
<td>committed through social media.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The Home Office and the Department for Digital, Culture, Media and Sport should</td>
<td>Home Office and the Department for</td>
<td>Immediately</td>
</tr>
<tr>
<td>develop a strategy for engaging with international partners to promote</td>
<td>Digital, Culture, Media and Sport</td>
<td></td>
</tr>
<tr>
<td>international consensus on what constitutes hate crime and intimidation online.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The National Police Chiefs Council, working with the Crown Prosecution Service</td>
<td>National Police Chiefs Council,</td>
<td>Before the next general</td>
</tr>
<tr>
<td>and the College of Policing, should produce accessible guidance for</td>
<td>working with the Crown Prosecution</td>
<td>election</td>
</tr>
<tr>
<td>Parliamentary candidates giving clear advice on behaviour they may experience</td>
<td>Service and the College of Policing</td>
<td></td>
</tr>
<tr>
<td>during a campaign which is likely to constitute a criminal offence.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Nobody in public life should engage in intimidatory behaviour, nor</td>
<td>All those in public life</td>
<td>Immediately</td>
</tr>
<tr>
<td>condone or tolerate it. All those in public life have a responsibility to</td>
<td></td>
<td></td>
</tr>
<tr>
<td>challenge and report it wherever it occurs.</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
**Introduction**

Those in public life should seek to uphold high standards of conduct, adhering to the Seven Principles of Public Life, and help prevent a decline in public trust in political institutions through their own conduct.

<table>
<thead>
<tr>
<th>Recommendation</th>
<th>Responsibility</th>
<th>Timeframe</th>
</tr>
</thead>
<tbody>
<tr>
<td>Those in public life must set and protect a tone in public discourse which is not dehumanising or derogatory, and which recognises the rights of others to participate in public life.</td>
<td>All those in public life</td>
<td>Immediately</td>
</tr>
<tr>
<td>Those in public life have a responsibility not to use language which engenders hatred or hostility towards individuals because of their personal characteristics.</td>
<td>All those in public life</td>
<td>Immediately</td>
</tr>
<tr>
<td>Press regulation bodies should extend their codes of conduct to prohibit unacceptable language that incites intimidation.</td>
<td>Press regulation bodies (IPSO and Impress)</td>
<td>By December 2018</td>
</tr>
<tr>
<td>News organisations should only consider stories from freelance journalists that meet the standards of IPSO’s Editors Code, or the Editorial Guidelines of Impress, as appropriate, and ensure that freelance journalists are aware of this policy.</td>
<td>News organisations</td>
<td>Immediately</td>
</tr>
<tr>
<td>Those in public life should not engage in highly personalised attacks, nor portray policy disagreements or questions of professional competence as breaches of ethical standards.</td>
<td>All those in public life</td>
<td>Immediately</td>
</tr>
</tbody>
</table>
Introduction

The Committee on Standards in Public Life (the Committee) was established by the then Prime Minister in 1994 and is responsible for promoting the Seven Principles of Public Life: Selflessness, Integrity, Objectivity, Accountability, Openness, Honesty, and Leadership – commonly known as the Nolan principles.1

In recent years, the intimidation experienced by Parliamentary candidates, and others in public life, has become a threat to the integrity, vibrancy and diversity of public life in the UK. In July this year, the Prime Minister asked the Committee if we would undertake a review of the intimidation experienced by Parliamentary candidates, including those who stood at the 2017 general election.

The Committee agreed to undertake the review, including considering the broader implications for other candidates for public office and those in public life, because we believe that the problem of intimidation is a matter of major concern. The intimidation of Parliamentary candidates stands as a threat to the culture of representative democracy in the UK, and determined action on the part of all those involved is required to address this issue.

Terms of reference

To review the intimidation experienced by Parliamentary candidates, including those who stood at the 2017 general election. The Committee may also consider the broader implications for other candidates for public office and other public office holders.

The review should:

- examine the nature of the problem and consider whether measures already in place to address such behaviour are sufficient to protect the integrity of public service; and whether such measures are (a) effective, especially given the rise of social media, and (b) enforceable
- produce a report, including recommendations for action focused on what could be done in the short and long-term and identifying examples of good practice

The review will recognise the important role of legitimate scrutiny of those standing for public office by the public and the press.

As part of this review, we have heard from a wide range of people about the nature of the problem of intimidation and its impact on our public life. We received 88 written submissions to our call for evidence from interested individuals and organisations. We held a roundtable with candidates, academic experts and stakeholder organisations, a public hearing with representatives from political parties, and a private hearing with those with a responsibility for policing and security. We have had 34 meetings with a range of individuals and organisations, including candidates, MPs, local councillors, social media companies, regulatory bodies, broadcasters and journalists, and relevant stakeholders. We are indebted to all those who contributed to our review.

Intimidation is already shaping our political culture, and poses a real risk to our representative democracy. It impacts us all, and we all have a responsibility to prevent this culture from taking hold. Our recommendations stand as a package. They should be implemented together as a comprehensive response to an issue of central importance to our public life. Without action, intimidation will have a significant impact on diversity, the relationship between those in public life and the public, and how we discuss and debate ideas.

---

1 The Seven Principles were established in the Committee’s first report in 1995. The descriptors were revised following a review in the Fourteenth Report in 2013.
In this report, we review the measures already in place to address such behaviour, including actions taken by social media companies and the political parties, as well as the legislative framework. We consider whether these measures are effective and enforceable. We make recommendations for action to social media companies, political parties, government, police and prosecutors, as well as those in positions of leadership in public life. They all must work together to change the emerging intimidatory tone and culture of political life. Throughout, we have recognised the important role of legitimate scrutiny of those standing for public office by the public and the press.

**Overview of the report**

We consider the nature of **intimidation in public life** in chapter 1, including whether this abuse is anything new, what we have seen, why addressing intimidation matters and what can be done.

In chapter 2, we consider how **social media** is shaping political communication and engagement with the public, and set out the steps that the social media companies must take to combat online intimidation. This includes providing options for users, developing automated identification of intimidatory material, and supporting healthy political debate during elections. We also consider options for legislative reform.

**Political parties** have a responsibility to prevent their members from engaging in intimidatory behaviour and support their candidates in the face of intimidation and abuse. They must also demonstrate leadership in setting the tone of political debate. We make recommendations to the parties in chapter 3.

Addressing intimidation requires effective **law, policing, and prosecution**, which we consider in chapter 4. We review the sufficiency of the current laws in place to address intimidatory behaviour, and make recommendations on steps that should be taken to increase consistency in prosecution and policing of intimidation.

In chapter 5, we consider the underlying causes of intimidation and make recommendations to those in public life on the role they should play in **taking responsibility** for influencing a public political culture. Everyone in a position of responsibility in public life should show leadership in working together to set an appropriate tone for public debate, create a healthy political culture and call out intimidatory behaviour wherever it occurs.

We consider the **impact of intimidation** in public life in chapter 6, and return to consider the wider implications of this issue for the health of the country’s political culture and the stability of its representative institutions.
Chapter 1

Intimidation in public life

What is the problem?

We have heard from many people in public life who have faced intimidation, and it is clear that intimidatory behaviour has become a significant and damaging feature of public life. It can be difficult to pinpoint a definition of intimidation, even though it may be straightforward to ‘know it when you see it’.

For the purposes of this review, we have interpreted intimidatory behaviour as behaviour intended (or likely) to stop someone from wanting to engage in public life. It can be through words or behaviour, online or offline, and people across society can be perpetrators and victims.

Intimidation: words and/or behaviour intended or likely to block or deter participation, which could reasonably lead to an individual wanting to withdraw from public life.

Intimidation can include physical violence, threats of violence, damage to property, and abusive online and offline communications, amongst other activities. Sometimes, the collective impact of a number of individual actions can also be intimidatory, for example where people become subject to co-ordinated social media attacks.

“Threats have varied from...gestures of slitting my throat (witnessed by my then 6 year old daughter)...to requesting sexual activities including one disgusting comment...I’ve found it extremely embarrassing and humiliating as well as frightening.”

Sarah Lesiter-Burgess

Intimidation is different from the legitimate persuasion or influence which takes place as part of the democratic process; intimidatory actions are not political pressure. Instead, they are intended and likely to cause an individual to withdraw from a public space, including social media, public events, or from public life altogether. This can have the effect of limiting freedom of expression by ‘shouting down’ opponents.

The rise of social media has been the most significant factor accelerating the prevalence of intimidatory behaviour in recent years. Although it can be a means by which to open up access to ideas, information, and debate, social media can also create an intensely hostile atmosphere online.

“It is hard to explain how it makes you feel. It is anonymous people that you’ve never met, true, but it has a genuinely detrimental effect on your mental health. You are constantly thinking about these people and the hatred and bile they are directing towards you.”

Rachel Maclean MP

People of course respond differently to intimidation, but it can significantly affect an individual’s physical or mental health and wellbeing, as well as on those close to the candidate.
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“I spoke on a number of occasions in the House of Commons in different committees about the rights of women. To which I suffered daily attacks on Twitter, on my email system or endless online articles written about how people wished to see me raped, they wished to come to find my sons hanging from a tree because I don’t care about men…”

Jess Phillips MP
(quoted by National Democratic Institute for International Affairs)

Findings from evidence submitted to the Committee:
33% of candidates surveyed had experienced ‘inappropriate’ behaviour during the election campaign

56% of candidates surveyed are concerned about abuse and intimidation, and 31% say they are fearful

No female MP who was active on Twitter has been free from online intimidation

Of the women in Parliament, Diane Abbott MP received the most abuse. In addition to this, black and Asian women MPs – despite representing only 11% of all women in Westminster – received 35% more abusive tweets than white women MPs

What we have seen

“2017 was the most negative campaign I have experienced. For example at hustings, if someone doesn’t agree with you they shout you down.”

Rehman Chishti MP

Our evidence confirms the prevalence of intimidatory behaviour during election campaigns in recent years, including and especially at the 2017 general election. While intimidation in public life in the UK is nothing new, and is not limited to the UK alone, the scale and intensity of intimidation is now shaping public life. This is a matter of serious concern.

One clear trend is that social media is changing the way in which election campaigns are conducted and has led to a marked shift in how the public engages with Parliamentary candidates. Online intimidation is now a persistent characteristic of election campaigns for a large number of Parliamentary candidates, who can be subject to intimidatory messages 24 hours a day.

“Thirty years ago, when I first became an MP, if someone wanted to attack an MP, they had to write a letter—usually in green ink—put it in an envelope, put a stamp on it and walk to the post box. Now, they press a button and we read vile abuse that, 30 years ago, people would have been frightened even to write down.”

Rt Hon Diane Abbott MP
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Intimidation has been experienced by individuals across public life, from all groups and across the political spectrum. What is especially worrying is that some groups are disproportionately likely to be the targets of intimidation and abuse both online and offline. Candidates who are female, BAME or LGBT are disproportionately targeted in terms of scale, intensity and vitriol. The intimidation experienced by those who fit in more than one of these groups can be even worse.

“I’ve been in and around lobbies since 2003 and have been in Westminster full time since 2014/15. There’s been a sea change during that time in what’s been experienced by MPs and candidates, especially women.”

Laura Kuenssberg

The prevalence of intimidation during election campaigns, and in public life more broadly, has an impact on those beyond just Parliamentary candidates. It affects candidates’ families, staff, party volunteers, supporters, and voters.

“Intimidation may well put people off even acting as volunteers and activists for political parties at a grassroots level, which is often the first step towards public roles.”

William Wragg MP

We face a serious challenge. Parliament cannot be cut off from the people it represents; we cannot permit intimidation to result in the exclusion of women and members of black and minority ethnic groups from the ranks of parliamentarians; and our public culture must be one in which people can debate, exchange views, and express their opinions, with mutual respect, civility and truth.

Why does addressing intimidation matter?

The wide spread of intimidatory language and behaviour is already shaping our political culture. Representative democracy is dependent on people’s freedom to engage in political debate and discussion. That freedom is compromised when a culture of intimidation effectively forces people out of public life, and where people are put off engaging in the political process by intimidation. The vast majority of messages the public send to MPs are not unpleasant, abusive or intimidatory. Our culture needs to promote debate and discussion, but it needs to do so in a way which preserves the civility of that debate and the integrity of political processes and mechanisms.

Freedom of expression

“We are definitely at a potential turning point. We are on a trajectory, there was a healthy change since the 1950s where the pedestal for office holders has been knocked down, but we are now at a stage of danger of dehumanisation. Right at the other end, if we end up there, it is a very dark and dangerous place for liberal democracy.”

Brendan Cox

Freedom of expression is an important part of a vibrant public life, and our democracy depends on those with different viewpoints disagreeing well. Intimidation aims at shutting down debate – cutting off participation and engagement. In the past, and in many places across the world today, elections are violent and intimidatory, and result in the domination of those who bully most effectively, and often systematically exclude some groups. Tackling this intimidation, far from threatening genuine democratic debate and scrutiny, will serve to enhance and protect it. Indeed, in order to represent all legitimate interests all voices should
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be heard so that the democratic process can be maintained.

More than half of candidates surveyed are moderately or very concerned about inappropriate behaviour (56%) and almost a third (31%) say they are fearful.14

A diverse public life

“I wouldn’t have given up my job and stood for election if the abuse I would receive had been explained to me. I wouldn’t have. I believed I had something to contribute with lengthy experience in the NHS, but I have a young family, and I wouldn’t have wanted to put them through it. Their wellbeing is the priority.”15

Dr Lisa Cameron MP

Intimidation is already having an impact on our public life. We have heard how racist, sexist, homophobic, transphobic and anti-Semitic abuse has put off candidates from standing for public office. If this issue is not addressed, we could be left with a political culture that does not reflect the society it should represent. This has serious implications for our democracy if our public life erodes to such a degree that it effectively excludes parts of the society it is there to serve.

“There is one woman in particular in my constituency who would make a fantastic MP. She said to me, ‘I wouldn’t do it, I couldn’t do it, I couldn’t go through what you experience.’”16

Luciana Berger MP

Changing the relationship between Parliament and the public

The intimidation experienced by Parliamentary candidates is also changing the way they interact with the public. We have seen how intimidatory behaviour has led people to reduce or seek protection for their public appearances, and change how they engage with the public online. Without action, this issue is not going to go away, especially as the reduced accessibility and presence of those in public life can itself lead to the dissatisfaction which can fuel intimidatory behaviour.

“Whilst experienced party members and I could handle ourselves, the experience was very off-putting for new members, particularly young and elderly activists. By the end of the campaign we feared for their safety and new activists were only sent out with experienced activists.”17

Councillor Ameet Jogia

The tone of debate

“The tone of modern political discourse permeates through society and normalises abusive and occasionally aggressive language when discussing politics.”18

Equality and Human Rights Commission

Intimidation is also changing the tone of our public life. There are many examples of behaviour aimed at shutting down some people’s involvement in the political sphere, as well as discussion and debate around some subjects. Politics, participation and comment has changed dramatically in recent years, with the rise of social media in the context of an increasingly plural and diverse society.
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Intimidation in public life

Addressing intimidation is essential to maintaining an appropriate tone for political debate that does not lead to the exclusion of some groups.

“That level of lively knockabout, which has happened all my adult life, has not changed. What has changed is the sense that the views of the other are illegitimate. The thought is that ‘your views are illegitimate; you should be silenced.’”

Nick Robinson

The wide reach of intimidation

We are also aware that people across public life more widely, not just those standing for or elected to Parliament, have been subject to intimidation both online and offline, including journalists, teachers, police officers, election officials, judges and leaders of public bodies. Addressing the issue of intimidation is necessary not just to preserve the integrity of elections, but that of public life more broadly. Intimidation is a significant concern, and everyone in public life has a responsibility to work to ensure that intimidation does not undermine the freedoms that are essential to our liberal democracy.

What can be done?

Intimidation in public life is a complex issue that does not have a single, straightforward solution. Addressing intimidation will require practical prevention, deterrence, and enforcement of sanctions; but it also requires addressing the underlying causes, and minimising its damaging effects on individuals and on public life as a whole.

Most importantly, the companies must remove illegal content from their platforms altogether, this should be underpinned by a rebalancing of the liability of social media companies for illegal content.

Where intimidation cannot be fully prevented, steps must also be taken to mitigate its effects, and ensure it does not stop those who want to serve their communities – particularly those from diverse backgrounds – from participating in public life. Political parties will have a crucial leadership role to play in this area (chapter 3).

Some intimidation in public life is a result of fixated individuals. While it would be difficult fully to resolve this issue, there is a growing awareness of threats from these individuals, and an improved evidence base on how to assess and contain them. For behaviour which is not a fixated threat, a number of preventative measures can be taken. Effective policing and prosecution can act as a deterrent and prevent intimidatory behaviour from escalating, and provide support to victims (see chapter 4).

Our evidence has also shown that intimidation does not occur in a vacuum. As we explain in chapter 5, some abuse takes place in response to an unhealthy public political culture. This can be a result of an unhealthy public discourse of those in public life – including the media – needlessly undermining trust in public institutions, or poor standards of conduct in public life. Working to build a more healthy public political culture should, in the long-term, reduce the underlying causes of some intimidatory behaviour.

19 Nick Robinson, Individual Oral Evidence, 6 September 2017

20 This has meant that such threats are being more effectively addressed, particularly by units such as the Fixated Threat Assessment Centre (http://www.fixatedthreat.com/ftac-welcome.php)
Chapter 2
Social media

Social media has come to play a significant role in British politics. Widely used social media sites such as Twitter and Facebook have become important ways to share political ideas and information. Elections are now played out online, as well as in the offline world.

Social media can be a democratising force, enabling citizens to communicate with those standing for office and their elected representatives more directly than ever before. During elections, Parliamentary candidates can engage more easily and directly with those they are seeking to represent. Through social media, candidates can mobilise support, engage with opponents, and promote their political platforms.

"Abuse on social media bears a huge psychological impact and has a chilling effect on their [female MPs] right to enjoy freedom of expression online, and exercising their right to equal participation in public and political life, and the right to privacy, among others."21

Amnesty International

Yet, these platforms of debate and discussion can and do become places of intimidation. The platforms are designed and optimised to generate an emotional response as this generally increases user engagement that is critical to commercial success. This can take a dark turn when that emotive content is intimidatory. Social media can lead to widespread access to ideas and information, but they can also facilitate abuse by those who seek to see certain individuals pushed out of public life. Some MPs and candidates have disengaged entirely from social media due to the intimidation they have received; others who may be interested in engaging in public life are being put off by the tone and intensity of political discussion online.

In this chapter, we explore the current legislative framework, discuss its limitations and enforceability, and make recommendations to government on how the legal framework may be revised to help combat intimidation online. We make recommendations to social media companies on steps they can take to prevent online intimidation, particularly during election campaigns.

In the fast-paced and rapidly developing world of social media, the companies and the government must proactively address the issue of intimidation online. So far, not enough has been done.

We have met with Twitter, Facebook, and Google, and we are deeply concerned about the lack of progress all three companies are making in protecting users online. We will be monitoring their progress in implementing our recommendations.

Is this abuse anything new?

"Abuse of parliamentary candidates is not a new phenomenon, but evidence would suggest that with the growth of social media, candidates are more exposed and open to abuse which is taking place on a larger scale than even five years ago."22

All Party Parliamentary Group Against Antisemitism

To an extent, the intimidation experienced by candidates is nothing new. In the past, some candidates received intimidatory messages by post, or were physically harassed.23 These ‘offline’
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modes of intimidation still take place, and are often illegal (see chapter 4).

However, the evidence we have received has demonstrated that social media has sparked a step-change in the abuse and intimidation MPs, candidates, and others in public life receive. The instantaneous and direct nature of communication online has shaped a culture in which the intimidation of candidates and others in public life has become widespread, immediate, and toxic. This is exacerbated by the ability to hide behind the anonymity of social media profiles.

Free and easy use of social media has opened communication with those in public life to everyone, including a minority of those who seek to use this freedom to intimidate and try to limit the freedom of others through intimidation. But this is not inevitable, and social media companies must take the proactive steps necessary to reverse this.

What has changed?

The scale

The current scale and usage of social media is enormous, and rapidly growing. Globally, there are on average 500 million tweets posted per day, and there are 1.33 billion daily active Facebook users. On average, 400 hours of video are uploaded to YouTube every minute.

The accelerating pace of political debate

“Some MPs receive an average of 10,000 messages per day.”

BCS – The Chartered Institute for IT

Social media also gives the public unprecedented access to those in public life; anybody can send a message to a candidate or politician which arrives immediately on their phones in their pockets. While public figures could just disengage from social media, they lose the benefits of communicating with voters and constituents, which they should be able to do in a safe environment online. The stream of comment and information is direct, constant and ever present. During election campaigns, Parliamentary candidates receive a particularly large number of messages due to their public profile.

“The existing social media platforms are being used to perform a specific democratic function for which they were not designed.”

BCS – The Chartered Institute for IT

“Social media also bleeds into your 24 hours home life, at night the tweets come in when you’re cooking your kids’ tea or going to bed. There is little place to hide.”

Lisa Robillard Webb
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Abuse and intimidation online can be persistent and overwhelming. Intimidatory users can use social media to encourage others to inundate a user with hostile messages, known as a ‘dogpile’.

**Ease of communication online**

Social media has made communication with those in public life much easier, with over 70% of UK adults owning a smartphone which can be used from any location to send messages directly to the social media accounts of politicians and candidates.³⁰

“Social media enables unplanned, impulsive comment to reach its target; whereas previously a penned missive entailed numerous opportunities to rethink and change approaches or presented barriers which many would not or could not be bothered to overcome.”³¹

**Public Submission**

“The increasing accessibility to public figures through the likes of social media and digitalisation has led to a blurring of boundaries over what can be considered acceptable and what cannot. A huge amount of the abuse directed at female parliamentary candidates in particular is highly sexualised and dangerous.”³²

**Scottish Women’s Convention**

This ease of communication has increased the opportunities for those who intend to intimidate people in public life to do so without much effort. A malicious user of an internet platform does not need to be in physical contact with a candidate, or even write and send a letter to intimidate. Others who would not consider engaging in offline forms of intimidation, do engage in such behaviours online.

“…our experience is that this an area where an old problem has been given a new and more toxic life.”³³

**National Democratic Institute for International Affairs**

**Brevity changing the tone of debate**

The format of social media, most obviously Twitter, encourages brevity. While concise communication can make political messages more accessible, the motivation to boil down complex political ideas into short messages can change the tone of debate. The norms of appropriate communication online are not well established.³⁴

The detailed discussion of a political idea or concept may be too long or complex to deliberate or debate on social media, whereas highly personalised political attacks are often more direct and more likely to be shared. Social media therefore incentivises content which is more likely to be negative. While communication and discussion in the traditional media also encourages brevity, these publications receive editorial oversight and operate within a regulatory framework which moderates content.

“Extreme positions whether political or moral or abusive, you will get more a rise in followers. There is an incentive to go to the extreme.”³⁵

**Lionel Barber, Financial Times**

---
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The impact of anonymity

It is remarkably easy for those who seek to hide their identity online to do so, and some of the social media companies do not require a real name for users to sign up to their services. We have heard evidence from Parliamentary candidates and others in public life that anonymity online perpetuates the abuse and intimidation.

“Because of the internet and social media people feel emboldened to be ruder or more critical than they would otherwise be in person.”

Rt Hon Sir Hugo Swire MP

Where individuals are able to speak anonymously online, the ‘online disinhibition effect’ can be made worse: people tend to show a lack of restraint when communicating online in comparison to communicating in person. The evidence we have received from candidates supports this.

“What is clear though, is that the anonymous and ‘safe distance’ nature of social media platforms allows such abuse to be handed out far less respectfully than it would usually be if delivered face-to-face.”

Demos

Users can also use technology to make it appear as though they are in a different jurisdiction. This is especially concerning when the online intimidatory behaviour is illegal, as we have seen evidence that it can be difficult for the police to track down those involved intimidation across borders (see chapter 4).

Social media legislation and regulation

The current legal framework

The legislative framework in which social media companies operate is based on simple principles, but is complex in its application. Although the cultural attitudes of the companies are shaped by the US legislation, the key controlling legislation in the UK is the EU’s 2000 E-Commerce Directive, which was developed before the current main social media companies even existed.

The E-Commerce Directive (the Directive) allows ‘information society services’ providers, such as internet service providers and social media companies, to be exempt from criminal or civil liability when their services are used to commit an offence – for example, publishing or transmitting illegal content.

The Directive sets out the responsibility of the social media companies as ‘platforms’ for content created by other people. The aim of the Directive was to strike a balance between maintaining a low regulatory burden on service providers, the social interest in removing illegal content, and upholding individual rights including freedom of expression.

How does the law work in practice?

The posting of death threats, threats of violence, and incitement of racial hatred directed towards anyone (including Parliamentary candidates) on social media is unambiguously illegal. Many other instances of intimidation, incitement to violence and abuse carried out through social media are also likely to be illegal. We outline and evaluate the current law surrounding the content of communications further in chapter 4.
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Social media companies are not held legally liable for any illegal content, as they are likely to fall within the ‘hosting’ exemption,\(^\text{42}\) where the provider’s relationship to that content as a host is considered merely ‘technical, automatic or passive’.\(^\text{43}\) The hosting exemption requires that the company does not have knowledge of the illegal activity or information, and removes or disables access to it ‘expeditiously’ if it becomes aware of it. This has formed the basis for what is called the ‘notice and takedown’ model.\(^\text{44}\) Member states are prohibited from imposing a general monitoring duty on service providers in Article 15 of the Directive. This means that social media companies are legally envisaged to have a passive, rather than proactive, role in identifying and removing illegal content.

**International comparisons on social media regulation**

The EU E-Commerce Directive came into law 17 years ago, before most of the big players in today’s social media landscape even existed. Since then, EU member states have diverged significantly in their legislative treatment of social media platforms.\(^\text{45}\) Member states have differing interpretations of what counts as ‘actual knowledge’ of illegal content, what counts as ‘expeditious’ takedown of content, and whether ‘manifestly illegal content’ (content that is obviously illegal even to a non-lawyer) merits different treatment.\(^\text{46}\)

**Germany**

In a significant development in June 2017, Germany became the first EU member state to pass legislation creating time-specific takedown provisions for social media platforms and introducing sanctions for contravention.

The German Network Enforcement Act applies to social media networks with two million or more registered users, and requires them to remove content that is “clearly illegal” within 24 hours of being notified by a user. A social media network intentionally or negligently violating this obligation can be fined up to €50 million.\(^\text{47}\)

**USA**

The USA has significant liability exemptions for social media companies, based on Section 230 of the Communications Decency Act 1996. This section specifically states that “no provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another content provider”. Section 230 has been consistently upheld in US case law and provides robust exemption from liability for illegal material published on social media companies.

This gives the USA a regulatory environment which is highly favourable for social media companies, with the only significant exception being intellectual property breaches. Since the major social media companies all have their headquarters in the USA, this regulatory mindset can shape their engagement with legislative authorities across the world.

**Legislative reform**

The EU’s E-Commerce Directive is the reason that the social media companies do not search proactively for illegal content in order to remove it. The notice and takedown model incentivises service providers to avoid actively monitoring or taking preventative measures against illegal content so that they benefit from the hosting exemption.\(^\text{48}\)

---
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\(^{43}\) European Union E-Commerce Directive (2000/31/EC), Recital 42. The importance of meeting this condition to benefiting from the hosting exemption was confirmed by the European Court of Justice in Google France and Google, C-236/08


\(^{45}\) European Commission Staff Working Document (2012), Online services including e-commerce in the Single Market, SEC(2011) 1641, p26ff


When the UK leaves the EU, it will cease to have obligations under EU law. The government may then seek to tip the balance of liability for certain forms of illegal content towards social media companies. Especially as technology has developed, removing or blocking access to individual content no longer requires disproportionate effort or expense for the social media companies.49

“Our position is we would much rather when there are genuine, and there are genuine attitudes that concern, let’s try and work with Parliamentarians, with governments, with NGOs and all the other relevant parties and with other companies to try and address the problem, such that Parliamentarians don’t feel that they have to regulate...if they decide after all that there are still things that need legislating, it is clearly their call and we respect the democratic process.”50

Will Moy, Full Fact

It is clear to us that the social media companies must take more responsibility for the content posted and shared on their sites. After all, it is these companies which profit from that content. However, it is also clear that those companies cannot and should not be responsible for human pre-moderation of all of the vast amount of content uploaded to their sites.

Legislation which rebalances the liability for online content can be considered when the UK ceases to have obligations under EU law. For example, legislation could remove the hosting liability exemption for particular types of content, such as death threats, where automatic removal or monitoring does not require disproportionate effort or expense.

Revising this legal framework which applies to the social media companies would incentivise the prompt, automated identification of illegal content. This would have a positive impact on combatting the intimidatory tone of online political discussions.

Legislative change to rebalance liability would ensure that our recommendations on speeding up the process of taking down content, and transparency about the collection of data on notice of takedown, are enacted. It would also remove the current perverse incentives for companies to avoid any form of active moderation using machine learning.

49 The High Court accepted this in Mosley v Google, [2015] EWHC 59 (QB), 49-54
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Government should bring forward legislation to shift the liability of illegal content online towards social media companies.

There are concerns across government about illegal online behaviours and activity, which touch on a number of issues across government departments. We are aware that the social media companies are often dealing with different parts of government on different subjects, including hate speech, child sexual exploitation, counter-terrorism, and copyright. We discuss this further in chapter 4.

The social media companies must uphold their responsibility to engage with government to help tackle these issues. The government should take a coordinated approach to promote joint working with the social media companies. Government and Parliament should consider the recommendations we make to social media companies, and make efforts to take them forward as part of their wider work with the companies.

Developing technology and supporting users

In the meantime, and in addition to legislative change, there is much that the social media companies can and should be doing to change the experience of users who experience online abuse and intimidation.

"We need to protect users, even from a commercial perspective, we need to make people feel safe online."52

Jigsaw

Using technology to combat online intimidation

Social media firms rely on a ‘report and take down’ model for offensive, intimidatory and illegal material: a company’s users flag content to the host site, which then makes a decision about whether it breaches their rules and guidelines. Due to technological advances in text analysis and machine learning, companies should be able to develop ways to monitor proactively illegal and/or hateful content online.

"Machine learning is extremely important for flagging violent extremism content for review: over 83 percent of the videos we removed for violent extremism in the last month were taken down before receiving a single human flag...[we] receive over 260,000 user flags a day."53

Google

The Committee agrees with the House of Commons Home Affairs Committee’s recommendation that “all social media companies [should] introduce clear and well-funded arrangements for proactively identifying and removing illegal content”.54 These companies are not lacking in resources, and having heard directly from social media companies, we remain unconvinced that they are going far enough or fast enough to tackle online intimidation or collect information intimidation reported to them.

---
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“For the industry, as noted, further investment in artificial intelligence systems should be a priority. Algorithms must be created that more readily filter abusive words, accounts and pictures, and more effectively identify problem users and remove them.”

All Party Parliamentary Group Against Antisemitism

The burden of combatting intimidation online should not lie solely with those who are intimidated. We have heard evidence from those who have experienced intimidation about the detrimental impact that having to deal with torrents of abuse can have on their lives. The social media companies have an immediate responsibility to develop and implement technology to support users who face intimidation by identifying, blocking, and screening hateful and abusive content.

“We're using technology in ways to try to find that behaviour. User reports are still critical – and we won’t get past that because context is everything. We think there’s good progress... We are taking action on ten times more accounts than this time last year, due to internal machine learning.”

Twitter

Companies should be taking steps to use machine learning to identify intimidatory patterns of behaviour of users – for example sending lots of messages to one user in a short time frame with no replies, or persistently using violent or inappropriate language. Technology to identify online intimidation must be taken up across companies. This technology should not rely solely on users actively opting-in.

The companies should then take steps to prevent these users from engaging in such behaviour. Twitter, for example has introduced an automated ‘timeout’ for users engaging in intimidatory behaviour online.

Some progress is being made in the development of machine learning and automation techniques to try to change the tone of political discussion online. Jigsaw, formerly Google Ideas, and Google’s Counter Abuse Technology team have been developing Perspective, an application-programming interface (API) which “uses machine learning to spot abuse and harassment online.” However, we were disappointed to learn that this development is not being embedded into Google products, including YouTube.

While there has been positive collaboration among social media firms, government and the third sector in tackling some illegal activities, for example online child abuse, this investment in a collaborative approach must also be taken for other key social issues, including online intimidation. The companies have told us that they do not compete on public policy or safety, so they must work together to address these issues.

Some progress is being made in the development of machine learning and automation techniques.

55 Written Submission 34 (All Party Parliamentary Group Against Anti-Semitism)
56 Staff of Diane Abbott MP, Individual Oral Evidence, 1 November 2017
57 https://www.perspectiveapi.com/
58 Nick Pickles, Twitter, Oral Evidence, 25 October 2017
There has not been enough progress on developing automated techniques for the identification and takedown of intimidatory content online. As one way to combat intimidation in the immediate term, Facebook, Google and Twitter must do more to use technology to protect users from intimidation.

Social media companies must develop and implement automated techniques to identify intimidatory content posted on their platforms. They should use this technology to ensure intimidatory content is taken down as soon as possible.

Identifying and preventing ‘dogpiling’

We have heard evidence of the ‘dogpiling’ of public figures, where an individual can receive tens of thousands of messages a day as part of a co-ordinated campaign or after becoming the centre of a viral news story. This can be a particular problem on Twitter, but also applies on other online platforms. The traditional press and broadcast media can trigger and perpetuate these ‘tweet storms’ by reporting on them.

"It got so bad during the election that for much of the campaign I came off social media and didn’t post anything which impacted on my ability to campaign."  

Maria Caulfield MP

Twitter has set out in their community guidelines that users are prohibited from encouraging this behaviour. However, any such co-ordinated online intimidation could be organised on other web platforms or specialised websites. Some of these messages may also be sent by automated bots and anonymous accounts. Therefore, the social media companies must do more to identify dogpiling and support users.

"...multiple different people are sometimes targeting an individual at scale. This is where they need help – and that’s why we have a relationship with political parties."

Twitter

Facebook commented to us that they deliberately do not have a ‘big red button’ to report content, as they need to ask questions about the inappropriate online behaviour in order to prioritise it. However, Reclaim the Internet recommend a ‘panic button’ system, whereby users can report online intimidation in the case of dogpiling due to the intensity of the messages. Combined with automated processes to identify where online dogpiling occurs, a panic button could help to protect those in the public eye from suffering intimidatory messages.

Social media companies must do more to prevent users being inundated with hostile messages on their platforms, and to support users who become victims of this behaviour.
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Giving users options

Public figures who have experienced online intimidation told us that user options such as options to block and mute messages, phrases and other users are an important part of helping to protect themselves against some abusive content and managing their social media presence. But these measures do not yet go far enough to protect users.

Social media companies have taken some steps to give users options to reduce intimidatory behaviour online. These options, which should be simple for users to enable, provide those who experience intimidation with a means to prevent further threatening or offensive messages from appearing on their social media profiles.

“You can mute certain words, or you can use a filter where you don’t see tweets from someone who hasn’t changed their profile picture from the default. Some MPs are worried about using too many filters.”

Twitter

Twitter has announced the development of tools for users never to be shown tweets from a user who has never changed their profile picture or has not verified their phone number. Facebook has introduced similar mechanisms to enable users to block profiles, and ‘unfollow’ pages and groups.

These tools must be improved and implemented in the immediate term. They must be clear to users and simple to set up. The companies have a responsibility to their users to enable users to protect themselves from reading intimidatory abuse online.

Social media companies must implement tools to enhance the ability of users to tackle online intimidation through user options.

Action on report and takedown

However, when users mute or block an account it does not prevent a discussion, which may be illegal and/or incite violence, from continuing. Therefore, once someone has blocked or muted an account they must rely on others to report content to the social media company.

“They will remove them for you to see them, but not remove it altogether...But removing it from Diane doesn’t stop another black woman from seeing it, or from emboldening someone else.”

Office of Rt Hon Diane Abbott MP

As things stand, the delayed action by many of the social media companies in taking down content reported to them is unacceptable. We have heard from figures across public life about the frustration they have felt about the platforms’ (especially Facebook, Twitter and Google) delayed response or inaction on content that has been reported to them.

A Fawcett Society survey of women in public life found that only half of the women surveyed (50% of Facebook users and 43% of Twitter users) reported abusive content to the platform. This was largely because, from their experience, they did not think that the platforms would act on their reports.
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Delivering on takedown of reported content

Users of social media platforms should expect that the social media companies will take quick and decisive action on any content reported to them. The companies have a responsibility to their users, as well as a broader social responsibility, to act quickly to take down content on their platforms that violates their terms and guidelines. They already do this with commercial interests such as copyright infringement, and should do so with hateful and illegal speech which can be much more harmful.

In addition to developments in machine learning, human decision-making can play an important role in taking down some social media content, especially where online intimidation is very subjective.

“There were very subtle threats because of the context of the previous communication. For example, a woman talked about a man who was in abusive communication with her… mentioning the road that she lived on.”

Dr Ruth Lewis

Facebook told us that they are increasing the size of their global ‘community operations’ team from 4,500 to 7,500 people. We commend this, but it must also have the impact of changing the user experience in terms of action on reported material.

This is not just a matter of allocating more resources; Google, Facebook and Twitter must do more so that action is taken on the content reported to them which breaches their rules. None of the social media companies have done enough to act on the content reported to them.

All social media companies must ensure they are able to make decisions quickly and consistently on the takedown of intimidatory content online.

Transparency about performance on takedown

We are surprised and concerned about Google, Facebook and Twitter’s failure to collect performance data on the functioning of their report and takedown processes. Facebook and Twitter said that they do not collect data on the number of reports they receive by country, the percentage of reported content that is taken down, nor the amount of time between the initial report and the content being removed from the site. Nor do they have targets for improving performance on the takedown of reported content.

Facebook

The companies’ failure to collect this data seems extraordinary given that they thrive on data collection. It would appear to demonstrate that they do not prioritise addressing this issue of online intimidation. This is unacceptable given the negative impact that intimidatory content can have on its victims. The social media companies have a responsibility to their users to monitor their performance on takedown.

---
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“These companies live on data, they just don’t prioritise this issue enough to compile the data on it.”

Robert Shrimsky, Financial Times

This data should be collected, and targets should be set for performance on taking down content, in particular the amount of time taken for content which breaches the community standards to be taken down. None of the three companies we spoke to would share any targets they had for the amount of time taken to takedown of content which violates their standards.

Social media companies must be able to collect this data so that they know where to invest in improving their report and takedown systems.

“Our target is to review a flagged video and make a decision as quickly as possible.”

Google

Not only should the companies collect this data themselves, they must be transparent with their users about their performance on taking down reported content. We note that Ofcom publishes a report on public complaints received on a weekly basis, and a list of current investigations on a fortnightly basis. The social media companies’ lack of transparency on this shows a lack of respect to users, who should be able to know whether the companies are improving on taking down the inappropriate content on their sites.

“We’re also thinking about how we can be transparent about action we take automatically, without reports. But there is definitely renewed emphasis about how we can get more transparent.”

Twitter

Twitter, Facebook and Google, must publish UK-level performance data on the number of reports they receive, the percentage of reported content that is taken down, and the time it takes to take down that content, on at least a quarterly basis.

The government should ensure that this recommendation is written into their code of practice for social media companies, which was required in Section 103 of the Digital Economy Act 2017.

Promoting swift and constructive escalation to the police

Behaviour that is illegal offline is also illegal online. However, more needs to be done to enable those who are being intimidated to report illegal behaviour to the law enforcement agencies. If someone is receiving credible threats of violence, social media companies should move quickly, not only to remove the post or account, but also to ensure that the threats can be escalated to the police.

“There is a loud aggressor...can find a direct line to the...individual elected members they vehemently disagree with.”

Public Submission

---
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Google, Facebook and Twitter do not provide adequate advice to users on how to escalate a complaint to the police when they report an illegal message, comment or post. They must do more to create jurisdiction-specific guidance to users who seek to escalate their concerns about illegal intimidatory behaviour to the authorities. While all social media companies do have some guidance on reporting online behaviour, this guidance is not specific to the legal jurisdiction where the user is based.

General statements, such as “Remember that you should contact local law enforcement if you ever feel threatened by something you see on Facebook”, do not help users engage with the police when they are facing illegal and intimidatory messages online. The companies should provide guidance to users on what is illegal in each country, with a particular emphasis on only reporting illegal behaviour, how to report illegal behaviour, and steps that can be taken to help police investigations.

Users will currently, and understandably, often send the police screenshots of intimidatory comments, but these are difficult for the police to locate online without a link to the content. The Committee was surprised that when we asked Facebook why they did not offer guidance to their users about reporting URLs rather than screenshots, Facebook said they were not aware of this.

Twitter has introduced an option for users to be sent an email which can then be forwarded directly to the police when they report abusive content. This email details the URL of reported message, and a link to Twitter’s guidelines for police authorities about requesting user data. However, this option is only available for the reporting of violent threats.

Where illegal statements are made online, action should be taken quickly to protect the victim. Since they facilitate this communication, social media platforms have a social responsibility to ensure that victims of online threats are able to contact appropriate law enforcement agencies swiftly, and provide users with the means to provide the accurate and appropriate information to the police.

All social media companies have a responsibility to advise their users about how they escalate any credible threats they receive, the proper means to escalate their concerns, and an overview of the legal framework in operation within the country that the user is based.

Social media companies must urgently revise their tools for users to escalate any reports of potential illegal online activity to the police.

Addressing intimidation online during election campaigns

By their very nature, elections are competitive and adversarial, and political tensions run high during election campaigns. Social media provides a means by which citizens can engage with the political process during these times, but the darker side of such engagement is the intimidation that Parliamentary candidates, party campaigners, and others in public life experience.

Analysis of offensive language targeted at MPs during the month leading up to the 2017 general election found that in general, between 2% and 4% of all tweets sent to politicians on a given day could be identified as abusive.

Social media platforms should work proactively during elections, recognising that the volume of intimidatory messages and abuse will increase.

---
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Social media companies should work with the police, Parliament and political parties to consider what special measures may be put in place during election campaigns.

**Acting quickly to take down intimidatory content**

The febrile atmosphere of elections is made worse when intimidatory content online is not taken down quickly enough during election campaigns, as it shapes the tone of debate.

Some organisations, including some government bodies, have been ‘whitelisted’ or become ‘trusted flaggers’ by social media companies. This means that their staff have received specialised training on behaviour that breaches the platform’s rules, and so their recommendations for take down are acted upon more quickly by the social media companies.

This model is already in operation in areas such as counter-terrorism and online child abuse.

“"What the trusted flagger can do, is that they can become an expert in the content that is not allowed on our platform, and they can flag that...that can help us get an expedited review and also help to feedback to them about the processes. That would be something well worth exploring."”

Google

Twitter, Facebook and Google should work with the government to create a ‘pop-up’ election social media reporting team of trusted flaggers. This team should receive specific training on online activity which breaches the site’s rules, so that their recommendations for takedown can be expedited.

This pop-up ‘one stop shop’ for elections should provide support to social media users by providing a means by which to report inappropriate behaviour to the social media companies. It should also provide advice on escalating any complaints of illegal behaviour to the police. The pop-up social media reporting team should also proactively search election hashtags and key accounts to identify and report intimidatory behaviour.

The team should also collect data on reports of online intimidatory behaviour, which will help political parties, government and the social media companies better understand this problem.

“We almost need some kind of response service where we actually stand up for each other online to get away from the situation where if someone is attacking you, you feel a thousand eyes looking at you and you feel alone.”

BCS – The Chartered Institute for IT

This proposal would also help to remedy the situation where candidates and others feel entirely unsupported and alone when they experience intimidation online at election times. This team should step in to support candidates where they experience intimidation online, and all candidates should be made aware of how to contact this team.

The social media companies should work with the government to establish a ‘pop-up’ social media reporting team for election campaigns.

Providing support and training to candidates

Twitter, Facebook and Google have advised us that they do seek to provide training and support for Parliamentary candidates during election campaigns. But, we found that Parliamentary candidates do not feel supported in their online activity, particularly on how to manage intimidating and other threatening behaviour on social media.

---
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“We had an email from Facebook, but it was more of a ‘come and make a candidate page’. We have had nothing from the social networks since.”

Green Party

Alongside political parties (see chapter 3), the social media companies have a responsibility to provide advice, guidance and support to Parliamentary candidates. This should include support on steps that can be taken to prevent and address online intimidation.

Social media companies should actively provide advice, guidance and support to Parliamentary candidates on steps they can take to remain safe and secure while using their sites.
Chapter 3
Political parties

Political parties are the cornerstone of democratic engagement with the political system, so they must demonstrate leadership in combating the issue of intimidatory behaviour. They have important responsibilities towards their candidates, members and supporters.

The problem of intimidation during the 2017 election campaign period impacted on candidates and volunteers across the political spectrum, and some of those engaging in this abusive and derogatory behaviour have been party members.

“They are interested in what they can use you for, not always on you as an individual, or what is particularly difficult for you.”

Sarah Olney

Every political party, whatever their size or political persuasion, has three key responsibilities in relation to the issue of intimidation:

1. To show leadership in setting an appropriate tone for public debate around elections for their campaigners and supporters
2. To tackle intimidatory behaviour undertaken by their members
3. To provide support to their candidates who face intimidation during the election campaign

Political parties have not done enough in any of these three areas so far. Given the seriousness of the step-change in the intimidation of Parliamentary candidates and others in public life in recent years, the political parties have a responsibility to come together and engage constructively on these issues. The cost to democracy of not doing so is to too high.

Taking responsibility for setting the tone

For everyone who engages in the political process, whether as party members, supporters, voters or observers, the political parties and especially their leaders play a fundamental role in setting the tone of debate surrounding elections.

“If we wish our constituents to respect us as candidates and potential representatives we should lead by example and conduct our debates in the chamber and in the media in a more respectful and civil manner.”

Sarah Olney

Showing leadership

One of the Seven Principles is leadership, which demands that:

“Holders of public office should exhibit these principles [Selflessness, Integrity, Objectivity, Accountability, Openness and Honesty] in their own behaviour. They should actively promote and robustly support the principles and be willing to challenge poor behaviour wherever it occurs.”

Jackie Doyle-Price MP

Those in leadership positions in political parties regionally and nationally have a responsibility to set an appropriate tone within the organisation. They should be aware of how their behaviour shapes the activities of party members and supporters, and take steps to eradicate a culture of intimidation.

“…if political parties view harassment and abuse as legitimate tools they will give free reign to others to behave accordingly.”

Jackie Doyle-Price MP
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The Committee does not underestimate the frantic nature of election periods, and many of those submitting evidence have referred to the ‘rough and tumble’ nature of politics generally and particularly during election time. Nonetheless, party leaders must send very clear signals that any intimidatory behaviour is unacceptable, as members and supporters will be looking to their leadership to set the tone of their engagement with the campaign.

A survey of Parliamentary candidates at the 2017 general election found that several candidates noted that political parties and candidates themselves are responsible for an ‘abusive environment’ because they use aggressive rhetoric in their campaigns.87

Leaders of parties must call out and condemn inappropriate behaviour wherever it occurs. At all times, including during election campaigns, leaders must take steps to set the tone of campaigning and communication, and take responsibility for making sure it is clear that any intimidatory behaviour is completely unacceptable.

Those in positions of leadership within political parties should make very clear that they have a ‘not in my name’ policy for intimidatory behaviour. They must send a clear message to their supporters that it is never acceptable to engage in, or open the door for, intimidation. Whether at a national or local level, parties should be prepared to directly call out behaviour of their supporters where it is inappropriate.

Online, this could include taking opportunities to retweet against the message or respond to inappropriate messages directly, to demonstrate that abusive behaviour is not acceptable. This would play an important part in setting an appropriate tone for political debate.

Tackling intimidation on a cross-party basis

“It is not inherent in anyone’s politics or ideology to act like this towards individuals. There is the possibility for cross-party and cross-political spectrum work on this.”88

Joe Todd, Momentum

Elections are competitive, but denouncing the intimidation of Parliamentary candidates is one issue the parties can, and should, come together on. The Committee was disappointed to learn at our hearing with political parties about the lack of successful collaboration to date between the political parties on this issue.

“The Labour Party has not had cross-party talks with other parties with regard to intimidation, bullying and harassment. The reason for that is probably that there has been a bit of a stand-off. I want to be absolutely truthful about this. The Conservative Party has attacked the Labour Party, and the Labour Party has attacked the Conservative Party.”89

Labour Party

We have seen parties unhelpfully using the issue of intimidation for partisan purposes, by alleging that the other party is the problem without addressing issues within their party or trying to work towards a common solution. The intimidation experienced by Parliamentary candidates across the political
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spectrum is too high a price to pay for political point scoring.

Political parties may also be reluctant to enforce their rules and codes for party members during elections due to the concern that other parties will use any evidence of intimidatory behaviour against their party as part of the campaign. In particular, party leaders at a national and regional level must show leadership in working together to address this issue across party lines.

Political parties must proactively work together to tackle the issue of intimidation in public life.

**Intimidatory behaviour by party members**

Political parties are membership organisations often with staff working on a voluntary basis with limited resources. They do, however, have a responsibility to ensure that their members are aware of the behaviour expected of them by the party, and take necessary steps to discipline any members who engage in intimidatory behaviour.

In a survey of 950 Parliamentary candidates at the 2017 general election, 33% reported ‘inappropriate behaviour’ by supporters of opposition parties and/or candidates. In the same survey, 68% of the 118 Conservative candidates who responded to the survey said they had experienced inappropriate, intimidatory behaviour during the 2017 election campaign, compared to 36% of the 229 Labour candidates.90

Evidence submitted to the Committee suggests that Conservative candidates were more likely to be subject to intimidatory behaviour than candidates representing the other political parties.91 Those who gave evidence at our roundtable suggested that this could be due to the fact that the Conservatives were the incumbent party of government, and that their party members and activists are less likely to be active on social media.92 For example, 38% of Conservative members said they ‘liked’ on Facebook something by their party or candidate during the 2017 campaign, compared to 63% of Labour members.93

“It [the skew in reported harassment] can be explained in part because the Conservative Party is in government and therefore does things to people rather than simply saying things to or about them, and that will tend to increase opposition and perhaps ill feeling towards it. ... but it is important to realise that to some extent that difference is demographic and structural.”

Professor Tim Bale

We are disappointed by the lack of progress by the political parties in ensuring that intimidatory behaviour does not become prevalent within their parties, and eradicating it where it does occur. Parties should use the influence they hold over their members to stamp out any abusive and derogatory behaviour. Party leadership should act immediately to condemn such behaviour as soon as it occurs.

“All-Party Parliamentary Group Against Antisemitism
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Each of the parties which fielded candidates at the general election face different opportunities and challenges in managing this issue internally. Smaller parties are able to promote engagement with their members more directly, but have fewer resources to tackle breaches of the rules. The larger parties have more resources and staff to combat these issues, but also have a more disparate and larger group of members. Nonetheless, the recommendations set out below must be adopted proportionately by all of the political parties.

**Codes of conduct for party members**

Political parties have taken different approaches to developing internal standards on issues of intimidation, harassment and abusive behaviour. In particular, the parties have taken different approaches to developing and implementing codes and conduct and rules for their members.

Codes of conduct are a clear and visible way for political parties to set out the behaviour that they expect of their members. Codes of conduct can be powerful, and they give guidance in clarifying the right thing to do for those who are unsure. While they are not a silver bullet solution, when combined with leadership, they can play an important role in addressing cultural issues within organisations.

**Liberal Democrat Party**

The Liberal Democrat Party has a members’ code of conduct, which all members must sign up to. This code sets out a number of principles for appropriate behaviour, and also has a checklist of questions that members should ask themselves when they act internally or externally. One of the points on this list is:

Could what I am intending to do or say or write (in any format) be taken as intimidation, harassment or bullying?\(^96\)

We welcome this example of good practice of a political party setting out expected behaviours, and providing members with a framework by which to question their own behaviour. This code also clearly sets out the sanctions which may be employed if the code is breached.

**Labour Party**

At our public hearing, the Labour Party informed us they are developing a new code of conduct for members in light of the 2017 general election.\(^97\) We welcome the Labour Party’s commitment to developing a new code of conduct, and recommend that it should specifically address intimidatory language and behaviour. We recommend that the code should be produced quickly, and that it is made public.

The Labour Party has also implemented a pledge on online abuse and a social media policy which forms part of the party’s membership terms and conditions. The pledge reads:

I pledge to act within the spirit and rules of the Labour Party in my conduct both on and offline, with members and non-members and I stand against all forms of abuse.\(^98\)

**Conservative Party**

The Conservative Party introduced a code of conduct in November 2017 in light of the sexual harassment scandals surrounding Parliament.\(^99\) This is accompanied by a new procedure for party
Sanctions, discipline and enforcement

The Committee received submissions from MPs and candidates across the political spectrum imploring the parties to ensure that the sanctions in place to deal with intimidation by party members are sufficiently robust and are enforced consistently at the national and local levels.

Where codes of conduct for members are in place, they must also be enforced and any breaches of the code should be sanctioned appropriately at local and national levels. Where intimidatory behaviour is not illegal, but is in breach of any party’s code, the political parties should take responsibility for instigating sanctions against the behaviour of their members.

Given the seriousness of these issues, parties must use the full range of sanctions available to them to penalise inappropriate behaviour by their members. These sanctions include: removal from positions of influence within the political party, prohibition from opportunities to stand for elected offices on behalf of the party, temporary suspension from the party, and permanent exclusion from the party.

“Parties were not expecting the snap election, and didn’t have always the infrastructure to make sure that they controlled the frontline of campaigning.”

Electoral Commission

We acknowledge that election campaigns are exceptionally busy and pressurised times for political parties, but this does not mean that they can shirk their responsibility to take action where there are accusations of party members engaging in intimidatory behaviour.
Indeed, timely and appropriate action by the political parties is particularly important during election campaigns as this is when candidates are the most high-profile and susceptible to intimidation. Parties should act immediately to address unacceptable behaviour by their members whenever it occurs.

In their evidence to the Committee, the Liberal Democrats highlighted that their process for escalating complaints against a member during election campaigns makes allowance for the increased pressure on the party’s resources.

“...The full disciplinary processes of the party are suspended during a general election, and instead a small unit within the elections compliance team assesses the seriousness of a case, and determines whether the member concerned should be suspended until the full disciplinary process is reconstituted after the election.”104

Liberal Democrats

Political parties must ensure that party members who breach the party’s code of conduct by engaging in intimidation are consistently and appropriately disciplined in a timely manner.

Collecting data on intimidation

None of the political parties that attended our public hearing (Conservatives, Labour and Liberal Democrats) collected centralised data on reports of intimidatory behaviour in particular by their members during general election campaigns.105

This is deeply concerning; this issue should be of a high priority for the parties, who have a duty of care to candidates and volunteers to combat the intimidatory atmosphere of election campaigns.

Political parties must ensure that data is collected on the number of members disciplined by the party for engaging in intimidatory behaviour. This will require co-ordination between the parties at the national and local level. Enforcing the code and collecting and publicising data on breaches helps demonstrate the seriousness of this issue.

The Committee will be writing to each of the political parties in 12 months’ time to request data on the number of party members investigated for allegations of intimidatory behaviour and the sanctions they received in the previous year. Political parties should collect this data centrally to make sure they can make appropriate changes to their disciplinary processes to tackle intimidation by their members.

Political parties must collect data on the number of complaints against members for engaging in intimidatory behaviour, and the outcome of any disciplinary processes which result from these complaints.

Fringe groups

Some of the intimidatory behaviour experienced by candidates at the 2017 general election has been perpetrated by groups of activists who operate at the fringe of the political parties. For some of these groups, members must also be members of the political party and therefore the party’s code of conduct applies, while other groups are independent from the party.

Leaders of parties with fringe groups must also call out intimidatory behaviour of members of those fringe groups. They should not use the excuse of distancing themselves from such groups during election campaigns to avoid quickly and forcefully calling out intimidatory behaviour. They must take steps to make clear that intimidation is unacceptable, wherever it occurs within their party.

104 Baroness Brinton, Liberal Democrats, Public Hearing, 14 September 2017
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Fringe groups are often a loud part of the political discussion during election campaigns, so leaders within those groups have a responsibility to discourage their members from engaging in vicious and contemptuous behaviour both online and offline and to denounce it when it does occur. Fringe groups are often less coordinated than political parties, but those in positions of responsibility, and spokespeople for those groups, have no lesser a responsibility to act against intimidatory behaviour.

Where behavioural codes are in place within these groups, they must be publicly accessible, and proactively and consistently enforced. Political parties should also consider steps they can take to join up disciplinary processes between political parties and fringe groups where they have an overlapping membership.

Leaders of political parties should always call out intimidatory behaviour, even when it is perpetrated by those in the party’s fringes. Fringe group leaders and spokespeople should immediately denounce any intimidatory behaviour on the part of their members or supporters.

A joint code of conduct

Leaders across the political spectrum must be clear that they have no tolerance for this sort of behaviour amongst their members.

To tackle this issue, more cross-party collaboration is needed. We believe this is important for two reasons: first, it reduces the party political element of enforcing breaches of the code; second, it would encourage cross-party consensus on recognising and addressing the issue.

“If there is a cross party agreement on a code of conduct and mechanisms for members who breach this code, it would support candidates from all parties to come forward, knowing the issue of abuse will be addressed meaningfully and without any ‘political points scoring agenda.’”

Dr Lisa Cameron MP

In addition to internal party codes, there needs to be a joint, cross-party code of conduct backed up by an appropriate range of sanctions for intimidatory behaviour during election campaigns. This code should be jointly developed by all of the political parties in Parliament, and should be jointly enforced by a committee of party compliance officers. Such codes of conduct can be highly effective when political parties have taken part in drawing them up and have voluntarily agreed to them.

“There has to be cross-party agreement on this because, if there is not, any attempt by a single party to enforce a set of regulations will be undercut by other parties that do not enforce them.”

Professor Mark Philp

Having a joint code of conduct on intimidatory behaviour in place during election campaigns would provide an alternative mechanism for candidates across the political spectrum to raise and escalate intimidatory behaviour to an authority other than their party. Joint enforcement of the code can also help to overcome differences in variable party resources.
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“There are accusations of another political party being involved – I asked if they [the other party] would investigate but they would say no.”

Lee Scott

This code must be drafted in advance of the next general election. We expect the development of a joint code of conduct on intimidatory behaviour during election campaigns to have reached a conclusion within the next 12 months. We are willing to host the discussions on developing the code, and will be writing to the political parties to suggest this. The code should be reviewed between elections to ensure that it remains relevant given the changing nature of online communications.

A joint code of conduct for political parties on intimidatory behaviour during election campaigns will promote cross-party collaboration on this issue as it will help parties to come to an agreement on identifying and sanctioning intimidatory behaviour of members during that period. A cross-party group of party officials should meet regularly during election campaign periods to enforce the joint code. The code should be published by December 2018, and be reviewed between elections.

The political parties must work together to develop a joint code of conduct on intimidatory behaviour during election campaigns by December 2018. The code should be jointly enforced by the political parties.

Providing support to Parliamentary candidates

Political parties have a duty to their candidates and volunteers. They have a responsibility to support and try to protect those who give their time, often on a voluntary basis, towards the democratic process and public life.

“There were instances where I had to attend meetings as a candidate and I knew I would face abuse but I didn’t get a response from the party. When you think there is a high risk and you highlight it, you should get some support and guidance.”

Dr Lisa Cameron MP

“We agree with the recommendations of the 2013 Report of the All-Party Parliamentary Inquiry into Electoral Conduct, which called on political parties to strengthen their support for candidates during the election period. In particular, the report recommended that parties should:

- do more to provide candidates with the necessary training to prepare for the ‘ruthless’ nature of campaigning, including personal safety sessions and briefings from experienced campaigners
- develop welfare support networks for candidates to break the culture of silence regarding intimidation and abuse
- compile a register of contacts for candidates who are victims of online abuse, including help lines, counselling and other services
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The Committee has been disappointed to see that progress in this area has been mixed. We have heard evidence from candidates that they do not feel appropriately supported by their parties when they face online and offline intimidation.

“I feel that as I am not in a winnable or marginal seat I am given less attention even though the abuse is the same.”

Lisa Robillard Webb

Small and large parties across the political spectrum need to ensure that their candidates have access to appropriate networks and resources, training, and support with social media. This should also extend to local council candidates.

The short-notice nature of the 2017 general election meant that some of the support mechanisms and training that the parties would usually have in place for elections was not available. However, it is not unreasonable to expect parties to be able to respond quickly to political demands and they should have placed greater priority on this, and must do so for future elections as part of their responsibility to their candidates, members and supporters.

**Promoting and supporting diversity**

As we stated in chapter 1, female candidates are much more likely to be subject to intimidation than their male colleagues, as are BAME and LGBT candidates. This problem is even worse for those who fit into multiple categories.

Understandably, if left without the necessary support, members from these groups may choose to withdraw from public life due to the intimidation and abuse they have suffered.

“Some of it aims to attack women in public life – whether Labour, Tory, SNP – they get a visceral response. It is almost asking, ‘what are you doing in a public space?’”

Rt Hon Diane Abbott MP

The Committee is deeply concerned about the impact that this targeted, aggressive behaviour may have on the diverse and representative nature of democracy and public life. If this issue remains unaddressed, the progress made to date in making Parliament more diverse could be undermined by the tone of electoral campaigns. In turn, when Parliament is not seen to be representative of its citizens, this can further stoke the divisions in society which can lead to distrust and disengagement from the electoral process.

All political parties must take steps to ensure they provide appropriate support to candidates from a diverse range of backgrounds so that public life can be an open space for people from all backgrounds to engage meaningfully in elections, and in turn, Parliament.

We are reassured to see that there is consensus among the parties we spoke to on the importance of maintaining and promoting diversity in public life. However we are concerned that too few proactive steps are being taken to promote such diversity by supporting the candidates who are most likely to be victims of intimidatory behaviour online and offline.

The Committee is disappointed that the recommendations of the 2013 Report of the All-Party Parliamentary Inquiry into Electoral Conduct to support candidates have not been implemented by all of the parties. In particular, the lack of resources and pastoral support available to candidates has left many candidates feeling vulnerable during election campaigns.

---
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“We have particular groups, e.g. Greens of colour, women, LGBTIQA+ and others. These groups specialise in supporting these people... at election time they form a key part of supporting those groups.”

Green Party

There are some examples of good practice in this area, for example the Liberal Democrats have developed resilience training for their candidates, which was partly triggered by the awareness that they were losing good female candidates who were reluctant to engage in elections due to the nature and scale of abuse.

Political parties must take steps to provide support for all candidates, including through networks, training, support and resources. In particular, the parties should develop these support mechanisms for female, BAME, and LGBT candidates who are more likely to be targeted as subjects of intimidation.

Social media: supporting candidates

Managing campaigning across multiple social media platforms during election campaigns can be challenging for Parliamentary candidates, who may have little or no experience of using these platforms for professional purposes.

As part of their duty of care to candidates, political parties must also play a role in supporting candidates online. Political parties themselves need to develop a deeper understanding of how social media campaigning works in the lead-up to elections.

One candidate told the Committee about their disappointment at having to spend hours reporting individual posts themselves to the social media companies during the election campaign, only for that abusive account to be closed and another established the next day. When candidates are undergoing experiences such as these, the political parties must be in a position to support them.

“...cross-party activity has to be there. We have to create the equivalent of the physical social norming whereby if one of your party members at a hustings starts being stupid then everyone rolls their eyes.”

BCS – The Chartered Institute for IT

Just as we recommend that the social media platforms should strengthen their guidance and support to candidates during election campaigns, the political parties should supplement theirs with training on how to managing election campaigns on social media and online safety.
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As the support network for candidates, parties are well placed to offer this training and guidance. This training could be conducted by the central party or regionally, and could take place in face-to-face or online formats. However it takes place, it is fundamental that candidates and their staff receive the necessary training on:

- managing a social media presence
- utilising block and mute features within the platforms
- how to report content to the social media companies
- recognising online behaviour that is illegal and that should be reported directly to the police

Social media policies and guidance issued by the parties provide a useful first step in addressing this intimidatory behaviour, but the parties have a duty of care beyond this to help candidates and their teams develop a practical awareness of the use of social media.

**Political parties must offer more support and training to candidates on their use of social media. This training should include: managing social media profiles, block and mute features, reporting content, and recognising when behaviour should be reported directly to the police.**
Chapter 4  
Law, policing and prosecution

Our terms of reference for this review included establishing whether measures in place to address intimidatory behaviour, including the criminal law, are effective and enforceable. The fundamental importance of free speech and legitimate scrutiny of public officials needs to be recognised, and should not be unduly restricted. The vast majority of interactions between the public and those in public life are constructive and respect the principles underpinning our political system. However, it is right that legal sanctions exist for those whose words or behaviour threatens freedom of expression and the integrity of the democratic process. For the current law as a whole to be effective and enforceable, the smooth working of all the parts of the process is required, including legislation, the police, and prosecutors.

The law must have a sufficient scope: intimidatory behaviour, where it should be illegal, should fall within the scope of a relevant offence with appropriate sanctions. The police must be able to address intimidatory behaviour in order to curtail it or prevent it from escalating, but also be able to gather the required evidence where a prosecution is appropriate. The Crown Prosecution Service (CPS) must have appropriate guidance in place to prosecute offences where sufficient evidence exists and where it is in the public interest to do so. We consider challenges to the operation of different parts of the process, and make recommendations for how it can be improved.

Intimidation and the criminal law

The current law includes a range of offences that capture different aspects of our definition of intimidation, words or behaviour intended to or likely to block participation in public life.

Intimidation: words and/or behaviour intended or likely to block or deter participation, which could reasonably lead to an individual wanting to withdraw from public life.

The law is indifferent to the mode of communication, whether speech, written communication, or through social media. Government ministers have emphasised in relation to social media that “what is illegal offline is illegal online”. Existing offences relating to intimidation are outlined in the summary table.
### Summary table of existing offences

<table>
<thead>
<tr>
<th>Offence</th>
<th>Legislation</th>
<th>Maximum penalty</th>
</tr>
</thead>
<tbody>
<tr>
<td>Common assault</td>
<td>Criminal Justice Act 1988</td>
<td>6 months’ imprisonment and a fine</td>
</tr>
<tr>
<td>Destroying or damaging property</td>
<td>Criminal Damage Act 1971, s.1</td>
<td>3 months’ imprisonment if less than £5,000; otherwise 10 years’ imprisonment</td>
</tr>
<tr>
<td>Threats to destroy or damage property</td>
<td>Criminal Damage Act 1971, s.2</td>
<td>10 years’ imprisonment</td>
</tr>
<tr>
<td>Threats to kill</td>
<td>Offences against the Person Act 1861, s.16</td>
<td>10 years’ imprisonment</td>
</tr>
<tr>
<td>Harassment</td>
<td>Protection from Harassment Act 1997, s.2</td>
<td>6 months’ imprisonment and a fine</td>
</tr>
<tr>
<td>Stalking</td>
<td>Protection from Harassment Act 1997, s.2A</td>
<td>6 months’ imprisonment and a fine</td>
</tr>
<tr>
<td>Harassment involving putting someone in fear of violence</td>
<td>Protection from Harassment Act 1997, s.4 (as amended by the Policing and Crime Act 2017)</td>
<td>10 years’ imprisonment and a fine</td>
</tr>
<tr>
<td>Stalking involving putting someone in fear of violence</td>
<td>Protection from Harassment Act 1997, s.4A (as amended by the Protection of Freedoms Act 2012 and the Policing and Crime Act 2017)</td>
<td>10 years’ imprisonment and a fine</td>
</tr>
<tr>
<td>Using threatening or abusive words or behaviour with intent to cause fear of violence</td>
<td>Public Order Act 1986, s.4</td>
<td>6 months’ imprisonment</td>
</tr>
<tr>
<td>Using threatening or abusive words or behaviour in the hearing of someone likely to be caused alarm or distress</td>
<td>Public Order Act 1986, s.5</td>
<td>Fine (level 3)</td>
</tr>
<tr>
<td>Sending a message using a public electronic communications network that is of an indecent, obscene or menacing character</td>
<td>Communications Act 2003, s. 127</td>
<td>6 months’ imprisonment and a fine</td>
</tr>
<tr>
<td>Sending communications with intent to cause distress and anxiety</td>
<td>Malicious Communications Act 1988, s.1 (as amended by the Criminal Justice and Courts Act 2015)</td>
<td>2 years’ imprisonment and a fine</td>
</tr>
</tbody>
</table>
Where criminal intimidatory behaviour is perceived by the victim or any other person to be motivated by hostility or prejudice based on race, religion, disability, sexual orientation or transgender identity, it will be prosecuted as a hate crime.

**Sufficiency of the current law**

**Criminal law**

To evaluate whether the criminal law has sufficient scope, we have considered whether intimidatory behaviours, where they ought to be illegal, fall clearly within the range of at least one current criminal offence with appropriate penalties.

> "Broadly, the law is there, and, broadly, law enforcement and policing are content with the law. There is a view that, with the advent of the internet, some of our more ancient laws are probably not applicable, but we do not find that. For example, threats to kill comes from the Offences Against the Person Act 1861 and is perfectly serviceable. The Public Order Act 1986 is perfectly serviceable. The Malicious Communications Act 1988 was designed around telephones and letters and is perfectly serviceable. Broadly, we are content with that." 

**Chief Constable Mike Barton QPM, National Police Chiefs Council**

From our own analysis of the existing legal provisions, the Committee has found that the current criminal law is sufficient in the case of offences against the person and damage to property, as well as credible threats of violence. This was also the view of the expert evidence we received from the police and the CPS. However, in the course of the review, the Committee heard concerns about the sufficiency of the current law to deal with intimidatory behaviour on social media.

The relevant laws on abusive communications were framed before social media platforms existed, and there are no current criminal offences specific to social media.

Looking in detail at the offences listed above, the law is neutral on whether an offence is committed on social media or through other means. This is often expressed as the general principle that what is illegal offline is illegal online. This gives the law sufficiency flexibility to apply both to online and offline offences.

The wording of current offences captures the relevant aspects of behaviour on social media that we are concerned about, such as the nature of the communication as menacing or intending to cause distress. Since this is the case, an offence relating specifically to social media is unnecessary. New legislation which is specific to social media could be rendered out-dated more quickly, since it would involve specifying a particular means of committing an offence.

The House of Lords Select Committee on Communication considered the issue of criminal offences and social media in 2014, concluding that although all the relevant offences were framed before the prevalence of social media platforms, these offences are generally appropriate for prosecuting offences committed using social media, for the same reasons we have considered above. The Select Committee on Communication also concluded that they did not see a justification for a consolidation of the current law, since the law could be consolidated according to several different aspects of offences, of which social media is just one. Overlap in offences does not necessarily imply duplication, since some offences will be more or less serious than others.

---
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“Our view on social media at the moment is that we feel that we already have a suite of offences there, whether it is the Offences Against the Person Act 1861, the Public Order Act 1986...We believe that that is all there.”

Chief Constable Mike Barton QPM, National Police Chiefs Council

A number of submissions to the review urged the Committee not to recommend the introduction of new criminal offences relating to the intimidation of MPs and candidates. Whilst some offences do exist specifically in relation to named public offices, for example police officers, the current criminal law captures all the relevant aspects of the behaviour that we are concerned with and includes proportionate sanctions. Whilst we believe that electoral law could be updated and improved, the criminal law is not the appropriate place to introduce any new offences directed towards Parliamentary candidates or MPs.

We have seen no evidence to suggest that the current criminal law is insufficient in covering the full range of cases that we have defined as intimidation for the purpose of this report. As such, the current criminal law should remain as it is.

Electoral law

Electoral law can overlap with and complement the criminal law, such that offences with criminal sanctions can also involve sanctions under electoral law. These sanctions are specific to the election process, such as being barred from voting for a certain period, or removal from the electoral register. Such sanctions recognise that these offences, such as undue influence or electoral fraud, are offences against the integrity of the electoral process, and that it is therefore appropriate that individuals face sanctions relating to their own privileges within that process.

A number of submissions to the review recommended the implementation of the Law Commission’s recommendations to consolidate and update the offence of undue influence in electoral law. We believe it is important that voter intimidation is addressed, but it should be noted that existing offences relate only to voter intimidation, not to the intimidation of Parliamentary candidates or party campaigners.

As we conclude above, we believe the current criminal law is sufficient to cover the full range of cases of intimidation. Therefore any new offence in electoral law should be no broader than the existing criminal law. However, the Committee considers that the issue of intimidation is of particular significance because of the threat that it poses to the integrity of public service and the democratic process.

During an election period, it would therefore be appropriate to have specific electoral sanctions that reflect the threat that intimidation of Parliamentary candidates and their supporters poses to the integrity of elections. Any such offence in electoral law should be tightly defined, to capture intimidatory behaviour that is directed towards an individual specifically in their capacity as a Parliamentary candidate or party campaigner, which intends unduly to influence the result of the election (for example, by affecting their candidature or inhibiting their campaigning).

We believe that any new electoral offence that is introduced should not have any wider scope than the existing criminal law in respect of intimidatory behaviour. No behaviour which is currently legal should be made illegal. However, we believe that the introduction of a distinct electoral offence will
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serve to highlight the seriousness of the threat of intimidation of Parliamentary candidates to the integrity of public life and of the electoral process, and will result in more appropriate sanctions. We believe that specific electoral offences will also serve as an effective deterrent to those who are specifically targeting Parliamentary candidates and their supporters.

The government should consult on the introduction of a new offence in electoral law of intimidating Parliamentary candidates and party campaigners.

We heard evidence from the Electoral Commission of the need to update electoral law more broadly in order to protect the integrity of the electoral system. As part of this, we agree with the Electoral Commission that the imprints currently required for print material promoting a political party should also be extended to online material, including social media. This reform was put in place for the Scottish independence referendum in 2014, and was successfully implemented in relation to formal campaigning organisations.

Local government

We also heard from a number of individuals that the requirement that candidates standing for election as local councillors to publish their home addresses on the ballot paper had been a significant factor in enabling intimidatory behaviour, or would put them off from standing as a council candidate due to the risk of intimidation. A number of former candidates stated that the disclosure of their home address enabled intimidatory behaviour to escalate when they subsequently stood as a Parliamentary candidate. This is not a requirement for Parliamentary candidates, where candidates must state their address on their nomination form but can opt instead for only the constituency in which they live to appear on the ballot paper.

Fawcett Society survey data found that when standing as a councillor, there is a gender difference between councillors identifying ‘fear of violence’ (13% of women; 8% of men), or ‘harassment or abuse from the electorate’ (46% of women; 35% of men) as barriers to engagement.

In evidence we received from national political parties, we believe there is a consensus for removing the requirement that candidates standing as local councillors have their address published. Rather, as with Parliamentary candidates, candidates standing as local councillors should have the option to publish only the ward in which they live on the ballot paper. Equally, the addresses of agents, sub-agents, and election observers disclosed to the Returning Officer in order for them to attend an election count should not be disclosed to others.

The government should bring forward legislation to remove the requirement for candidates standing as local councillors to have their home addresses published on the ballot paper. Returning Officers should not disclose the home addresses of those attending an election count.

129 "Whenever election material is produced, it must contain certain details (which we refer to as an ‘imprint’) to show who is responsible for the production of the material... Election material is published material such as leaflets, adverts and websites that can reasonably be regarded as intended to influence voters to vote for or against political parties or categories of candidates, including political parties or categories of candidates who support or oppose particular policies or issues, and is aimed at the public or a section of the public" https://www.electoralcommission.org.uk/__data/assets/pdf_file/0004/166225/fs-imprints-npc.pdf
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We also saw evidence that some local councillors were told to declare their home addresses as part of a declaration of pecuniary interests, but were not informed about the sensitive interests provisions in the Localism Act 2011, which prevents the publication of the details of an interest where the councillor and Monitoring Officer agree that it could lead to intimidation or violence against the councillor or their family. This meant that their addresses were in the public domain.

Local Authority Monitoring Officers should ensure that members required to declare pecuniary interests are aware of the sensitive interests provisions in the Localism Act 2011.

**Enforcement: prosecution**

Several high profile cases of intimidation of sitting MPs were successfully prosecuted. The individual found guilty of sending rape threats to Stella Creasy MP was found guilty under Section 127 of the Communications Act 2003; and an individual who sent multiple abusive racist messages to Luciana Berger MP was found guilty of racially aggravated harassment under the Protection from Harassment Act 1997. We have heard evidence that further convictions have taken place of individuals sending grossly offensive messages to or harassing MPs.\(^{135}\)

We have seen at least one case where an individual convicted of an online offence – sending an offensive, indecent or obscene message to Luciana Berger MP – has also been charged with an offline offence – being a member of the proscribed organisation National Action, whose members have been accused of conspiring to kill Rosie Cooper MP.\(^{136}\)

For offences including fear of violence offences and racially or religiously aggravated offences under the Protection from Harassment Act 1997 (excluding stalking), there have been a significant number of prosecutions and convictions, with a relatively high rate of successful prosecutions.

---
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Protection from Harassment Act 1997\textsuperscript{137}

<table>
<thead>
<tr>
<th>Year</th>
<th>Cautions</th>
<th>Prosecutions</th>
<th>Convictions</th>
<th>Convictions as % of prosecutions</th>
<th>% change in prosecutions year-on-year</th>
</tr>
</thead>
<tbody>
<tr>
<td>2015</td>
<td>6,859</td>
<td>28,926</td>
<td>22,316</td>
<td>77%</td>
<td>-</td>
</tr>
<tr>
<td>2016</td>
<td>5,399</td>
<td>25,521</td>
<td>19,651</td>
<td>77%</td>
<td>-12%</td>
</tr>
</tbody>
</table>

The numbers of prosecutions and convictions under the Malicious Communications Act 1988 and Communications Act 2003 have seen a steady increase in recent years, with a high rate of successful prosecutions.

Malicious Communications Act 1988 (including under Section 32 of Criminal Justice and Courts Act 2015)\textsuperscript{138}

<table>
<thead>
<tr>
<th>Year</th>
<th>Cautions</th>
<th>Prosecutions</th>
<th>Convictions</th>
<th>Convictions as % of prosecutions</th>
<th>% change in prosecutions year-on-year</th>
</tr>
</thead>
<tbody>
<tr>
<td>2014</td>
<td>899</td>
<td>897</td>
<td>694</td>
<td>77%</td>
<td>-</td>
</tr>
<tr>
<td>2015</td>
<td>548</td>
<td>1,056</td>
<td>797</td>
<td>71%</td>
<td>18%</td>
</tr>
<tr>
<td>2016</td>
<td>131</td>
<td>1,420</td>
<td>1,083</td>
<td>76%</td>
<td>34%</td>
</tr>
</tbody>
</table>

Section 127 of the Communications Act 2003\textsuperscript{139}

<table>
<thead>
<tr>
<th>Year</th>
<th>Cautions</th>
<th>Prosecutions</th>
<th>Convictions</th>
<th>Convictions as % of prosecutions</th>
<th>% change in prosecutions year-on-year</th>
</tr>
</thead>
<tbody>
<tr>
<td>2014</td>
<td>691</td>
<td>1,501</td>
<td>1,209</td>
<td>81%</td>
<td>-</td>
</tr>
<tr>
<td>2015</td>
<td>577</td>
<td>1,715</td>
<td>1,425</td>
<td>83%</td>
<td>14%</td>
</tr>
<tr>
<td>2016</td>
<td>207</td>
<td>1,969</td>
<td>1,399</td>
<td>71%</td>
<td>15%</td>
</tr>
</tbody>
</table>


The CPS informed us that, overall, there has been a 68% rise in prosecutions of communications offences since 2013/14.140

In October 2016, the CPS published guidance on prosecuting cases involving communications sent using social media which fall short of being threats of violence or communications targeting specific individuals, such as blackmail or stalking.

These guidelines set both a high evidential threshold for prosecution as well as a relatively demanding public interest test.

The high evidential threshold required to proceed with a prosecution reflects how commonplace offensive comments are in everyday life, and the importance of context to determining if an offence has been committed. In particular, a communication must be more than simply offensive, shocking or disturbing.

In practice, on the guidelines provided, a number of cases of intimidation of Parliamentary candidates would seem to us to meet the requirement for prosecution but did not proceed to prosecution. We have heard evidence that the CPS test for what counts as ‘grossly offensive’ is not necessarily in line with the views of victims or the public more broadly. This is because police or prosecutors may have a different threshold for considering material to be grossly offensive based on their exposure to this behaviour.

We sought further evidence, and heard that the test for grossly offensive communications is a demanding evidential standard because it must be compatible with the right to freedom of expression under Article 10 of the European Convention on Human Rights. We also heard that what is grossly offensive will be highly context-dependent, which does not make it amenable to criteria set down in advance. Further, the police have to be able to establish the identity of those who sent the relevant communication before the matter can even be brought to the CPS, which can be a considerable challenge.

In framing its public interest test, the CPS notes the potential ‘chilling’ effect on free speech. Factors affecting whether a prosecution is in the public interest include if there is a hate crime element to the communication, if the target was a person serving the public at the time, and if the communication was part of a coordinated campaign or was repeated. CPS guidance states that a prosecution is unlikely to be necessary and proportionate when the communication is taken down quickly, the individual shows genuine remorse, the communication was not intended for a wide audience, or where the communication is not obviously beyond what would be acceptable in a tolerant society.

The CPS guidance states that one aggravating factor that tips the public interest test towards prosecution is that the target of a communication is a person serving the public at the time. The Committee heard that the CPS guidelines are sufficiently broad that this would include MPs, and would be very likely to include Parliamentary candidates at the time of an election. The Committee heard that cases of intimidatory behaviour towards Parliamentary candidates meeting the evidential test for prosecution would almost certainly also meet the public interest test. As such, the current enforcement of the criminal law in respect of prosecution seems to us to be satisfactory.

We also welcome the CPS revised guidelines on prosecuting hate crime, published on 21 August 2017, which make clear that there is a parity between online and offline hate crime. Whilst not all the behaviour we are concerned with would qualify as hate crime, particularly that motivated by political disagreement or disaffection, we agree with the principle that what is illegal offline should be illegal online.

140 Crown Prosecution Service, Private Hearing, Thursday 14 September 2017
We are persuaded that the CPS guidelines are reasonable and proportionate, in recognition of the potentially very large number of cases that could constitute an offence. We recognise the potential significant ‘chilling’ effect on the exercise of free speech should prosecutions for offensive but nonetheless low-level behaviour be pursued with the full consequence of criminal sanctions. CPS has rightly inserted a demanding public interest test for prosecution, but we are confident that cases of intimidation of Parliamentary candidates that meet the high evidential standard would proceed to prosecution.

Enforcement: policing

Effective policing is required for a number of reasons: it can prevent behaviour from escalating and curtail offences which are already being committed, it can deter potential offenders, and it is needed to collect sufficient evidence to proceed to a viable prosecution where appropriate.

Whilst sitting MPs have access to the Parliamentary Liaison and Investigation Team (PLaIT), Parliamentary candidates who are not sitting MPs do not. We have found that the approach taken on intimidation offences by local police forces is inconsistent. Whilst mindful of current pressures on policing, better training and guidance is needed to address this inconsistency.

Beyond this, social media, with its transnational reach, presents the most significant policing challenge when enforcing the current law.

The Parliamentary Liaison and Investigation Team (PLaIT)

The Parliamentary Liaison and Investigation Team (PLaIT) is a specialist police team based in Parliament which was created to assess and address security threats to MPs. The unit provides support to individual MPs about security concerns and coordinates the response within local forces.\(^{141}\)

The Committee heard that PLaIT has very effective working relationships with the CPS and social media companies, which is helping the enforcement of intimidation offences committed against MPs. PLaIT is also able to assess and take steps to prevent some of the most serious threats, such as credible death threats, against MPs.\(^ {142}\)

The work of PLaIT is on the one hand to build a national picture of the security threat to MPs, through working with local police forces, and to develop intelligence relating to that security threat. It also acts as a central point of contact and advice for individual MPs with security concerns. PLaIT is able to recommend and implement security measures as required, in addition to the standard security package that is available to each MP and funded by the Independent Parliamentary Standards Authority (IPSA).\(^ {143}\) We commend this work. However, we note that its effectiveness requires MPs to make use of the facilities offered to them, and to take the advice that is offered. Whilst decisions about personal security are ultimately down to the individual, where police services are working to build a national picture of the threat to MPs, they require the intelligence necessary to do so. MPs should actively report instances of intimidation they receive to the police, not just for their own safety, but to help to address the threat faced by others.

MPs should actively co-operate with the police and other security services working to address the security threats facing Parliamentarians and Parliamentary candidates.

Since PLaIT is a Parliamentary facility, candidates are usually unable to benefit from its service
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during general election periods, even if they were previously sitting MPs. This is because there are technically no MPs once a general election has been called, and previously sitting MPs lose all services and privileges associated with that office. Cases involving Parliamentary candidates during election periods, or involving prospective or unsuccessful Parliamentary candidates, will be handled by the local police force. However, for the 2017 general election, any security arrangements that were already in place for sitting MPs were not withdrawn – including any physical security arrangements in place at their home, London home, or constituency office. PLaIT would have acted as an advice provider or signpost to a local police force to a Member seeking re-election during an election period.

The effective work of PLaIT does mean, however, that MPs seeking re-election will often have better access to advice and physical security arrangements compared to other Parliamentary candidates during an election period.

“Other candidates do not have the support that we have. There is a real differential out there. It is about making sure that any candidate has the right to the same support when we reach an election period.”

Rt Hon Lindsay Hoyle MP, Deputy Speaker of the House of Commons

The Committee also welcomes the recent approach taken by IPSA in taking personal security considerations into account in its publication policy, for example, by not publishing the start and end points of MPs’ claimed journeys, or the names of MPs’ landlords. IPSA should remain alert to these considerations, particularly where a policy may disproportionately affect a particular group of MPs such as female MPs or those with families.

National policing

The Committee has heard from a number of those involved in protecting the security of MPs that there is inconsistency in the approach taken locally by police forces.

This may be due to some local police forces not fully understanding the context in which MPs and Parliamentary candidates operate, as well as a lack of understanding of social media technologies. This has meant that some offences have not been dealt with as effectively as they should be.

We welcome the government’s announcement of the establishment of a new online hate crime hub, as well as the earlier publication of the hate crime action plan in July 2016. The online hate crime hub should replicate the effective single point of contact that PLaIT has established with social media platforms, and ensure consistency by introducing a centralised expert assessment process.

Whilst we note current pressures on police resources, and competing operational priorities, the National Police Chiefs Council (NPCC) acknowledged in the course of our review that there is more work to do to improve the
consistency of local policing, particularly in relation to internet offences.\textsuperscript{151} 

The National Police Chiefs Council should ensure that local police forces have sufficient training to enable them to effectively investigate offences committed through social media. Local police forces should be able to access advice and guidance on the context in which MPs and Parliamentary candidates work.

We have heard that there is effective joint working between constabularies’ Single Points of Contact (SPOCs) for elections and the Electoral Commission, as well as enhanced training for policing elections.\textsuperscript{152} We heard that SPOCs will routinely attend a candidate briefing along with Returning Officers at the beginning of an election period, which covers electoral offences and the Electoral Commission’s guidance.\textsuperscript{153} The work of SPOCs has brought enhanced consistency to local policing through effective training and a national network. However, this training has focussed on offences specific to electoral law, rather than offences of intimidation, by whatever means. We also heard evidence that Police Scotland have an excellent working relationship with election officials, which has ensured that potential issues arising during an election campaign could be dealt with effectively.\textsuperscript{154}

Guidance during election periods

The Committee has found that there is a lack of policing guidance on offences which constitute intimidation during election periods. We have also heard evidence that local police sometimes conflate personal threats and public order offences. The College of Policing’s Authorised Professional Practice (APP) guidelines for policing elections includes public order offences alongside electoral law offences, but these are generally framed in expectation of public protests, not the intimidation of Parliamentary candidates by whatever means. In particular, the APP makes no reference to harassment or offences that may be committed via social media during elections.\textsuperscript{155}

The evidence we have received leads us to conclude that general election periods are a heightened environment which makes it more likely that candidates, in particular MPs standing for re-election, are likely to experience intimidation. Policing election periods effectively is also vital to uphold the integrity of the democratic process. In our view, this warrants additional training and guidelines for police on how to deal with such offences in order to ensure that they can be policed effectively. This would also enable more cases to proceed to prosecution where appropriate.

Given that police officers must have regard to the APP, and that APP guidelines exist specifically for elections, we believe that the APP would be the most appropriate place for additional guidelines on offences which relate to the intimidation of Parliamentary candidates. This would extend the benefits of consistency across local police forces, already achieved in the area of elections through a national network of SPOCs, to offences that address intimidatory behaviour during election periods. The number of relevant offences committed during an election period should be recorded separately, in order to monitor this issue. Although the College of Policing APP only applies to England and Wales, Police Scotland and the Police Service of Northern Ireland may wish to implement similar guidance.

\begin{itemize}
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\item \textsuperscript{152} Electoral Commission, Oral Evidence, 25 October 2017; All Party Inquiry into Electoral Conduct (2013) https://www.antisemitism.org.uk/files/c3e6br9y906h0104uh8bojao/cj4muuuz500250145fwnqyzt
\item \textsuperscript{153} Mary Pitcaithly OBE, Individual Oral Evidence, 14 November 2017
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\end{itemize}
The College of Policing Authorised Professional Practice for elections should be updated, to include offences relating to intimidation, including offences committed through social media.

Challenges to policing

The Committee has found that the rise of social media, in particular its transnational reach, has created significant challenges for policing. A significant challenge is establishing attribution: who is responsible for sending a particular communication.

The policing challenges raised by social media, and use of electronic communication more broadly, are considerable. Those responsible for offences may be located abroad; co-operation with social media platforms is made more difficult by their international presence and the variety of jurisdictions in which they operate; and the current state of technology makes it very easy for individuals, organisations or institutions to hide their identity without requiring a significant level of technical expertise or equipment. Whilst methods exist for international evidence gathering, they are unlikely to be proportionate to the offence committed, and are unlikely to fit within the time period within which a prosecution for a summary offence must be brought.

International co-operation on evidence-gathering requires a prior international consensus on offences and definitions. We have heard evidence of an effective cross-cutting approach within government to promote international co-operation on policing counter-terrorism and child exploitation offences. This is only possible due to a high level of international consensus and clarity as to what constitutes an offence. The government should therefore develop its existing international engagement on counter-terrorism and child exploitation to promote international consensus on definitions of hate crime and threatening speech in order to create a basis for greater international co-operation when policing these offences.

The Home Office and the Department for Digital, Culture, Media and Sport should develop a strategy for engaging with international partners to promote international consensus on what constitutes hate crime and intimidation online.

Clarity and guidance for Parliamentary candidates

A number of former Parliamentary candidates informed the Committee that they were not confident in recognising when intimidatory behaviour was likely to constitute a criminal offence. It is also clear from the evidence we received that candidates had a very broad range of expectations as to what the police would be able to do in relation to intimidatory behaviour.

“Anything that could be introduced to support MPs in their role would be very helpful, at the moment there is virtually nothing.”

Luciana Berger MP

It is in the interests of both effective policing and of Parliamentary candidates that there is clarity as to what behaviour is and is not illegal, and what Parliamentary candidates should expect from their local police force during a campaign. Police Scotland routinely issue security guidance to Parliamentary candidates in Scotland, although this is relatively limited in scope. In particular, the NPCC emphasised to us the importance of sensitive, non-partisan policing during an election campaign, which we agree is essential to maintain the independence and legitimacy of policing during election periods.
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Guidance booklets distributed to Parliamentary candidates at the beginning of an election period could offer candidates clarity, by giving examples of intimidatory behaviour which is illegal, and detailing common behaviour towards Parliamentary candidates which, whilst uncomfortable or offensive, is not likely to be illegal. The process of creating and disseminating such guidance, if done in collaboration with local forces, could also enhance the consistency of local policing during election periods.

The National Police Chiefs Council, working with the Crown Prosecution Service and the College of Policing, should produce accessible guidance for Parliamentary candidates giving clear advice on the behaviour which they may experience during a campaign which is likely to constitute a criminal offence and what they should do in the face of such intimidation.

Focussing on prevention

It is important that those who perpetrate intimidatory behaviour are held to account and face appropriate legal sanctions. Equally, we have emphasised that effective policing can act both as an effective deterrent and can prevent intimidatory behaviour from escalating.

However, it should be recognised that the law is a blunt instrument for dealing with intimidatory behaviour. At the point that the force of law is invoked, already the relationship between Parliamentary candidates and the public has suffered, individuals may have been put off from standing for elected or appointed offices, and Parliamentary candidates will have gone through experiences that no individual ought to go through.

Therefore, addressing intimidation in public life will require a focus on prevention at all levels and by all with any interest, including those in public life themselves, which we discuss in chapter 5. More broadly, the recommendations we make throughout this review should be seen as a coherent package to address all aspects of the problem.
Chapter 5  
Taking responsibility

Intimidation does not take place in a vacuum. Intimidatory behaviour is made more likely by an unhealthy public political culture. The evidence we have received suggests that there is a relationship between the public political culture and the behaviour of individuals. All those in public life, and in particular leaders of political parties, MPs, and the media, must take responsibility for shaping a healthy public political culture.

Our terms of reference for this review were directly concerned with the intimidation of Parliamentary candidates, but we are also concerned with everyone in public life who has a responsibility to help combat the issue.

Both the rights and the responsibilities of all those in public life should be acknowledged. This chapter addresses all those speaking up and taking a leadership role in public life, including (but not limited to) Parliamentarians, local councillors, Police and Crime Commissioners (PCCs), chairs of public bodies, political commentators and journalists.

“Enormous ad hominem [personal] attacks in Parliament are us spray-painting our own window...Those who choose to play the ball rather than the man or woman can hold strong views without treating the others as if they are scum of the earth.”

Rt Hon John Bercow MP, Speaker of the House of Commons

Democracy is a two-way street. It involves a reciprocal relationship between those in public life, and the public. Individual citizens should behave in a way which respects the principles and values on which our political system is built. Even in an atmosphere of frustration and mistrust, they must respect that with political engagement come responsibilities, which exist to protect the free participation of every citizen in public life and public debate.

The behaviour of those in positions of responsibility in public life, however, has a much greater influence over the public political culture. The culture that those in public life shape, itself shapes the response of the public. In fulfilling the demands of their own role, they therefore also have a responsibility to act in a way which does not damage this culture as a whole. When they fail to fulfil this responsibility, and breach high ethical standards, the result is mistrust, frustration, and a gulf between the public and those in public life.

“I do believe that MPs should lead by example.”

Public Submission

Every individual in public life must show leadership by taking responsibility for opposing and reporting intimidation and for maintaining high ethical standards. All those in public life, including the media, must take responsibility for how they shape the public political culture and set an appropriate tone for public debate.

Leadership in opposing and reporting intimidation

Intimidatory behaviour by anyone in public life is unacceptable. No political argument is strengthened by the threat of violence, and nobody in public life should engage in behaviour which intends to block someone else’s participation in public life.

The principle of leadership demands that those in public life should challenge poor behaviour where it occurs. Intimidatory behaviour should not be condoned or tolerated wherever it is encountered.
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in our democracy. This applies not just those involved in political parties, as we make clear in chapter 3, but everyone in public life.

“We need to build back to an era not of deference but of mutual respect. Politicians have a key role to play in that in how they behave and treat each other, and calling out behaviour.”

Brendan Cox

Everyone in public life should challenge intimidation, oppose it, and where necessary report it to relevant authorities, including where such behaviour is undertaken by a member of their own party or organisation.

Nobody in public life should engage in intimidatory behaviour, nor condone or tolerate it. All those in public life have a responsibility to challenge and report it wherever it occurs.

Leadership in setting high ethical standards

The Committee has long been concerned about the impact that low levels of trust in political life, political institutions and those involved in politics can have on public life. One consistent theme of the evidence we have collected, particularly from members of the public, is that some intimidatory behaviour is driven by the public’s lack of trust in politics and the political system. Where people have low trust in political processes, they may perceive those involved in public life to be legitimate targets for personal attacks and abuse.

The Seven Principles of Public Life were set out by the Committee in 1994 to set out the behaviours that the public expect of those in public life. In the face of the challenge of an intimidatory culture in public life, everyone in public life, including candidates, must play a role in rebuilding the public’s trust in politics. One way of doing so is through ensuring that they show leadership in upholding ethical standards, so that their behaviour does not undermine or call into disrepute the institutions of which they are part.

“Changing today’s perceptions of politicians requires national effort by all involved in public service to demonstrate that they are there to help everybody and not to benefit themselves.”

Dr Clive Sneddon

When those in public life show little respect for the public by not upholding ethical standards, some people will often feel no responsibility to be civil, and will have only a fierce sense of frustration and injustice.

Those in public life should seek to uphold high standards of conduct, adhering to the Seven Principles of Public Life, and help prevent a decline in public trust in political institutions through their own conduct.

High profile Parliamentary scandals involving a significant number of MPs, including the expenses scandal in 2008 and the sex and harassment scandal in 2017, demonstrate the immense damage to public institutions and to public trust caused by breaches of ethical standards.

Due to the high profile and representative nature of their role, MPs have a particular responsibility to uphold the highest standards of ethical conduct. They should consistently and reliably demonstrate high standards of ethical behaviour, openness and accountability, and recognise that even small
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lapses can have a disproportionately damaging effect on public perceptions.164

“There is a disjunct between politicians lecturing [the public], and people feeling they should practice what they preach. So there is a sense of hypocrisy which supercharges people’s sense of distrust and animosity because it’s not just the sense you’re as bad as everyone else, but also tainted with the accusation of hypocrisy.”165

Brendan Cox

Parliament, like all other institutions in public life, is made up of individuals who of course make mistakes from time to time, and sometimes fail to live up to the standards expected of them. How mistakes are rectified is also important to maintaining public confidence.166 Where breaches occur, MPs must demonstrate honesty and openness about those breaches, and seek to rectify any wrongdoing.

“If we are to hold people to high standards of accountability, as part of the foundations of mutual respect, then we have to allow them to correct mistakes. Where a mistake has been honestly made, corrections should be welcomed and respected and enforced.”167

Will Moy, Full Fact

Setting the tone of debate

Alongside showing leadership by opposing and reporting intimidation, and by maintaining high ethical standards, those in public life must also take responsibility for the way in which they shape the public political culture.

When those in public life engage in political debate in a derogatory and abusive way, or engender prejudice or hatred towards individuals or groups, they poison the public political culture by lowering the standards of behaviour that everyone accepts as reasonable. In turn, this can create a context in which others feel it is appropriate to engage in intimidatory behaviour both online and offline. Those who engage in intimidation may feel that their actions do little to damage the integrity of public service if that integrity has already been breached by those in public offices.

“The attitude that is communicated through Parliament is often quite derogatory towards the opposition...it appears that people feel like they can say what they like from behind their position of authority.”168

Public discourse must allow significant and robust political disagreement, but without creating the conditions which encourage intimidatory behaviour. This can only occur when participants in public debate engage in a responsible way. This involves recognising others’ freedom to participate in public life and to hold different points of view. We have heard evidence from some who have significant experience of public life that this recognition of the right to participate, and the responsibilities it carries, is fading.
Taking responsibility

“Taking responsibility

“We seem to have lost in this country in the past 15 to 20 years the ability to disagree well... We can have robust debate, but it is about the level of personal abuse and deliberately trying to undermine people.”

*Baroness Brinton, Liberal Democrats*

What is said in political campaigns and public political discussion reverberates throughout society. Our representative democracy has the House of Commons at its heart, so how MPs behave is crucially important to public discussion and debate, and public trust. But, it is not just Parliamentarians who shape the tone of public debate. Those in positions of leadership across public life also bear that responsibility and include councillors, candidates, people of positions of leadership in public bodies, and all those who deliver services to the public.

Those in public life have a responsibility to consider this when they make public statements. They need to think about how the tone they take shapes public debate. In the fast-paced world of politics, those in public life must make quick decisions about how they engage with their colleagues and opponents in the traditional media and online. Especially during election campaigns, there can be a temptation to engage in political discourse which undermines an opponent’s right to participate and engage in public life, or to hold a different view from their own.

“Language which is dehumanising, vile, or abusive, and which treats political and partisan divisions as absolute and unbridgeable can, intentionally or not, encourage intimidatory behaviour by legitimising the idea that particular individuals are not worthy of common respect or participation in public life. Such attitudes can motivate action which attempts to block that participation, through threats, abuse, or violence.

**Those in public life must set and protect a tone in public discourse which is not dehumanising or derogatory, and which recognises the rights of others to participate in public life.**

We have found significant evidence of intimidation which is motivated by prejudice or hate. This might be based on an individual’s gender, race, religion, or their sexual orientation. But speech which may fall short of being hateful may still adopt a tone which engenders hostility towards individuals because of their personal characteristics.

“In the last period there hasn’t been an upsurge in hatred, but these people feel they have a licence to articulate and follow through what they were thinking previously. It’s not about people being converted to fascism or whatever, but they sense they have social licence to follow through and that is the thing that language does.”

*Brendan Cox*

Contentious political questions should be able to be discussed in public life, even when they touch on highly sensitive questions of personal identity. However, everyone in public life must take responsibility for making sure that they do not criticise or dehumanise their opponents based on these personal characteristics. Otherwise, they can open the door for others who are motivated
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Taking responsibility

by hatred or hostility to engage in intimidatory behaviour towards individuals based on those characteristics. This is of fundamental importance for protecting and promoting the diversity of our public life.

Those in public life have a responsibility not to use language which engenders hatred or hostility towards individuals because of their personal characteristics.

The responsibility of the media

We have considered the significant role of social media in chapter 2. But print and broadcast media also contribute to a culture in which elected public officials can become targets of threats and abuse; and where targeting personal attributes or mere participation in public life is perceived as legitimate. Threatening or contemptuous language to describe public officials, especially when they are upholding high professional and ethical standards, can shape a culture that makes intimidation more likely.

“It must be recognised by media outlets that there is a fine line between political debate and instigating reckless behaviour in individuals towards electoral candidates.”

Scottish Women’s Convention

Broadcast and print media can amplify the effects of intimidation that takes place on social media, for example, by reporting on ‘twitterstorms’. As the distinction between traditional and social media becomes increasingly blurred, for example, with online-only news outlets with a high profile on social media such as Buzzfeed, The Canary, and Guido Fawkes, the media should be increasingly attentive to how stories are reported can give rise to intimidatory behaviour.

“…My office has just reported to the police about five tweets, if not more, that have issued threats against me following the front-page article of today’s The Daily Telegraph…Would you [the Speaker of the House of Commons] make it very clear to everybody, in whatever capacity, that they have an absolute duty to report responsibly, to make sure that they use language that brings our country together, and to make sure that we have a democracy that welcomes free speech and an attitude of tolerance?”

Rt Hon Anna Soubry MP

Freedom of the press should be cherished and protected. Nevertheless, journalists, broadcasters and editors should consider whether the content they are creating could incite others to engage in intimidatory behaviour. Does it delegitimise someone’s engagement in the political process? Does it place undue emphasis on someone’s individual characteristics, such as gender, religion, race or sexuality? Does it use threatening language? Could it unduly undermine public trust in the political system? This responsibility also applies to local media, which can play a crucial role in election campaigns.

Press regulation bodies should extend their codes of conduct to prohibit language that incites intimidation.

Widespread recognition of public personalities and figures brings many benefits, including increased engagement in the political arena. However, an increasing ‘celebrity culture’ surrounding politicians, which has been partly fuelled by the print and broadcast media, also threatens to blur
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the distinction between the personal lives and professional responsibilities of those in public life.

During the course of the review, we were told about a case where a freelance journalist previously door-stepped the seven-year-old child of a Parliamentary candidate at their family home, without parental knowledge or consent. Both the candidate and their child were extremely distressed. Intimidation or harassment of those in public life by print journalists is a breach of IPSO’s Editor’s Code.174 Whilst the evidence we have heard from IPSO suggest that they consider press self-regulation has had a positive effect on journalistic culture following the Leveson Report, by putting in place measures to prevent and curtail intimidation or harassment, freelance journalists not acting on behalf of a regulated publisher do not fall within IPSO’s remit.175 This is because IPSO regulate publishers, who take responsibility for a story and the conduct of a journalist only where they employ that journalist, commission their work, or print that story.

We believe that the lack of redress in these sorts of cases represents a gap in the current press standards regime, and would not sufficiently deter persistent offenders. News organisations should make clear to freelance journalists that they expect the same standards of conduct from them as with staff reporters.

Recent controversies surrounding ‘fake news’ present a considerable challenge in this area, since candidates’ views or conduct may be not simply misrepresented but wholly fabricated.177 We heard evidence that candidates face a difficult decision about whether to counter incendiary claims, which may often be followed by an intense period of intimidation or abuse, particularly via social media. We are also concerned about the wider implications of fake news in having a corrosive effect upon democracy,178 and intend to keep a watching brief on these issues.

**Personal attacks and politicising ethical standards**

Throughout our review, we have heard evidence that one of the problems is MPs and candidates focussing on an individual rather than the issue at stake – described by the Speaker, Rt Hon John Bercow MP, as “playing the player not the ball”. Highly personal attacks, rather than criticisms of someone’s position, record, or competence, is what the public find off-putting, and what is in turn most likely to fuel political disaffection.

In particular, we have seen examples of where failures of competence or judgment – or even instances of disagreement – are wrongly portrayed as breaches of standards or ethics. While there are often political or electoral advantages in blurring the distinction between professional failures, partisan disagreement, and breaches of ethics, this example, by framing a story about disagreement or incompetence as one of wrongdoing. They should not undermine public trust by deliberately portraying partisan disagreement or questions of professional competence as a breach of ethical standards.176

News organisations should only consider stories from freelance journalists that meet the standards of IPSO’s Editors Code, or the Editorial Guidelines of Impress, as appropriate, and ensure that freelance journalists are aware of this policy.

**News organisations should only consider stories from freelance journalists that meet the standards of IPSO’s Editors Code, or the Editorial Guidelines of Impress, as appropriate, and ensure that freelance journalists are aware of this policy.**
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Recent controversies surrounding ‘fake news’ present a considerable challenge in this area, since candidates’ views or conduct may be not simply misrepresented but wholly fabricated.177 We heard evidence that candidates face a difficult decision about whether to counter incendiary claims, which may often be followed by an intense period of intimidation or abuse, particularly via social media. We are also concerned about the wider implications of fake news in having a corrosive effect upon democracy,178 and intend to keep a watching brief on these issues.

**Personal attacks and politicising ethical standards**

Throughout our review, we have heard evidence that one of the problems is MPs and candidates focussing on an individual rather than the issue at stake – described by the Speaker, Rt Hon John Bercow MP, as “playing the player not the ball”. Highly personal attacks, rather than criticisms of someone’s position, record, or competence, is what the public find off-putting, and what is in turn most likely to fuel political disaffection.

In particular, we have seen examples of where failures of competence or judgment – or even instances of disagreement – are wrongly portrayed as breaches of standards or ethics. While there are often political or electoral advantages in blurring the distinction between professional failures, partisan disagreement, and breaches of ethics, this example, by framing a story about disagreement or incompetence as one of wrongdoing. They should not undermine public trust by deliberately portraying partisan disagreement or questions of professional competence as a breach of ethical standards.176
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Taking responsibility comes at the high cost of damaging public trust in our political system.

Some in public life use breaches of ethical standards by their opponents for political point scoring. Drawing attention only to the standards failures of political opponents, or citing standards failures for personal or political advantage without seeking to improve standards across the board, is an inappropriate use of political power.

When MPs and candidates attack the integrity and effectiveness of one side of the political spectrum, this can have a ‘splashback effect’, undermining public confidence in politicians and the political system as a whole. Those in positions of political leadership should recognise a collective responsibility, across the political spectrum, to maintain high ethical standards.

**Those in public life should not engage in highly personalised attacks, nor portray policy disagreements or questions of professional competence as breaches of ethical standards.**

We recognise that on the one hand, the adversarial nature of party politics can give focus and energy to public debate and help interest and engage people in the political process. On the other, adversarial politics can be misused, creating a culture which opens a door to intimidation. Our adversarial political system can and should maintain a political culture which is free from intimidation and abuse. This is of critical importance for maintaining a healthy and functioning democratic political culture.
Chapter 6
The impact of intimidation

Our terms of reference for this review include considering the wider implications of the intimidation of Parliamentary candidates and those in public life.

Everyone who cares about our public life should be concerned at the threat that intimidation poses to the relationship between the public and those in public life, the free exchange of ideas in public debate, the diversity of candidates for elected and appointed offices, and the essential freedoms that underpin our representative democracy – to speak in public and to stand for public offices.

In this chapter, we chart how intimidatory behaviour has already affected Parliament and our political system, and show how it is beginning to have a wider impact on our political culture, and on other office-holders throughout public life.

The relationship between the public and Parliament

Our political system protects the public’s right to hold their elected representatives to account, primarily at elections, but also through a wider public process of scrutiny and engagement. It is structured so that representatives listen to those they represent – primarily through elections, but also through the constituency system, public meetings, consultations, and petitions. Similar structures exist at the level of local government. In broad terms, the system encourages people to speak their mind to those in power. Newspapers, broadcasters and the news media more generally also have responsibilities in this area as part of the process of holding those in power to account.

“It is important to recognise that the democratic process requires some direct contact between politicians and the general public in the widest sense.”

This system, however, rests on a set of delicate balances between Parliament and the wider public culture, balances which are put at risk through intimidatory behaviour.

“I now have video entry only into my constituency office. I have panic alarms installed. I only post on social media after I have attended events so people can’t track my movements, on the advice of local police. I no longer put anything personal on social media. I no longer hold open surgeries, they are by appointment only and are not advertised in advance.”

Maria Caulfield MP

Sitting MPs have related how intimidation and abuse has impacted on their working arrangements and how they interact with their constituents. Some MPs have had to make their surgeries less readily accessible, by not holding them in a public place and by making them by appointment only.

Other candidates and MPs have had to reduce their public appearances, ensure that they are accompanied to evening events, and in some cases have sought police protection at public events, particularly during general election campaigns.
Some candidates noted that having to take these steps has put them at a disadvantage during an election campaign, particularly when their political opponents draw attention to their reduced public accessibility.

If these trends continue, we are concerned that they will deepen the alienation and disaffection that may be driving intimidatory behaviour in the first place. If there are reduced opportunities to engage personally with political representatives, this would likely result in diminished public understanding of the Parliamentary process, of how individual Parliamentarians should behave, and how they assist citizens even where they disagree on a political argument.

Unacceptable influence on the political process

Intimidation also threatens the integrity of the political process. For decisions to be made in the public interest, decision-makers must be able to make reasoned decisions based upon their best judgment, and not be subject to unacceptable pressure or influence.\textsuperscript{183}

Inevitably, some people will be disappointed and angry when things that they feel strongly about are not taken forward in the way they want. We therefore expect that exchanges in the political process will be robust, challenging, and highly charged.

If the political process is to work, however, that challenge must be appropriate, proportionate, and within certain boundaries. Most importantly, it should not undermine the authority and integrity of the process itself. Attempts to change the views, behaviour, or participation of candidates for public office by the use of threats or intimidation bring inappropriate influences to bear on the decisions of candidates or elected public officials. This threatens the integrity of the political process, as elected representatives and candidates may be afraid to act according to their judgement due to fear about the repercussions of doing so.

Even when the actions of representatives provoke fears, anger or frustration, all of us have a deeper responsibility to behave in ways that respect the principles upon which that process rests. Undermining the integrity of that process threatens public trust in the political system, and leads to decisions that are not made fairly in the public interest.

Candidates for public office and diversity in public life

The overwhelming view of Parliamentary candidates who provided evidence to the Committee was that intimidation is already discouraging individuals from standing for public offices.

Our public life will suffer when people with talent and experience are deterred from remaining in or

\textsuperscript{181} Written Submission 74 (Labour Party)
\textsuperscript{182} Written Submission 43 (John Vincent)
\textsuperscript{183} Concerns about unequal and unacceptable influences compromising the integrity of decision-making also lay at the heart of the Committee’s recommendations in relation to lobbying in our 2013 report, Strengthening Transparency Around Lobbying.
entering politics by the abuse and intimidation that they receive. If we want a diverse and experienced set of candidates for public offices, we need to address intimidation in the political arena. For this reason, we also need to pay attention to who is being targeted. A clear finding of our review is that intimidation is disproportionately likely to be directed towards women, those from ethnic and religious minorities, and LGBT candidates. A failure to tackle such abuse will perpetuate inequalities in Britain’s public life and restrict the diversity of those representing the public.

“Our research shows that there is a real danger that high levels of online abuse against women MPs will have a chilling effect on women taking part in public life - particularly women of colour.”

Rachel Maclean MP

We heard that women were likely to cite intensive abuse on social media as a key factor in preventing them from seeking public offices – particularly if there may be threats towards members of their family. We are also concerned about the wider impact of intimidation directed towards the staff, supporters, and volunteers of candidates.

Volunteering on a campaign will often be the first step to future involvement in public life. We received evidence suggesting that individuals could be put off from standing for elected and appointed public offices altogether if they experience intimidation or witness it before they are even a candidate.

The freedom to stand for elected and appointed public offices is one of the core freedoms underpinning a representative democracy. Intimidation and abuse should not be considered part of the cost of involvement in politics. It should matter to everybody, and society as a whole, that no one who has an interest in serving and the capability to serve in public life should be deterred from doing so because they do not want to put themselves, their family, or their supporters in a position where they attract intimidation and abuse.

“Almost everyone I know who goes into politics from any party is doing it because they care about their community and their country and they want to serve. Yet it makes you question constantly, ‘is it worth it?”

Rachel Maclean MP

Freedom to debate

We have seen evidence that the effects of intimidation go beyond the bounds of the political system, and that some forms of intimidation are attempting to rule out particular topics or views as legitimate subjects of public debate.

Our terms of reference for this review explicitly included the importance of maintaining freedom of expression. Democracy cannot function or flourish without protecting the essential freedom to express political opinions, however unfashionable or unpopular, where these do not undermine democracy or the rule of law itself.

In a free and democratic society, those working in the press must also have the freedom to ask legitimate questions of those in public life. We are concerned about cases where journalists have experienced threats or attempts to silence them.
"I was then angry that people, especially young journalists, were having to go through the back door [at Scottish independence referendum events] due to intimidation."  

Nick Robinson

Closing down debate of particular topics in a public forum weakens our public life, not just for those in positions of influence, but for all who should have the freedom to participate in public debate without fear or intimidation.

Acting now on intimidation in public life

We have seen and heard concerning evidence of the way intimidation is damaging our public life. Intimidatory behaviour is already affecting the relationship between the public and Parliamentarians, and threatens the vibrancy and diversity of our public life. It also threatens the core freedoms that underlie our representative democracy: the freedom to stand for public office, and the freedom to participate in public debate.

Addressing intimidation is not simply about the behaviour of individuals. It is also about the significant impact it has on the integrity and functioning of our political system.

We are aware that public office-holders in frontline roles, such as teachers or police officers, will have experienced threats or abuse for many years whilst serving the public. We are now seeing an increasing number of public office-holders being subject to intimidation. We note with concern reports that political journalists are experiencing threats of violence, which also represents a broader threat to the freedom of the press. We have heard similar reports from some election officials. We also heard that local candidates and councillors from across the political spectrum are also experiencing intimidatory behaviour. The 2016 Judicial Attitudes Survey found that 37% of judges were concerned for their safety outside of court. We are also aware of recent reports of threats directed towards doctors.

Acting now is the only way to ensure that public office-holders in a variety of roles and sectors are not subject to pressures and conduct that undermines their freedom, willingness or ability to serve in public life.

Addressing the full breadth of this issue requires social media companies, political parties, Parliament, police services, prosecutors, and those in public life themselves to work together. This includes public leadership at all levels, preventative measures, and effective enforcement of existing measures and sanctions. These are all inter-related, and will depend on each other for their effectiveness.

Now is the right moment to address intimidatory behaviour. By doing so we can begin to rebuild a healthy political culture, and avoid intimidation becoming a permanent feature of our public life.

The recommendations we have made stand as a package. They should be implemented together, as a comprehensive response to an issue of central importance to our public life.

189 Nick Robinson, Individual Oral Evidence, 6 September 2017
190 “BBC chairman demands action on ‘explicit and aggressive’ abuse of its journalists”, Radio Times, 13 September 2017; “How the BBC’s Laura Kuenssberg was ‘given a bodyguard’ after threats by online hate mob during the election”, Daily Mail, 14 July 2017
191 Mary Pitcaithly OBE, Individual Oral Evidence, 14 November 2017
192 Local Government Association, Oral Evidence, 31 October 2017
194 “Charlie Gard doctors sent death threats”, The Times, 14 July 2017
Appendix 1: About the Committee on Standards in Public Life

The Committee on Standards in Public Life is an advisory non-departmental public body sponsored by the Cabinet Office. The Chair and members are appointed by the Prime Minister.

The Committee was established in October 1994, by the then Prime Minister, with the following terms of reference:

“To examine current concerns about standards of conduct of all holders of public office, including arrangements relating to financial and commercial activities, and make recommendations as to any changes in present arrangements which might be required to ensure the highest standards of propriety in public life.”

The remit of the Committee excludes investigation of individual allegations of misconduct.

On 12 November 1997, the terms of reference were extended by the then Prime Minister:

“To review issues in relation to the funding of political parties, and to make recommendations as to any changes in present arrangements.”

The terms of reference were clarified following the Triennial Review of the Committee in 2013. The then Minister for the Cabinet Office confirmed that the Committee “should not inquire into matters relating to the devolved legislatures and governments except with the agreement of those bodies”, and that “the Government understands the Committee’s remit to examine ‘standards of conduct of all holders of public office’ as encompassing all those involved in the delivery of public services, not solely those appointed or elected to public office”.

The Committee is a standing committee. It can not only conduct inquiries into areas of concern about standards in public life, but can also revisit those areas and monitor whether and how well its recommendations have been put into effect.

Membership of the Committee, as of December 2017

Lord (Paul) Bew, Chair
The Rt Hon Dame Margaret Beckett DBE MP
Sheila Drew Smith OBE
Simon Hart MP
Dr Jane Martin CBE
Jane Ramsey
Monisha Shah
The Rt Hon Lord (Andrew) Stunell OBE

Secretariat

The Committee is assisted by a Secretariat consisting of Lesley Bainsfair (Secretary to the Committee), Ally Foat (Senior Policy Advisor), Dee Goddard (Senior Policy Advisor), Stuart Ramsay (Senior Policy Advisor), and Khadija Haji-Aden (Governance and Communications Coordinator). Press support is provided by Maggie O’Boyle.
Appendix 2: Methodology

Methods

In order to conduct this review, the Committee used a range of methods:

- a public call for evidence, to which we received 88 responses
- an invitation to every MP and Peer to contribute to the review
- a roundtable discussion with former candidates, academics, think tanks, and stakeholders
- a public hearing with political parties
- a private hearing with police and security services
- published interviews with social media companies
- interviews with Parliamentarians and Parliamentary candidates, and others who have experienced intimidation
- 18 meetings with stakeholder organisations
- desk-based research including:
  - a review of relevant academic literature
  - a review of existing codes of conduct of political parties
  - a review of relevant legislation
  - a review of relevant policing and prosecution guidance

Public call for evidence

The Committee held a public call for evidence, which invited submissions from anyone with an interest in these issues. The call for evidence was open from 9am on 24 July 2017 to 5pm on 8 September 2017. We received 88 responses to this call for evidence.

The call for evidence was published on our website, and was listed as a consultation on GOV.UK. The call for evidence was sent to all MPs and Peers, as well as to each of the political parties currently represented in the House of Commons with a request that they share it with former Parliamentary candidates.

Those responding to the review were given the option of marking their submission as confidential, so that individuals could give evidence which may be highly personal or sensitive or which might invite intimidation were it to be made public. We undertook not to publish or otherwise disclose these submissions unless required by law. Responses to the call for evidence that were not marked as confidential are published alongside our review.

The call for evidence stated the terms of reference of the review and invited evidence and comments on the following themes:

What is the nature and degree of intimidation experienced by Parliamentary candidates, in particular at the 2017 general election?

Does the issue of the intimidation of Parliamentary candidates reflect a wider change in the relationship and discourse between public office holders and the public?

Has the media or social media significantly changed the nature, scale, or effect of intimidation of Parliamentary candidates? If so, what measures would you suggest to help address these issues?

Is existing legislation sufficient to address intimidation of Parliamentary candidates?

What role should political parties play in preventing the intimidation of Parliamentary candidates and encouraging constructive debate?

What other measures might be effective in addressing the intimidation of Parliamentary candidates, and candidates for public offices more broadly?

Could the experience of intimidation by Parliamentary candidates discourage people from standing for elected or appointed public offices?

Has the intimidation of Parliamentary candidates led to a change in the way in which public office holders interact with the public in correspondence, on social media, or at in-person events?
Roundtable

The Committee held a roundtable discussion with a range of stakeholder organisations, think tanks, academics, and former Parliamentary candidates to discuss the nature and recent extent of intimidatory behaviour, what can be done to combat intimidation in public life, and the impact of such behaviour on public life. We have published the transcript of the hearing.

<table>
<thead>
<tr>
<th>Name</th>
<th>Organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Professor Tim Bale</td>
<td>Queen Mary, University of London</td>
</tr>
<tr>
<td>Sir Kevin Barron MP</td>
<td>House of Commons</td>
</tr>
<tr>
<td>Professor Rosie Campbell</td>
<td>Birkbeck College, University of London</td>
</tr>
<tr>
<td>Professor Neil Chakraborti</td>
<td>University of Leicester</td>
</tr>
<tr>
<td>James Davies</td>
<td>BCS – The Chartered Institute for IT</td>
</tr>
<tr>
<td>David Evans</td>
<td>BCS – The Chartered Institute for IT</td>
</tr>
<tr>
<td>Adam Finkel-Gates</td>
<td>University of Leicester</td>
</tr>
<tr>
<td>Claire Foster-Gilbert</td>
<td>Westminster Abbey Institute</td>
</tr>
<tr>
<td>Dr Jennifer van Heerde-Hudson</td>
<td>University College London</td>
</tr>
<tr>
<td>Professor Ruth Lewis</td>
<td>University of Northumbria</td>
</tr>
<tr>
<td>Alasdair MacDonald</td>
<td>Equality and Human Rights Commission</td>
</tr>
<tr>
<td>Joy Morrissey</td>
<td>Former Parliamentary candidate (Conservative) and Women2Win</td>
</tr>
<tr>
<td>Fiyaz Mughal OBE</td>
<td>TellMAMA</td>
</tr>
<tr>
<td>Dr Victoria Nash</td>
<td>Oxford Internet Institute</td>
</tr>
<tr>
<td>Rt Hon Peter Riddell CBE</td>
<td>Commissioner for Public Appointments</td>
</tr>
<tr>
<td>Lisa Robillard Webb</td>
<td>Former Parliamentary candidate (Labour)</td>
</tr>
<tr>
<td>Dr Jonathan Rose</td>
<td>De Montford University</td>
</tr>
<tr>
<td>Sam Smethers</td>
<td>Fawcett Society</td>
</tr>
<tr>
<td>Josh Smith</td>
<td>Demos</td>
</tr>
<tr>
<td>Dr Mark Shephard</td>
<td>University of Strathclyde</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>Name</th>
<th>Organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kasia Staszewska</td>
<td>Amnesty International</td>
</tr>
<tr>
<td>Danny Stone</td>
<td>Anti-Semitism Policy Trust</td>
</tr>
<tr>
<td>John Vincent</td>
<td>Former Parliamentary candidate (Liberal Democrat)</td>
</tr>
</tbody>
</table>

Public hearing: political parties

The Committee held a public hearing with representatives from political parties, to discuss the role of political parties in addressing intimidation, their codes of conduct and sanctions, and support offered to candidates. We have published the transcript of the hearing. We also invited all other parties currently represented in the House of Commons to speak to the Committee.

<table>
<thead>
<tr>
<th>Name</th>
<th>Role and organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Baroness (Sal) Brinton</td>
<td>President, Liberal Democrats</td>
</tr>
<tr>
<td>Ian Lavery MP</td>
<td>Chair, Labour Party</td>
</tr>
<tr>
<td>Rt Hon Sir Patrick McLoughlin MP</td>
<td>Chairman, Conservative Party</td>
</tr>
</tbody>
</table>

Private hearing: police and security services

The Committee held a private hearing with representatives from the police and security services to discuss the sufficiency and enforceability of the current law, and current arrangements in place to protect and support MPs. The hearing was held on the basis that the transcript would not be published so as not to compromise important operational information.

<table>
<thead>
<tr>
<th>Name</th>
<th>Role and organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Chief Constable Mike Barton QPM</td>
<td>Crime operations lead, National Police Chiefs Council</td>
</tr>
<tr>
<td>Eric Hepburn</td>
<td>Director of Security, Houses of Parliament</td>
</tr>
<tr>
<td>Rt Hon Lindsay Hoyle MP</td>
<td>Deputy Speaker and Chair of the Consultative Panel on Parliamentary Security</td>
</tr>
<tr>
<td>Gregor McGill</td>
<td>Director of Legal Services, Crown Prosecution Services</td>
</tr>
</tbody>
</table>
**Interviews with social media companies**

As with the public hearing, these meetings were held on the basis that a full note and audio recording of the meeting would be made available online.

<table>
<thead>
<tr>
<th>Name</th>
<th>Role and organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Nick Pickles</td>
<td>Head of Public Policy and Government (UK and Israel), Twitter</td>
</tr>
<tr>
<td>Sean Evins</td>
<td>Government and Policy Outreach Manager, Facebook</td>
</tr>
<tr>
<td>Simon Milner</td>
<td>Policy Director (UK, Middle East and Africa), Facebook</td>
</tr>
<tr>
<td>Emma Collins</td>
<td>Public Policy Manager, Facebook</td>
</tr>
<tr>
<td>David Skelton</td>
<td>Public Policy and Government Relations Manager, Google</td>
</tr>
<tr>
<td>Katie O’Donovan</td>
<td>UK Public Policy Manager, Google</td>
</tr>
<tr>
<td>Yasmin Green</td>
<td>Head of Research and Development, Jigsaw</td>
</tr>
<tr>
<td>Lucy Vasserman</td>
<td>Software engineer, Jigsaw</td>
</tr>
</tbody>
</table>

**Interviews with Parliamentarians and former Parliamentary candidates**

The Committee held 11 meetings with Parliamentarians and former Parliamentary candidates. Due to the sensitive nature of these discussions, with the exception of Aimee Chanellor, who spoke to the Committee on behalf of the Green Party, these meetings were all held on the basis that no note of the meeting would be published, and material from the meeting would only be quoted in our report with the permission of the individual concerned.

<table>
<thead>
<tr>
<th>Name</th>
<th>Role and organisation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rt Hon John Bercow MP</td>
<td>Speaker of the House of Commons</td>
</tr>
<tr>
<td>Rt Hon Lord McFall</td>
<td>Senior Deputy Speaker, House of Lords</td>
</tr>
<tr>
<td>Rehman Chishti MP</td>
<td>Conservative MP</td>
</tr>
<tr>
<td>Lee Scott</td>
<td>Former Conservative MP</td>
</tr>
<tr>
<td>Rt Hon Sir Hugo Swire MP (by telephone)</td>
<td>Conservative MP</td>
</tr>
<tr>
<td>Rt Hon Diane Abbott MP</td>
<td>Labour MP</td>
</tr>
<tr>
<td>Luciana Berger MP (by telephone)</td>
<td>Labour MP</td>
</tr>
<tr>
<td>Rt Hon Yvette Cooper MP</td>
<td>Labour MP</td>
</tr>
<tr>
<td>Dr Lisa Cameron MP</td>
<td>Scottish National Party MP</td>
</tr>
<tr>
<td>Sarah Olney</td>
<td>Former Liberal Democrat MP</td>
</tr>
<tr>
<td>Aimee Challenor</td>
<td>Former Green Party candidate</td>
</tr>
</tbody>
</table>
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Meetings with individuals and stakeholder organisations

The Committee held 18 meetings with individuals and stakeholders. These meetings were all held on the basis that the no note of the meeting would be published, and material from the meeting would only be quoted in our report with the permission of the individual concerned.

<table>
<thead>
<tr>
<th>Name</th>
<th>Speaker of the House of Commons</th>
</tr>
</thead>
<tbody>
<tr>
<td>Nick Robinson</td>
<td>BBC (personal capacity)</td>
</tr>
<tr>
<td>Laura Kuenssberg</td>
<td>BBC (personal capacity)</td>
</tr>
<tr>
<td>David Evans and James Davies</td>
<td>BCS – The Chartered Institute for IT</td>
</tr>
<tr>
<td>Officials</td>
<td>Crown Prosecution Service</td>
</tr>
<tr>
<td>Rachael Bishop</td>
<td>Department of Digital, Culture, Media and Sport</td>
</tr>
<tr>
<td>Claire Bassett and Bob Posner</td>
<td>Electoral Commission</td>
</tr>
<tr>
<td>Mary Pitcaithly OBE (by telephone)</td>
<td>Convenor, Electoral Management Board, Scotland</td>
</tr>
<tr>
<td>Lionel Barber and Robert Shrimlesley</td>
<td>Financial Times</td>
</tr>
<tr>
<td>Official</td>
<td>Foreign and Commonwealth Office</td>
</tr>
<tr>
<td>Will Moy</td>
<td>Full Fact</td>
</tr>
<tr>
<td>Official</td>
<td>Home Office</td>
</tr>
<tr>
<td>Matt Tee (by telephone)</td>
<td>IPSO</td>
</tr>
<tr>
<td>Brendan Cox (by telephone)</td>
<td>Jo Cox Foundation</td>
</tr>
<tr>
<td>Iona Lawrence</td>
<td>Jo Cox Foundation</td>
</tr>
<tr>
<td>Mark Lloyd and Dr Charles Loft</td>
<td>Local Government Association</td>
</tr>
<tr>
<td>Cllr Marianne Overton MBE</td>
<td>Local Government Association</td>
</tr>
<tr>
<td>Joe Todd (by telephone)</td>
<td>Communications Officer, Momentum</td>
</tr>
<tr>
<td>DI Philip Grindell</td>
<td>Parliamentary Liaison and Investigation Team</td>
</tr>
</tbody>
</table>