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1. Executive summary 
 
 
The UK Council for Child Internet Safety (UKCCIS) is a group of more than 200 organisations 
drawn from across government, industry, law, academia and charities that work in partnership to 
help keep children safe online.1 The Council was established in 2008 following a review by Tanya 
Byron.2 It deliberates and acts on topical issues concerning childrenôs use of the internet. 
 
Research findings are vital to provide the evidence base to inform stakeholder actions designed to 
improve childrenôs online safety. Evidence can help estimate the scale and scope of problems, and 
provides an often necessary corrective to unfounded public anxieties, informing policy and 
practice. It can track changes in childrenôs practices, informing the updating of advice, helping to 
frame and understand complex questions to which we lack common-sense answers ï for example, 
about the nature of childrenôs vulnerability in digital media. It is also important to know where gaps 
in the evidence base exist.  
 
The UKCCIS Evidence Group identifies, evaluates and collates information from pertinent research 
findings, and communicates this to stakeholders with the aim of keeping UKCCIS, and the wider 
public, up to date. It holds seminars to address emerging issues, and produces a series of 
Research Highlights.3 These provide succinct summaries of recent findings from UK-based 
research relevant to the UKCCIS remit, and currently number 108 in total.  
 
In 2010 and again in 2012, the Evidence Group reviewed the available research, recognising that 
childrenôs engagement with the internet and associated digital media continues to change, with 
new risks and safety issues arising and, fortunately, new research conducted to guide policy and 
practice. By early 2017 it was judged timely to review the available research afresh. Since the 2012 
UKCCIS review (Livingstone et al., 2012a) the number of Research Highlights had doubled, and 
childrenôs digital environment and modes of engagement, including the potential for risk of harm, 
are greatly transformed. In the wider policy field, the plan to develop an Internet Safety Strategy in 
2017 makes an updated evidence review particularly necessary.4 
 
A literature review identifies and synthesises findings and insights across multiple studies, bringing 
together the richness and depth of qualitative research reflecting childrenôs own voices and 
experiences with the claims to national representativeness, longitudinal change over time and 
robust demographic comparisons that quantitative research makes possible. In this review, we stay 
close to the actual findings reported in recent studies, in order to capture empirical trends relevant 
to childrenôs internet use, risks and safety in the UK. Thus we do not provide theoretical discussion, 
methodological debate or fuller contextualisation here.5  
 
The scope of the present review was defined as research that: 
 

¶ meets acceptable standards of quality6  

¶ was conducted in or clearly relevant to the UK 

¶ was conducted since 2012, with some exceptions where little subsequent research exists 

                                                

1 See www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis 
2 See http://webarchive.nationalarchives.gov.uk/20101021152907/http://dcsf.gov.uk/byronreview/  
3 Available at www.saferinternet.org.uk/research  
4 See www.gov.uk/government/news/government-launches-major-new-drive-on-internet-safety  
5 See the detailed information and discussion in the sources cited in this review. 
6 For criteria, see www.saferinternet.org.uk/research/what-good-quality-research  

http://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
http://webarchive.nationalarchives.gov.uk/20101021152907/http:/dcsf.gov.uk/byronreview/
http://www.saferinternet.org.uk/research
http://www.gov.uk/government/news/government-launches-major-new-drive-on-internet-safety
https://www.saferinternet.org.uk/research/what-good-quality-research
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¶ concerns children (0-17 years) 

¶ concerns childrenôs online activities, including the contexts and consequences of use. 
 

In terms of methodology, the review draws on four sources: 7 
 

¶ the Research Highlights series and the research reports they summarise, focusing on those 
published since 2012 

¶ a call for evidence circulated during February 2017 to UKCCIS members and other experts 
as well as via relevant mailing lists 

¶ a keyword search of academic and grey literatures8  

¶ research reports and publications already known to the authors. 
 
In discussion with the Department for Digital, Culture, Media and Sport (DCMS), which 
commissioned this review, it was agreed that the review would address the following priorities, with 
an emphasis on: 
 

¶ trends, to understand recent developments and anticipate emerging issues 

¶ online risk of harm to children and implications for safety policy and practice 

¶ key findings, linking to original reports, highlighting useful graphs and including verbatim 
quotes from children where available. 

 
The key findings of this review are summarised below. 
 
Childrenôs internet access and use: 
 

¶ While a small minority of children (mostly from poorer homes) remain without internet 
access, for most children, internet use is occupying ever more time, in more locations, 
including younger children (now four in ten 3- to 4-year-olds) and more personalised 
devices ï although tablets are preferred over smartphones by younger children. 

¶ Compared with other European countries, the UK is distinctive in favouring tablets over 
smartphones, and high levels of internet use in school. 

¶ Motivations for using the internet vary mainly by age, and second by gender. Only a 
minority of children take up online opportunities for creative and civic participation, although 
many wish to be ógood digital citizensô. 

¶ Risky opportunities vary ï few children say they send photos to online contacts or reveal 
personal information, but a substantial minority uses services óunder ageô. 

¶ While it seems many UK children have learned to be cautious online, there is little evidence 
that their digital skills and literacies are increasing over time (although undoubtedly they 
increase with age). 

 
Risk of harm online was the main focus of our review: 
 

¶ Age is the key factor that differentiates among childrenôs online experiences, with gender 
also significant. 

¶ One in ten children to one in five young teens say they encountered something worrying or 
nasty online in the past year. 

                                                

7 This is not a comprehensive review; rather, we focus selectively on key evidence most relevant to UKCCISô remit. 
8 We searched for [internet OR online OR digital OR ómobile phoneô OR app OR comput* OR ócell phoneô OR ICT OR 
ósocial networkingô OR platform OR broadband OR connect*] AND [child* OR young OR youth OR teenage* OR 
adolescent* OR minor OR kid OR girl OR boy OR student] AND UK. 
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¶ Childrenôs top worries are pornography and violence; they say they encounter these most 
often on video-sharing sites, followed by other websites, then social networking sites and 
games. 

¶ Children are also concerned about the levels of advertising online, their spending too much 
time online, inappropriate contacts, rumours and nastiness. 

¶ Top parent concerns include online violence. 

¶ There has been little increase or decrease in online risk in recent years, although there are 
some indications of a rise in hate and self-harm content. 

¶ It is not possible to determine whether the internet has increased the overall amount of risk 
children face as they grow up, or whether the internet instead provides a new location for 
risk experiences, but the nature of the internet itself surely alters and amplifies the 
consequences. 

 
In terms of specific risks online: 
 

¶ Most research is on childrenôs exposure to risk, with too little on which children come to 
harm and why, or what the long-term consequences are. 

¶ Cyberbullying ï estimates vary between 6-25%+ depending on measures ï and the 
reasons for victimisation are diverse. 

¶ Sexting and sexual harassment ï most children experience neither; among those who do, 
such experiences are often associated with developing intimate relationships as teenagers. 

¶ The wider context matters ï the prevalence of gender inequalities, sexual stereotypes and 
coercion, and a lack of understanding of consent all serve to blur the boundaries between 
sexting and harassment; as a result, girls are more at risk, although there are also grounds 
for concern about boys. 

¶ Online pornography ï estimated prevalence varies, again by age and gender, but some 
estimates suggest the vast majority of teenagers have seen this; there is qualified evidence 
of adverse effects, including that children may be learning about sex from pornography, 
hence the importance of sex education. 

¶ Sexual solicitation online ï research suggests this may affect up to one in ten children; 
there have been some investigations of the behaviour of groomers, some of the 
consequences for victims, but there are many gaps here, and a need for a better 
understanding among child welfare professionals and criminal justice agencies. 

¶ Radicalisation ï there is a growing literature on this, but there are currently no UK studies 
related to online radicalisation of children. 

¶ Some emerging research on childrenôs involvement in hacking and cybercrime ï through 
peer cultures inducing vulnerable youth or via online gaming, but this is recent and limited 
in scope. 

 
Who is vulnerable or resilient? 
 

¶ Consensus is emerging around the argument that those who can cope with a degree of 
online adversity, for whatever reason, may become digitally resilient, but those already at 
risk offline are more likely to be at risk and vulnerable online. 

¶ There are correlations among risks so those children vulnerable to one type of risk are also 
likely to be vulnerable to others. 

¶ There is some research on how vulnerable children face online risk, and on how resilient 
children cope ï but more is needed here, especially in relation to long-term outcomes. 

¶ A host of risk/vulnerability factors are likely to shape childrenôs online experiences, and this 
is mediated by the ways in which children develop emotionally, cognitively, in terms of their 
identity needs, social relationships and need for support, and their peer cultures; however, 
it remains difficult except in retrospect to pinpoint the moment when children succumb to 
specific online risks. 
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Last, we reviewed the evidence for a range of safety initiatives: 
 

¶ The overwhelming picture is that while diverse stakeholders have tried many initiatives, 
very few are independently evaluated. This makes it difficult to determine what works and 
why. Such evaluations as are undertaken tend to focus on immediate outcomes (reach, 
appeal, etc.) rather than a long-term reduction in harm or improvement in wellbeing. 

¶ Schools use a range of strategies to implement e-safety priorities ï including developing 
childrenôs critical abilities ï but there is mixed evidence of improvement, and such 
programmes tend to take a standard approach and may not be suited to the specific needs 
of more vulnerable children. 

¶ Awareness-raising campaigns such as the Safer Internet Day have been instrumental in 
changing attitudes and practices. 

¶ Parents use a range of mediation strategies including technical controls, rules regulating 
online access and use, including the majority preferring to talk to their children about the 
consequences of their online activities ï but gaps remain in parentsô abilities and skills for 
effective mediation; rules and restrictions tend to keep children safe but constrain their 
opportunities and invite evasion; enabling mediation is empowering providing children and 
parents have the skills and resilience to cope with risk when it occurs. 

¶ Parents prefer to receive information about their childrenôs online safety from schools 
despite information being available from multiple sources. 

¶ Parents tend to prefer control tools they are familiar with unless an undesirable incident 
prompts them to adopt a new one.  

¶ A range of industry initiatives exists in the form of agreements with the government, 
individual company policies and initiatives, and industry-level initiatives, but there is 
evidence to suggest that industry could do more to strengthen collaborative partnerships, 
particularly with law enforcement. 

¶ Building childrenôs digital resilience should have a twin focus on developing critical ability 
and technical competency in terms of education, as well as supporting children online and 
offline through constructive and informed parenting practices, through safety and privacy by 
design, and by improving the digital expertise of relevant welfare and other professionals 
who work with children. 
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2. Childrenôs use of the internet 
 
 

2.1 Main findings and trends over time 
 
Childrenôs use of the internet is changing fast, in response to considerable societal, market and 
technological innovation. Use depends in part on the childrenôs gender, age and socioeconomic 
status (SES), and varies in the location, devices and frequency with which they access it.9 
 
The 2012 UKCCIS Evidence Groupôs review noted that the amount (frequency, duration) of 
internet use had increased, including among younger children, over the previous years. By 2017, it 
appears that the proportion of children using the internet has reached a plateau: a recent survey by 
Childwise (2017) of 1,936 children aged 5-16 in Autumn 2016 found that 94% reported using the 
internet at all ï 91% of 5- to 10-year-olds and 98% of 11- to 16-year-olds. 
 
While the percentage of children using the internet has barely changed over the past five years, 
the amount of time they spend online continues to rise steadily. Ofcomôs survey of 1,375 parents 
and children aged 5-15 using in-home interviews and 684 interviews with parents of children aged 
3-4 (in Spring 2016) found that, among those who use the internet, weekly hours online have risen 
from over 9 hours in 2007 to around 15 hours for 5- to 15-year-olds in 2016, with even the 3- to 4-
year-olds who go online doing so for some 8 hours per week (see Figure 1). 
 
Figure 1: Estimated weekly hours of internet consumption by age, at home (2007, 2011, 2013) or 
elsewhere (2015 and 2016) 

 
QP25A-B: How many hours would you say he/she spends going online on a typical school day/on a weekend day? 
(unprompted responses, single-coded) In 2007-12 the response for 12- to 15-year-olds was taken from the child and the 
parent for 5-7s and 8-11s. In 2007-13 (variable base) parents/children were asked about use at home whereas from 
2014 they were asked about use at home or elsewhere.  
Base: Parents of children aged 3-7 who use the internet at home or elsewhere and children aged 8-15 who use the 
internet at home or elsewhere. Significance testing shows any change between 2015 and 2016. 
Source: Ofcom (2016a) 

                                                

9 Regarding childrenôs access and use of the internet, we draw selectively on Ofcomôs annual surveys; for further 
information see www.ofcom.org.uk/research-and-data/media-literacy  

Children and parents: media use and attitudes report 
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Children aged 3-4 and 8-11 are spending more  time  onli ne than in 2015  

As in previous years, the estimated weekly volume of time spent online at home or 
elsewhere increases with the age of the child (8 hours 42 minutes for 5-7s, 12 hours 54 
minutes for 8-11s and 20 hours 6 minutes for 12-15s). Parentsô estimate of the volume of 
time spent online by children aged 3-4 is comparable to that for 5-7s, at 8 hours 18 minutes 
per week.  

Since 2015, there has been an increase in the estimated time spent online, at home or 
elsewhere, among children aged 5-15, rising from 13 hours 42 minutes to 15 hours 0 
minutes per week in 2016. As shown in Figure 17, this overall increase is due to those aged 
8-11 spending more hours per week going online in 2016 (12 hours 54 minutes vs. 11 hours 
6 minutes in 2015). Parents of children aged 3-4 are also more likely to give a higher 
estimate than in 2015 of the time their child spends online (8 hours 18 minutes vs. 6 hours 
48 minutes). The estimated time spent online at home or elsewhere is unchanged since 
2015 for children aged 5-7 and 12-15. 

Figure 17: Estimated weekly  hours of  interne t consumpt ion by age, at home (2007, 
2011, 2013) or elsewhere (2015 and 2016) 

QP25A-Bï How many hours would you say he/ she spends going online on a typical school day/ on a weekend 
day? (unprompted responses, single coded) In 2007-2012 the response for 12-15 was taken from the child and 
the parent for 5-7s and 8-11s. In 2007-2013 parents/ children were asked about use at home whereas from 2014 
they were asked about use at home or elsewhere. 
Base: Parents of children aged 3-7 who use the internet at home or elsewhere and children aged 8-15 who use 
the internet at home or elsewhere (VARIABLE BASE) - Significance testing shows any change between 2015 
and 2016 
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The device favoured to access the internet has also changed in recent years. By 2016 the rapid 
rise of the tablet made it the preferred device for younger children, with the smartphone still 
preferred among teenagers. Other devices for internet access are also used, but less commonly 
(Childwise, 2017; Ofcom, 2016a; WISEKIDS, 2014). 
 
It seems that the tablet has become a key device for both personal and shared entertainment at 
home among younger children, but when children move from primary to secondary school, gaining 
their own smartphone becomes a priority (see Figure 2). 
 

Figure 2: Tablet and smartphone ownership, by age  

 

 
QPE3/F/QP4: Iôm going to read out a list of different types of equipment that you may or may not have in your home, and 
which your child may or may not use (prompted responses, single-coded). You mentioned that your child has their own 
mobile phone. Is this a smartphone? A smartphone is a phone on which you can easily access emails, download 
apps/applications and other files, as well as view websites and generally surf the internet/ go online. Popular brands of 
smartphone include iPhone, Blackberry and Android phones such as the Samsung Galaxy (unprompted responses, 
single-coded).  
Base: Parents of children aged 3-4 or 5-15 (396 aged 3, 288 aged 4, 157 aged 5, 140 aged 6, 101 aged 7, 181 aged 8, 
129 aged 9, 92 aged 10, 101 aged 11, 143 aged 12, 108 aged 13, 105 aged 14, 118 aged 15). 
Source: Ofcom (2016a) 

 
The appeal of multifunctional, mobile devices is strong, as demonstrated by this quote taken from 
WISEKIDS (2014): 

 
ñMy iPhone ... you can do everything with it. Itôs like an iPod, you can phone people, text 
people ... so Facebook, Snapchat, the Google app, the weather app ... just to see if it 
snows, YouTube ... free music, BBC iPlayer ... rugby football games.... Kik, BBM, 
Instagram.ò (Boy, 13-14 years old) 
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Findings for the UK can be compared with selected other European countries. A recent European 
Commission-funded project surveyed 6,400 parents of 6- to 14-year-olds, 800 in each of eight 
countries (Lupiáñez-Villanueva et al., 2016)10 (see Figure 3 below).  
 
This shows that UK children are more likely to possess their own personal tablet than in the other 
countries, but less likely to own a mobile or smartphone. This may reflect a cultural preference, or it 
may be that the UK is óaheadô of Europe in a trend away from phones to tablets, particularly among 
younger children.11 The safety implications of this trend are thought-provoking: perhaps it can be 
said that, especially for younger children, the tablet is safer both by operating largely on home Wi-
Fi (which can be filtered) and being easier than the phone for parents to supervise.  
 
Figure 3: Childrenôs personal ownership of devices, by country 

 
Q5: Does your child possess the following devices for her/his exclusive personal use?  
Base: N=6,400 parents of 6- to 14-year-olds who use the internet, 800 in each country. 
Source: Lupiáñez-Villanueva et al. (2016) 

 

                                                

10 This study was funded under the Request for Specific Services No. EAHC/FWC/201385 08 for the implementation of 
the Framework contract no. EAHC/2011/CP/01/LSE for the provision of a óStudy on the impact of marketing through 
social media, online games and mobile applications on children's behaviourô. It was produced under the Consumer 
Programme (2007-13) through a contract with the Consumer, Health, Agriculture and Food Executive Agency 
(CHAFEA), acting on behalf of the European Commission. See 
http://ec.europa.eu/consumers/consumer_evidence/behavioural_research/impact_media_marketing_study/index_en.htm 
11 As Ofcom (2016a, p. 22) notes of UK children, ófor tablets, increased access for 3-4s and 8-11s has not caused a 
corresponding uplift in use.ô 

http://ec.europa.eu/consumers/consumer_evidence/behavioural_research/impact_media_marketing_study/index_en.htm
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The same survey also asked parents where their children use the internet (see Figure 4 below). 
Bearing in mind that this is data from parents, who may not know where their children use the 
internet at all times, the European comparison is again instructive: 
 

¶ For UK children, a public room at home, followed by school, are the main locations of use. 
Other locations are not much used: while it is likely that smartphone users go online 
wherever they are, many children are constrained by cost and therefore tend to rely on 
access to home Wi-Fi. 

¶ Research over the past two decades has consistently shown that more children in the UK 
use the internet than in other European countries, making school an important place for 
reaching children to teach digital and media literacy, including internet safety. 

¶ The balance of use in public and private rooms has shifted over the years, and the high use 
of personal devices in public rooms may reflect both changing norms within the family and 
also parental efforts to ensure that their childôs internet use can be monitored. 

 
Figure 4: Childrenôs internet access, by location and country 

 
Q3: As far as you are aware, where does your child access the internet? By óthe internetô we mean going online on any 
device.  
Base: N=6,400 parents of 6- to 14-year-olds who use the internet, 800 in each country.  
Source: Lupiáñez-Villanueva et al. (2016)  

 

2.2 Demographic factors ï age, gender, socioeconomic status 
 
The childôs age is the main factor that differentiates media access and use, as shown in Table 1 
from Ofcom (2016a) below. It appears that: 
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¶ nearly all children have internet access at home, but younger children are less likely to use 
it 

¶ four in ten (41%) children aged 3-4 use the internet at home or elsewhere, rising to 67% of 
5- to 7-year-olds, 90% of 8- to 11-year-olds and 98% of 12- to 15-year-olds 

¶ use of the standard TV set shows signs of declining, as does use of the desktop computer, 
while access to and use of the smart TV set, mobile phone and tablet computer is rising 

¶ most connected devices are more accessible to and used by older than younger children. 
 

Table 1: Summary of childrenôs access to and use of device at home, by age 

 

 
 
QP3: Iôm going to read out a list of different types of equipment that you may or may not have in your home, and which 
your child may or may not use (prompted responses, single-coded). ** Prior to 2016 this question asked about a DVD 

player/DVD recorder/Blu-ray recorder (fixed or portable).  
Base: Parents of children aged 3-4 (684 in 2016) or 5-15 (1,375 aged 5-15, 398 aged 5-7, 503 aged 8-11, 474 aged 12-
15 in 2016). Significance testing shows any change between 2015 and 2016.  

Source: Ofcom (2016a)12 

 
In terms of gender, Ofcomôs (2016a) national survey found that more boys than girls own and use 
games consoles or players, and say they would miss these the most, while for girls the device they 
would miss most is their mobile. But generally, gender makes less difference in terms of access 
and use overall. Childwise (2017) findings add to this picture (see Figure 5 below): 
 

¶ boys spend longer online per day in comparison to girls (3.1 vs. 2.6 hours) 

¶ some children, especially by the age of 15-16, use the internet on average for over four 
hours per day, while younger children use it much less 

                                                

12 Table 1 shows access at home, and use anywhere. For mobile phones the percentages shown in the óaccessô columns 
relate to personal ownership of a mobile phone rather than household ownership. The percentages shown for use are 
higher than those shown for personal ownership, as this includes use of mobiles within the household that are not 
directly owned by the child (Ofcom, 2016a, p. 28).  
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¶ two in three 7- to 16-year-olds say that going online is important to them, and half of those 
(one third overall) say it is very important ï more boys and more teenagers are likely to 
consider it quite or very important. 
 

Figure 5: Average time spent online per day, by age and gender 

 

 
Source: Childwise (2017) 
 
In a study by Livingstone and Helsper (2007), non-users and occasional users of the internet were 
more likely to come from working-class families, while frequent users were more likely to come 
from middle-class families with better quality internet access and, as a consequence, more 
advanced digital skills. Pursuing digital inequalities among children ï or households with children ï 
remains an evidence gap, and few surveys examine childrenôs media use in relation to SES.  
 
Ofcom (2016a, p.23) contrasted the poorest (DE) and wealthiest (AB) households: 

 
Children aged 5-15 in DE households are less likely to have access to and to use a wide 
range of devices; the reverse is true for those in AB households. However, they are no less 
likely to have access to or use a mobile phone, or to have their own tablet or mobile phone, 
and are more likely than the average to use a standard TV set. 

 
As Table 2 from Net Children Go Mobile (Livingstone et al., 2014a) further shows: 
 

¶ internet use is becoming more private ï in the childôs own room, or when out and about, as 
children grow older 

¶ SES matters considerably, with children from low SES homes making less daily use of the 
internet in all locations, at home, school and elsewhere 

¶ children from low SES homes are less likely to say that there are lots of good things for 
them to do online. They also report having significantly fewer digital skills than their better-
off peers. 

 



 

11 

Table 2: Daily internet use in different places, by gender, age and SES 

 

 
NCGM: Q1 a-e: Looking at this card, please tell me how often you go online or use the internet (from a computer, a 
mobile phone, a smartphone, or any other device you may use to go online) at the following locations.... 
Base: All children who use the internet. UK survey for Net Children Go Mobile.  
Source: Livingstone et al. (2014a) 

 

2.3 Summary 
 
The recent time trends in childrenôs internet use are as follows: 
 

¶ There is increasing internet use among very young children. 

¶ An increasing amount of time is spent per week by internet users. 

¶ There has been a shift from shared to personal devices for internet use (although younger 
children prefer use of the tablet). 

¶ UK children are more likely to use the tablet than children in other European countries; they 
are also more likely to use the internet at school. 

¶ Age is the major factor that differentiates among children in terms of amount and context of 
internet use. 

¶ Gender matters more to patterns and preferences in internet use rather than to access. 

¶ Despite increasing access and use among children, socio-demographic inequalities persist. 
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3. Childrenôs online activities  
 
 

3.1 Main findings and trends over time 
 
Digital technology and the use of the internet is becoming an integral part of children and young 
peopleôs lives. Broadly speaking, the more and better quality childrenôs access, the deeper and 
more diverse are their online activities (Livingstone et al., 2012a). Although our present focus is 
more on risks than opportunities, it is important to understand childrenôs positive motivations for 
and choices in using the internet. This will, in turn, help us to understand how they use the internet 
and how this may have consequences for their wellbeing. 
 
It is also important to realise that online activities cannot be easily divided into óopportunitiesô or 
órisksô. Children undertake a range of what might be called órisky opportunitiesô ï often associated 
with social networking (Livingstone, 2008). Arguably, positive experiences as well as risky 
opportunities and even risk can contribute to childrenôs digital literacy and resilience (see later). 
 
Research shows that children use the internet for a variety of reasons. This is especially true for 
older children who use it more broadly (e.g., social networking, uploading photos, homework) in 
comparison to younger children who use it for more specific reasons (e.g., watching videos).  
 
For example, Childwiseôs (2017) Monitor Report found that children aged 7-16 use the internet to 
watch video clips (59%), listen to music (56%), play games (54%), complete homework (47%), 
interact with family and friends (47%), social networking (40%), look up information (38%), and 
upload videos, photos and music (27%). As children get older, music and communication become 
more important while playing games declines (see Figure 6 below). 
 

Figure 6: Reason for going online, by age 

 

 
Source: Childwise (2017) 

 








































































































































































