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The Young Scot 5Rights Youth Commission is a diverse group of 18 young people, aged 14-21 from all across Scotland, who are supported by Young Scot, the Scottish Government, and 5Rigths to raise awareness about young people’s rights in the digital world. After being commissioned in February 2016 by Scotland’s then Minister for Children and Young People, Aileen Campbell MSP, they have spent the past 15 months leading an investigation on how Scotland can realise young people’s rights in the digital world. Their report on their findings and recommendations is due to be launched in May 2017. Below is the independent view of this entirely youth-led group of young people. It does not reflect the views of Young Scot, the Scottish Government, or 5Rights.

We, the Young Scot 5Rights Youth Commission, feel conflicted with the derogation contained in Article 8 of the GDPR. While we would like to see tighter regulations around the processing of the personal data of a child, we also identify certain benefits of being solely responsible for one's own data at an earlier age (e.g. 13). 

16 for many young people is a critical turning point in our life, where we might be leaving school and progressing to higher education or employment. It is therefore also a time when our digital footprint might attract particular attention from potential employers, universities or colleges - and not least our friends and peers. By being accountable for our own data at an earlier age, it could provide young people with a gentler learning curve in how we should handle our own data, so that by the time we reach this critical age of 16, we would have already developed the tools and confidence to decide how we want our data to be processed - that is, how we control our own online representation.

From a safeguarding point of view, we feel that setting the legal age of consent for data processing at 16 will do little to protect young people from potential harm. If safety is the motivation, then instead we should be investing in improving age verification methods to ascertain the genuine age of all users.

We believe that the requirement for parental consent is with good intention, and could be useful especially in informing parents/carers of their young person's access and use of mainstream social media platforms. However, we have concern that this might inhibit young people's access to online support of a more sensitive or personal nature. Examples include advice around bullying, mental health issues, sexuality and gender identity. It is paramount that young people can exercise our right in accessing this kind of information, without the need for foreknowledge or consent from our parents/carers.
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