Code of practice
A guide to the 12 principles
How well does your organisation comply with the 12 guiding principles of the surveillance camera code of practice?

Here are some questions you should consider to help you check if you comply.

1. What’s your system for?
   Do you review its use?

2. Have you carried out a privacy impact assessment?
   Do you publish your privacy impact assessment?

3. Do you have signage in place to say surveillance is taking place?
   Is there a published point of contact for people to raise queries or complaints with?

4. Who’s responsible for your system?
   Are your staff aware of their responsibilities?

5. Do you have clear policies and procedures in place?
   Do your staff know what your policies and procedures are?

6. How long do you keep images/information?
   How do you make sure images/information is deleted once they’re no longer needed?
• Do you have a policy on who has access to the stored information?
• Do you have a policy on disclosure of information?

• Do you follow any recognised operational or technical standards?

• Do you make sure that the images captured by your system are caught securely?
• Are only authorised people given access to the images?

• Do you evaluate your system regularly to make sure it’s still required?
• Could there be an alternative solution to a surveillance camera system?

• Can the criminal justice system use the images and information produced by your surveillance camera system?
• Do you have a policy on data storage, security and deletion?

• Do you use any specialist technology such as ANPR, facial recognition, Body Worn Video (BWV) or remotely operated vehicles (Drones)?
• Do you have a policy in place to ensure that the information contained on your database is accurate and up to date?
Contact the Surveillance Camera Commissioner

2 Marsham Street
1st Floor, Peel
London
SW1P 4DF

Email: scc@sccommissioner.gsi.gov.uk

More information:
www.gov.uk-surveillance-camera-commissioner