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Preface by the Prime Minister

The Government is pledged to modernise British politics. We are committed to a comprehensive programme of constitutional reform. We believe it is right to decentralise power; to guarantee individual rights; to open up Government; and to reform Parliament.

The Government is delivering on its promises:

- voters have supported a Scottish Parliament and a Welsh Assembly, giving the people of Scotland and Wales more control over their own affairs within the United Kingdom;
- a Bill bringing new rights, through the incorporation of the European Convention on Human Rights into United Kingdom law, has been introduced to Parliament;
- White Papers on a new strategic authority and an elected mayor for London, and development agencies in the regions of England, have been introduced.

This White Paper explains our proposals for meeting another key pledge — to legislate for freedom of information, bringing about more open Government. The traditional culture of secrecy will only be broken down by giving people in the United Kingdom the legal right to know. This fundamental and vital change in the relationship between government and governed is at the heart of this White Paper.

These proposals will form the basis for a thorough and informed debate. As an open Government our next step will be to conduct a careful consultation exercise on the basis of a draft Bill.

Tony Blair
Foreword by the Chancellor of the Duchy of Lancaster

Openness is fundamental to the political health of a modern state. This White Paper marks a watershed in the relationship between the government and people of the United Kingdom. At last there is a government ready to trust the people with a legal right to information. This right is central to a mature democracy.

There are matters, such as national security or personal privacy, where information has to be protected. Government itself needs some protection for its internal deliberations. This White Paper strikes a proper balance between extending people's access to official information and preserving confidentiality where disclosure would be against the public interest. It is a new balance with the scales now weighted decisively in favour of openness.

The Government will be publishing a draft Freedom of Information Bill next year. The Government believes that the proposals outlined in this White Paper will contribute positively to the progressive opening up of the British State.
CHAPTER 1

Introduction

1.1 Unnecessary secrecy in government leads to arrogance in governance and defective decision-making. The perception of excessive secrecy has become a corrosive influence in the decline of public confidence in government. Moreover, the climate of public opinion has changed: people expect much greater openness and accountability from government than they used to.

1.2 That's why we pledged before the election to introduce a Freedom of Information (FOI) Act. The purpose of the Act will be to encourage more open and accountable government by establishing a general statutory right of access to official records and information. This White Paper sets out proposals for such legislation.

1.3 An FOI Act will provide the people of this country, for the first time, with a general statutory right of access to the information held by public authorities. This right to know has existed in Sweden since the 18th century, in the USA since 1966, in France since 1978, in Canada, Australia and New Zealand since 1982 and in the Netherlands since 1991. The United Kingdom can learn from the experience of these mature fellow democracies. This White Paper contains a number of proposals which reflect overseas experience — and in one or two cases considers but rejects ideas commonly encountered abroad. We are willing to learn and see an FOI Act as central to our programme of modernising government. The Act will provide a clear standard of openness for the Government as a whole, in keeping with the need for proper Ministerial accountability to Parliament.

1.4 It is important to set these major steps in the wider context of open government as a whole. For example, since May, we have:

- taken steps towards setting up a Food Standards Agency to provide substantially more open and transparent arrangements in this vital area of consumer interest;
- required National Health Service trusts to hold their meetings in public;
- required all executive and advisory Non-Departmental Public Bodies to produce and make publicly available annual reports;
- required details of most public appointments to be placed on the Internet;
- prepared consultative proposals on the commitment to an independent National Statistical Service which will enhance the integrity of official statistics. These will be published shortly;
• removed restrictions on disclosure of certain internal government papers to the National Audit Office;

• published a National Asset Register listing for the first time all the property owned by government departments.

1.5 We recognise the importance of underpinning these initiatives with a statutory guarantee of openness. This is essential. It is something that the last Government conspicuously failed to do. The result is a haphazard approach based largely on non-statutory best practice arrangements (in particular the central government Code of Practice on Access to Government Information) with statutory requirements for openness applying only in certain areas such as environmental information1, or limited to particular sectors of the public service, notably local authorities2. In preparing Freedom of Information legislation, we intend to reduce the complexities and duplication in existing statutory and non-statutory access requirements as far as possible.

1.6 We could have scored an early legislative achievement by simply enacting the existing Code of Practice into statute. Such an approach would not have done justice to our firm commitments. We have taken rather longer in order to complete a root and branch examination of this whole area in order to produce a better and more lasting scheme. The result is this White Paper which makes proposals for proper Freedom of Information legislation designed to replace this piecemeal and inadequate system with clear and consistent requirements which would apply across government.

1.7 Our FOI Act will have the following features:

• application across central government departments and their agencies, to local authorities, and to many thousands of public bodies and the NHS, as well as to privatised industries and other private bodies that carry out statutory functions (paragraph 2.2);

• there will be a right of access to a wide range of official records or other information (paragraphs 2.6 – 2.16);

• strict tests will be applied to ensure that information will be released except where disclosure would cause harm to one or more of a limited number of specified “interests” or would be contrary to the public interest (paragraphs 3.7 and 3.15 – 3.18);

• the system for protecting sensitive information will be simple, based on seven key specified interests, as opposed to the 15 exemptions currently in the Code of Practice (paragraphs 3.8 – 3.13);

• individuals will be granted greater access than ever before to the personal information which government holds on them (paragraph 4.5);

• individuals will be able to exercise their rights of access to personal information under FOI or Data Protection Legislation (paragraphs 4.9 – 4.11);

• there will be an independent Information Commissioner, who will police the Act, and handle appeals. The Commissioner will have wide-ranging powers, including the power to order disclosure of information (paragraphs 5.6 and 5.12);

• access rights to current and historical records will be integrated in the Act (paragraph 6.4).

1.8 We also propose a progressive approach to openness, including a continuing programme of action by the Office of Public Service to underpin the Act by changing the culture of government towards greater openness (Chapter 7). We will also consult widely on a draft FOI Bill to be published next year (Chapter 8).

1.9 Even before the draft Bill is published however, this White Paper marks the start of a consultative process on FOI. It is designed to set out our proposals clearly and succinctly. Nevertheless, it is a White Paper with "green edges". Comments on any aspect of it will be welcome: certain issues are highlighted as likely to be of particular significance to those who may be directly affected by an FOI Act, whether they are within or outside public services. Comments on these points would be especially welcome. Details of how to comment are set out on the inside front cover; details on how to join a debate on the White Paper on the Internet are included on the inside back cover.
CHAPTER 2

A right to know — rights of access under FOI

The scope of the Act — who will it cover?

2.1 We believe that Freedom of Information, as a fundamental element of our policy to modernise and open up government, should have very wide application. The Freedom of Information Act will apply across the public sector as a whole, at national, regional and local level. It will apply throughout the United Kingdom although it will be for the Scottish Parliament to determine the approach of the Scottish executive and other Scottish public bodies to openness and freedom of information within devolved areas in which it is competent to enact primary legislation. In Wales, the Act will cover the National Assembly for Wales (as a Crown body) and other public authorities.

2.2 The Act will have a far broader scope than the existing central government Code of Practice on Access to Government Information, or other openness measures in government. It will cover:

- Government Departments, including non-Ministerial Departments, and their Executive Agencies;
- Nationalised industries, public corporations, and all the 1,200 Non-Departmental Public Bodies ("Quangos"). Examples range from the Equal Opportunities Commission and the UK Atomic Energy Authority to the Royal Botanic Gardens and the Northern Lighthouse Board;
- the National Health Service;
- administrative functions of the Courts and tribunals;
- administrative functions of the Police and Police Authorities;
- the Armed Forces;
- Local Authorities;
- Local Public Bodies, for example Registered Social Landlords and Training and Enterprise Councils;
- Schools, Further Education Colleges and Universities;
- the Public Service Broadcasters (for example the BBC, Channel Four, the Radio Authority);
• private organisations insofar as they carry out statutory functions;
• the privatised utilities.

In addition, FOI provisions will be applied to information relating to services performed for public authorities under contract. Appropriate requirements will be included in the individual contracts between public authorities and contractors.

Who will the Act not cover?

2.3 A very few public bodies, because of the nature of their role, will be completely excluded from the Act. Parliament, whose deliberations are already open and on the public record, will be excluded. We are clear that the Security Service, the Secret Intelligence Service, the Government Communications Headquarters and the Special Forces (SAS and SBS) could not carry out their duties effectively in the interests of the nation if their operations and activities were subject to freedom of information legislation. These organisations, and the information that they provide, will be excluded from the Act, as will information about these organisations held by other public authorities.

2.4 The Act will contain a list, showing which public authorities and other organisations are covered, so that there will be no ambiguity about which bodies are included and which are not. This list will be published as part of the draft Bill next year. Such a list will need to be amended from time to time as public bodies are created or wound up, or public functions are carried out by different bodies. The Act will provide for this with an Order-making power to allow the list to be kept up to date.

What is the Freedom of Information Act intended to do?

2.5 The objective of the Act is to help open up public authorities and other organisations which carry out public functions. First, it will empower people, giving everyone a right of access to the information that they want to see. Secondly, it will place statutory duties on the bodies covered by the Act to make certain information publicly available as a matter of course.

3. In the rest of the Paper, we use the term "public authorities" as the generic term to cover all the bodies and organisations included in paragraph 2.2.
Your Right of Access

2.6 This is at the heart of the Act. The Government sees it as taking the general form of a right, exercisable by any individual, company or other body to records or information of any date held by the public authority concerned in connection with its public functions.

► “… by any individual, company or other body”

2.7 Anybody can apply for information. Applicants will not need to demonstrate or state their purpose in applying for information. All requests will be considered equally on their contents, not on the stated or presumed intentions of the applicant.

► “… to records or information …”

2.8 The Code of Practice on Access to Government Information, introduced by the last Administration in 1994, provides access to information, but not to actual records or documents. This is in contrast to most statutory FOI regimes (see Annex A). The Code’s approach has been frequently criticised as unnecessarily secretive because it offers potential scope for “doctoring” the material; and as cumbersome because in many cases disclosure of actual documents is the simplest: and quickest route for both Department and enquirer.

2.9 Another key issue is the changing nature of information creation and storage. In the USA for example, updating the 1966 legislation has recently been necessary to ensure that FOI covered computer disks and other IT storage methods.

2.10 We believe that, for the Act to be fully effective, the access right should be capable of a broad and flexible application in this respect. It should cover both records and information. And the term “records” should cover all forms of recorded information including electronic records, tape, film and so on.

2.11 The flexibility in these arrangements will help both the applicant and the public authority. The applicant will be able to specify the form of the record or information requested. The authority would be required, in the first instance, to release disclosable records or information in the form requested. But it too will have flexibility to meet the
request in a different form if this would be more in keeping with the requirements of the Act or if exact compliance would involve disproportionate cost or effort (see “Gateways to the Act”, paragraphs 2.23 – 2.27). Or it could decide to make a charge reflecting the cost of meeting the application if necessary (see “Who Pays?”, paragraphs 2.28 – 2.34).

2.12 A refusal to supply information or records in the form requested would be appealable to the Information Commissioner (Chapter 5), who would need to take into account factors such as the technical feasibility of meeting the request, and other discretionary cost thresholds relating to the provision of information, such as that for answering Parliamentary Questions. If problems of disproportionate cost look likely to limit significantly the extent to which individual public authorities are able to provide information under the Act, there will be scope for them to agree procedures with the Information Commissioner to provide it in a more cost-effective form.

➤ "... of any date. ..."

2.13 The access right will apply to records of any date, regardless of whether they were created before or after the Act comes into force. There would be only very limited exceptions to this, for example where the new Freedom of Information Act incorporates and supersedes certain existing statutory access rights which themselves only give access to records after a specified date.

2.14 Eventually, records held by many public authorities reach an age — normally 30 years — where they become subject to the criteria governing historical records. Chapter 6 of this White Paper sets out our proposals for integrating the access rights to both current and historical records under the FOI Act.

➤ "... held by the public authority concerned...."

2.15 The access right will apply to recorded information that the public authority concerned already holds. It does not have to have originated this itself. If an authority does not hold the information requested, it could choose to obtain it for the applicant, but would not be legally obliged to do so.
2.16 Many public authorities within the scope of the Act will hold records of various sorts which do not relate directly to their public functions. For example, individual authorities may hold private or personal records. Political and constituency papers may be held in the Private Offices of Government Ministers alongside official records. Commercial organisations carrying out public functions will, naturally, hold many other records relating to their separate commercial operations. Such records would not be available under the Act.

**Duties to publish information**

2.17 A Freedom of Information Act must be a catalyst for changes in the way that public authorities approach openness. In this respect, sensible legislation should have a far greater impact than any voluntary or discretionary system. Experience overseas consistently shows the importance of changing the culture through requiring "active" disclosure, so that public authorities get used to making information publicly available in the normal course of their activities. This helps ensure that FOI does not simply become a potentially confrontational arrangement under which nothing is released unless someone has specifically asked for it.

2.18 We believe it is important that further impetus is given to the pro-active release of information. So, the Act will impose duties upon public authorities to make certain information publicly available, as a matter of course. These requirements will be consistent with the other provisions of the Act — including its harm and public interest tests (see Chapter 3). They will be broadly along the lines of those in the *Code of Practice*, namely:

- facts and analysis which the Government considers important in framing major policy proposals and decisions;
- explanatory material on dealings with the public;
- reasons for administrative decisions to those affected by them;
- operational information about how public services are run, how much they cost, targets set, expected standards and results, and complaints procedures.
What is FOI not intended to do?

2.19 We are clear that an FOI Act is not appropriate for certain purposes and that the legislation should exclude certain limited categories of information held by public authorities.

2.20 First, it is not intended as an aspect of public sector employment law. It is not therefore intended that the Act should cover access to the personnel records of public authorities by their employees. This will also apply to records held for recruitment and appointments. The important distinction here is between the rights of individuals as members of the public to official information, and the different relationship between public sector employees and their employers. Allowing civil servants and other public sector employees a right of access to their personnel files under the FOI Act (as opposed to the Data Protection Act — see Chapter 4) would, among other things, result in public and private sector employees having different statutory rights. We are already acting positively on behalf of employees where disclosure issues are concerned. We are supporting a Private Member’s Bill currently before Parliament (the Public Interest Disclosure Bill). This is concerned with protecting the rights of employees in certain specific situations where an unauthorised disclosure is seen by the employee as the only means of bringing to external attention an abuse or problem within an organisation (commonly known as “whistle-blowing”).

2.21 Second, FOI should not undermine the investigation, prosecution or prevention of crime, or the bringing of civil or criminal proceedings by public bodies. The investigation and prosecution of crime involve a number of essential requirements. These include the need to avoid prejudicing effective law enforcement, the need to protect witnesses and informers, the need to maintain the independence of the judicial and prosecution processes, and the need to preserve the role of the criminal court as the sole forum for determining guilt. Because of this, the Act will exclude information relating to the investigation and prosecution functions of the police, prosecutors, and other bodies carrying out law enforcement work such as the Department of Social Security or the Immigration Service. The Act will also exclude information relating to the commencement or conduct of civil proceedings.
2.22 Lastly, FOI should not disadvantage the government in litigation. For that reason, the Act will not cover legal advice obtained by the government from any source or any other advice within government which would normally be protected by legal professional privilege.

**Gateways to the Act**

2.23 We are determined that the Act should be open, fair, straightforward and simple to operate both from the point of view of the applicant and of those who hold the information. The bodies covered by the Act will be expected to act reasonably and helpfully when applying the qualifying “harm tests” described in Chapter 3. Drawing upon overseas experience (see Annex B), time limits for response will be set out in the Act to ensure that applicants do not have to wait an excessive or unreasonable time for responses. Equally, applicants will be encouraged to act reasonably and not abuse or misuse the access rights that the Act provides.

2.24 For Freedom of Information legislation to operate effectively, it is necessary to include at the outset some basic tests of reasonableness for applications for information. We have termed these “Gateway” provisions in our Act. They are intended to give an applicant rapid entry into the FOI process by — on the one hand — encouraging applications which are reasonable and practicable for public authorities to deal with and — on the other hand — encouraging the authority and the applicant to cooperate in this process. This will therefore be the first step in the process of considering an FOI application (see the diagram at Annex C which sets out the whole process, step by step).

2.25 In most cases the “Gateway” process will simply be a matter of ensuring that the request is well-formed and clear; but the tests of reasonableness will also serve as the FOI equivalent of the procedures preventing the law being misused by vexatious litigants. Overseas FOI experience includes examples of individuals making hundreds or even thousands of requests to public authorities. This has persuaded us that some such provisions are necessary but we will ensure that they are carefully drawn so that they do not obstruct genuine requests for information. We have in mind the following considerations but would welcome views on these, and any others thought necessary.
2.26 Applications for information covered by the Act should normally progress to the point where they are assessed against the harm and public interest tests (see Chapter 3 and the diagram at Annex C). Circumstances where public authorities could deal differently with applications would include the following:

- applications for information which has already been published and is still reasonably available. Disclosure could be refused, but information to help identify the existing publication should be given to the applicant;

- applications for information which will be, or is intended to be, published at a future date. The public authority would need to give an indication of the plans for publication;

- applications which are not specific enough to provide the relevant authority with a reasonable indication of what is being sought. The authority would, in the first instance, need to indicate the nature of the problem and invite the applicant to be more specific;

- large-scale "fishing expeditions" or other applications which would result in a disproportionate cost or diversion of the public authority's resources in order to identify collect, or review the required records. The authority would need to give an indication of why the application caused this problem or — if it intended to meet the application but at a significant charge — the likely cost to the applicant of doing so;

- multiple applications from the same source for related material in order to avoid the previous restriction. Public authorities would have flexibility in such cases over how they treated such applications for charging and cost threshold purposes;

- large multiple applications for similar information from different sources which are clearly designed to obstruct or interfere with the public authority's business. Here, authorities would clearly have the option of publishing the information at an early stage in the process, thus avoiding the need for repeated disclosure to individuals.

2.27 In general, the object should be for the public authority to be helpful in dealing with problematic requests so that, if possible, the applicant can obtain the information he or she seeks by one means or another. Where this is not possible, an applicant should normally be able to appeal to the Information Commissioner (see Chapter 5).
There may also be scope for the Commissioner to mediate — whether formally under the Act or more informally — where an authority and an applicant have failed to reach agreement on what constitutes a valid application.

Who Pays?

2.28 Freedom of Information carries costs, essentially because it puts public authorities and the information they hold at the service of the people. That is particularly so with an Act that will cover all past as well as current records. This is not a reason for refusing to have FOI. But it is a reason for examining the cost carefully.

2.29 Every major FOI regime in the world contains provisions for charging — requesting payment from the applicant in certain circumstances, depending on the type and amount of information supplied. Some also have provision for flat-rate “entry fees” to use the different services provided under the Act (eg $X to make a request, $Y to take the case to appeal). In the UK, “Data users” — bodies holding information covered by the Data Protection Act — are able to levy a maximum fee of £10 per request, but cannot impose a charge relating to the work done to respond to the request. Under the Code of Practice this position is reversed: fees are not permitted, but charges can be made for work done to deal with requests.

2.30 In considering what fees and charges structure would be most appropriate for FOI, we have the following aims:

• a system which is as fair as possible to applicants based on the assumption that the bulk of the costs of FOI will be borne by public authorities;

• a mechanism which reinforces the “Gateway” tests set out above by deterring frivolous requests and encouraging responsible use of the Act;

• a means of applying some control over flows of ‘subject access’ requests for personal information between FOI and the new Data Protection Act (this is explained in Chapter 4).

2.31 On this basis, we propose that:

• public authorities covered by the Act should be able to charge a limited access fee per request;
• this should be no more than £10, to keep it in line with the fee for subject access under Data Protection;

• where the request is for an individual’s own personal information, the authority holding the information can charge a flat fee up to a maximum of £10;

• no fees will be charged for access to review and appeals procedures. This would too easily encourage an irresponsible attitude from those dealing with the request in the first instance;

• complaints about misuse of fees may be made to the Information Commissioner.

2.32 Public authorities will be able to set charging schemes within parameters laid down either in the Act itself or (more probably) an Order made under it. These parameters would require that charging schemes:

• exclude any power to make a profit, ensuring that charges reflect only “reasonable” costs;

• should not apply to information which a public authority is required, under the FOI Act itself, to make publicly available;

• should be structured to fall primarily on the limited number of applications which involve significant additional work and considerable costs, rather than straightforward applications which, for public authorities, should be part and parcel of normal interaction with the public;

• must provide early notification of any prospective charge to applicants, to enable them to choose whether to proceed with their applications (this may be particularly important where work involving reviewing of documents for sensitive content is likely to reduce the ultimate benefit to the enquirer).

2.33 A common concern with uniform fee and charging systems is that they tend to penalise the individual applicant in search of a limited range of information, as opposed to a private company which may be systematically using FOI to augment its commercial data-base. The Government would therefore welcome views on (a) the desirability and (b) the viability of a two-tier charging approach designed to impose higher charges on commercial and other corporate users of the Act.
2.34 As with fees, complaints about charges will be appealable to the Information Commissioner. The Commissioner would also be able to determine whether an authority’s general fee and charging structure conformed with the provisions of the Act.

**Services for which the government charges**

2.35 The government has for many years offset the costs of some of its operations through charging commercial rates for certain tradeable information-based services (for example land registration data supplied by HM Land Registry). The total income from charging for these information services (including direct sales income, licensing revenue and income from data supply) amounted to some £180 million in 1996–97.

2.36 This charging regime is underpinned by Crown copyright which has been the subject of a review launched by the previous Government. The results of that review are being published shortly as a Green Paper which will invite comments on proposals to simplify the application of Crown copyright (eg more standardised and fast-track licences) and to liberalise it (eg non-enforcement for declared classes of material, such as unpublished public records, Acts of Parliament and Statutory Instruments).

2.37 We want to protect the integrity and status of government material and to secure the revenue which Departments obtain for providing high-quality services for which the customer is willing to pay a price. At the same time, we want to provide the public and the information industry with easier and quicker access to the general run of material produced and held by government. We shall consult on options for striking this balance in the Green Paper on Crown copyright.

2.38 We will take account of comments on the Green Paper in drafting the FOI Bill, the charging provisions of which will be drafted to exclude tradeable government information.
CHAPTER 3

The right to know and the public interest

Disclosure Decisions

3.1 Decisions on disclosure under the FOI Act will be based on a presumption of openness. Public authorities taking such decisions will therefore need to start by assessing the effect of disclosing, rather than withholding, the information.

3.2 It is important, both for the authority itself, and for the applicant, that this assessment is as simple and straightforward as possible.

3.3 We have considered the existing Code of Practice on Access to Government Information in this respect, but do not believe it provides a suitable approach. In particular:

- it contains too many exemptions — 15 in total, more than any of the main statutory FOI regimes elsewhere in the world (see Annex D). This inevitably makes it complex for applicants to use, and encourages accusations that Departments ‘trawl’ for anything that might serve as a reason for non-disclosure;

- its wording encourages the use of a “class-based” approach towards exemptions. This is where a whole category of information or record is protected, leaving no scope for partial disclosure of a record, after deletion of sensitive material;

- it often requires a balance to be struck, whereby the harm that the disclosure could cause to one or more of the exemptions is set against the public interest in disclosure. But how the “public interest” might be constituted is not defined, and assessing harm against undefined factors can be difficult for staff and others who may be unfamiliar with the Code and with disclosure concepts.

3.4 In our view, it is right that the test for disclosure under FOI should be based on an assessment of the harm that disclosure might cause, and the need to safeguard the public interest. However, our proposals for doing this are designed to make decisions on disclosure — which in some cases will be complex and sensitive — as simple as possible to understand both by those required to make the decision, and by the applicant who is seeking information. In particular, the harm test which will be applied should give an indication of the degree of harm which is likely to justify protecting information relating to a particular interest. And an attempt should be made to set out how a decision on the “public interest” can be made.
3.5 This is what our proposed system is intended to do.

How decisions on disclosure will be made

I. The substantial harm test

3.6 As noted above, we see the tests for harm in the Code of Practice as insufficient. In particular, there is for most exemptions no indication of the extent of harm against which the disclosure or withholding of information should be judged.

3.7 We believe the test to determine whether disclosure is to be refused should normally be set in specific and demanding terms. We therefore propose to move in most areas from a simple harm test to a substantial harm test, namely will the disclosure of this information cause substantial harm?

II. The specified interests

3.8 We believe the 15 exemptions in the Code of Practice can be substantially reduced. Indeed, we do not propose that the Act should contain exempt categories at all, but rather that disclosure should be assessed on a “contents basis”, records being disclosed in a partial form with any necessary deletions, rather than being completely withheld. This ensures that the harm test is sensibly and realistically applied to key areas. We have provisionally identified seven “specified interests” in place of the Code’s exemptions.

3.9 In order to assess the circumstances in which substantial harm might be caused by disclosure, those using the Act will need to have a reasonable idea of the scope of each specified interest. So the FOI Bill will set out, to the necessary extent, particular factors in respect of each interest. Those considering applications — including the proposed Information Commissioner — should have regard to those factors when deciding whether a disclosure would cause harm or substantial harm to any one of them.

3.10 The Bill will also make clear, that such harm could in certain circumstances be caused by the cumulative effect of numerous disclosures of similar material over a period, as well as by a single disclosure.
III. Proposed key specified interests governing disclosure

3.11 We propose seven such interests:

1. **National security, defence and international relations.**

Protection of information whose disclosure could damage the national and international interests of the State is a key requirement of an FOI Act. The integrity of communications received in confidence from foreign governments, foreign courts or international organisations should be protected.

2. **Law Enforcement.**

Again, protection in this area is common to all FOI legislation. Paragraph 2.21 notes that the Act should not undermine the investigation, prosecution or prevention of crime, or the conduct of civil proceedings, and these functions of public authorities will be excluded from the Act. Beyond this however, there can clearly be no obligation to disclose other information which could substantially harm the effectiveness of law enforcement or encourage the avoidance or evasion of tax and other financial obligations owed to the State.

3. **Personal Privacy.**

The right of the individual to personal privacy is a fundamental human right. To some extent, this right is already protected through the law relating to confidentiality; moreover it is enshrined in Article 8 of the European Convention on Human Rights, which we propose to incorporate into UK law as a key element of our policy of bringing rights home. Protection against disclosures which could substantially harm this right is an essential element of an FOI regime.

At the same time, the right to personal privacy cannot be absolute — there may be circumstances where disclosure of personal information may be in the public interest. Such cases could well raise difficult choices between the potentially conflicting interests of the individual, the applicant and the public authority holding the information. This is an issue which an FOI Act may need to acknowledge through a mechanism to allow third party appeals against impending disclosure (see paragraph 5.19). The Government is
introducing legislation into Parliament to implement the 1995 European Community Data Protection Directive. Data protection is integral to personal privacy, so there will be clear and important links between this legislation and FOI. These are examined in Chapter 4.

Relations between public authorities and the private sector need to rest on two-way openness and trust. There will of course be information — like trade secrets, sensitive intellectual property or data which could affect share prices — where disclosure would substantially harm the commercial interests of suppliers and contractors. This might, in certain circumstances, apply to the commercial interests of the disclosing authority itself — we are mindful that the Act's proposed coverage will include the nationalised industries, executive public bodies with significant commercial interests, and some private bodies in relation to any statutory or other public functions which they carry out. But we believe that openness should be the guiding principle where statutory or other public functions are being performed, and in the contractual arrangements of public authorities. For example unsuccessful bidders need to know why they were unsuccessful and how they could succeed next time. For the public, it is important to know how much central government services cost, no matter who provides them. Commercial confidentiality must not be used as a cloak to deny the public's right to know.

5. The Safety of the Individual, the Public and the Environment.
Protection should exist for information whose disclosure could pose a significant threat to the health and/or safety of an individual person, the public more generally, or the environment.

6. Information Supplied in Confidence.
Many public authorities hold information supplied to them by private individuals, companies or other organisations in the expectation that it will be kept confidential. Much of this will be personal information or commercially sensitive material, in which case the relevant specified interests will apply. But there may be other circumstances where an obligation of confidentiality exists: for example the views of experts given freely on the understanding of confidentiality, or opinions expressed about an individual in references for
appointments or citations for honours. In taking forward proposals in this area, we will have regard to the law of confidentiality. As noted in paragraph 2.13, the Act will cover information and records of any date before it comes into force. This will make it particularly important to ensure adequate protection for people or organisations whose communications with public authorities were covered by explicit undertakings of confidentiality, or at least a reasonable expectation that the law of confidentiality applied to them.

Decision-Making and Policy Advice

3.12 There is one specified interest where, because of particular factors set out below, we propose that decisions on disclosure be made against a test of "simple" harm (ie, "would disclosure of this information cause harm?"). This is:


Now more than ever, government needs space and time in which to assess arguments and conduct its own debates with a degree of privacy. Experience from overseas suggests that the essential governmental functions of planning ahead, delivering solutions to issues of national importance and determining options on which to base policy decisions while still maintaining collective responsibility, can be damaged by random and premature disclosure of its deliberations under Freedom of Information legislation. As a result, high-level decision-making and policy advice are subject to clear protection in all countries, sometimes taking it outside the scope of the legislation altogether — for example in Canada, where "Cabinet Confidences" and related information are excluded from that country's Access to Information Act.

We do not propose a restrictive approach on these lines. Indeed, unlike previous UK Administrations, we are prepared to expose government information at all levels to FOI legislation. But we believe the relevant harm test needs to reflect the points set out above, and in particular the extent and nature of the damage which can be caused in this area. This leads us to propose a modified, straightforward harm test in this area. Factors which would need to be taken into account in determining whether this test would prevent disclosure of information are likely to include:
- the maintenance of collective responsibility in government;
- the political impartiality of public officials;
- the importance of internal discussion and advice being able to take place on a free and frank basis;
- the extent to which the relevant records or information relate to decisions still under consideration, or publicly announced.

As noted above, we see the use of harm tests as being based on the contents, not the nature, of the records or information requested. In framing our proposals on decision-making and policy advice, we see the factors determining the harm test here as likely to apply particularly to high-level government records (Cabinet and Cabinet Committee papers, Ministerial correspondence and policy advice intended for Ministers, whether from government departments or other public bodies). Protection of this interest may well also be necessary for other records such as confidential communications between departments and other public bodies. But all potential disclosures will be decided on the basis of the information in question, against the requirements of the Act.

**Factual and Background Material**

3.13 In keeping with our general commitment to openness, and in particular with our work to establish an independent National Statistical Service, we are keen to ensure that as much factual and background information as possible is made publicly available. We therefore see the decision-making and policy advice interest as designed primarily to protect opinion and analytical information, not the raw data and factual background material which have contributed to the policy-making process. Public authorities will therefore be encouraged to make such information available, even where opinion and advice based upon it needs to remain confidential. This is in line with, for example, a similar separation envisaged in the 1993 Right to Know Bill, and a recommendation of the 1996 Report on Open Government by the Select Committee on the Parliamentary Commissioner for Administration. We intend to exemplify this process by publishing shortly, in accordance with earlier commitments, substantial factual background to the development of this White Paper, and the decisions it announces.
3.14 We believe that these seven specified interests (subject to further definition, as necessary, in the legislation) should offer adequate protection for sensitive information. **We would however welcome views and comments on this issue.**

**IV. Safeguarding the public interest**

3.15 Applying the harm test is an essential element of any decision on disclosure. But there is a risk that the results of applying that test may not necessarily be consistent with the public interest (whether the outcome is to disclose or to withhold information).

3.16 Consideration of the "public interest" has become an increasingly important aspect in decisions — in both legal and non-legal contexts — on disclosure of information. It can, in certain circumstances, be critical in deciding whether information should be disclosed or withheld. We believe it to be an essential element in determining the right to know.

3.17 In addition, we have noted (paragraph 3.3 above) that the way that the public interest is meant to be applied under the **Code of Practice** is unclear, and can be difficult for both the disclosing authority and the applicant to understand.

3.18 We make two proposals to deal with this. First, ensuring that any decision on disclosure safeguards the public interest should be a separate, identifiable step in the FOI process. Second, an attempt will be made in the Bill to increase the clarity and certainty of individual decisions by defining what constitutes the public interest.

**The public interest**

3.19 No single factor can be said to constitute the "public interest", nor can the outcome of conducting a public interest test be predicted in advance: a case-by-case approach will be necessary. We believe, however, that public authorities can seek to ensure that decisions under FOI safeguard the public interest first by checking:

- that the preliminary decision on whether or not to disclose, resulting from the substantial harm test, is not itself perverse. For example, would a decision not to disclose particular information itself result in substantial harm to public safety, or the environment, or the commercial interests of a third party?
and then by ensuring:

- that the decision is in line with the overall purpose of the Act, to encourage government to be more open and accountable (see paragraph 1.2); or if not, that there is a clear and justifiable reason for this; and

- that the decision is consistent with other relevant legislation including European Community Law which requires either the disclosure or the withholding of information. In particular, we are concerned to preserve the effectiveness of the Official Secrets Act, and there may in some cases be a need to ensure that a decision taken under the FOI Act would not force a disclosure resulting in a breach of the harm tests that prohibit disclosure under the Official Secrets Act.

3.20 Disclosure may also be prevented in specific circumstances by other legislation. We intend, however, where appropriate and consistent with European Community legislation, that the Act should repeal or amend the many existing statutory bars to disclosure first identified in the 1993 Open Government White Paper, bringing them into line with the harm and public interest tests set out above.

3.21 If any of the points highlighted in the text above — soundness of original decision; consistency with the purpose of the FOI Act; and consistency with other relevant legislation — cannot be answered satisfactorily, further consideration is likely to be needed before a final decision is taken on whether or not to disclose. This process is illustrated in the diagram at Annex C showing how the Act is expected to work in practice.
CHAPTER 4

The right to personal information

4.1 The Freedom of Information Act will give individuals a statutory right of access to the personal information about them which is held by public authorities. In most other countries (and under the existing Code of Practice) access to personal information has proved to be one of the most popular and widely-used aspects of Freedom of Information legislation. Examples of such information might include personal social security benefit records or Inland Revenue tax records.

4.2 A number of Acts already give people access to information about themselves. We believe that it is desirable to bring as much of this existing legislation as possible under the new Freedom of Information Act. Further work will be done to determine how far each of these Acts can be replaced by the Freedom of Information Act. This will be done alongside the work on other statutory provisions described in paragraph 3.20.

Protecting Personal Information: Data Protection

4.3 The most significant existing legislation on access to personal information is the Data Protection Act 1984. This is due to be replaced, in an augmented form, by a new Data Protection Act, which will implement an EC Directive. Data Protection legislation is designed, amongst other things, to protect an individual's personal information from misuse by organisations, in either the public or the private sector, which process such data as part of their activities. One of the key aspects is that the individual has a right to obtain a copy of the personal information about them that an organisation holds. (The procedure for obtaining this information is sometimes called "subject access").

4.4 The Data Protection Act 1984 applies only to personal information held on computers. The new Data Protection Act will go wider and apply to some paper files. It will not apply to all paper files because this is not required under the Directive. For example, the Directive does not apply to policy files which only incidentally contain personal information. To comply with the Directive the new Data Protection Act must be in place by 24 October 1998.


5. EC Data Protection Directive (95/46/EC).
What FOI will cover

4.5 Subject to the exclusions set out in paragraphs 2.20 to 2.22 above, Freedom of Information will apply to all personal data held by public authorities and other relevant organisations, whether on computer or on paper files. It will therefore cover a wider range of information held by public authorities than either the existing or the proposed Data Protection legislation.

Striking the right balance

4.6 The two regimes of Freedom of Information and Data Protection will cover the same ground in providing access for an individual to data held about them by public authorities. But in other respects the two regimes will carry out very different tasks. We intend to ensure that the regimes for freedom of information and the protection of personal privacy accommodate each other. The two regimes must perform differing functions as effectively as possible, with the potential for conflict kept to a minimum.

Protection for the individual

4.7 Any Freedom of Information Act must provide adequate protection for an individual from any unwarranted invasion of personal privacy caused by an application from a third party. In practice, for the Freedom of Information Act in the United Kingdom, the new Data Protection Act will provide the basis for this protection.

4.8. The Freedom of Information Act will be drafted so that it is compatible with the Data Protection Principles which are set out in Data Protection legislation. These include, for example, the requirements that data should only be used for a specified and lawful purpose; that it should be adequate and relevant for that purpose; and that it should be accurate and kept up to date. A third party right of appeal, described in paragraph 5.19, will allow an individual to be consulted in cases where his or her personal information privacy might be affected by an FOI application. The Act will also ensure that, except where other statute requires, third parties do not have a right of access to information about an individual if the individual is denied that right.

6. Data Protection also extends throughout other sectors of the economy
The access regime

4.9 We intend that the access regime should be as simple and helpful as possible for the applicant. It will ensure that any complexity in the overlap between the schemes or difficulty in determining the boundary is not reflected in the way in which it is presented to the user.

4.10 Data Protection legislation provides the individual with a number of rights. These include a right to correct inaccurate personal information and a right to compensation for any damage and associated distress caused by an organisation’s misuse of the information. We believe it would be wrong to limit these rights to personal information covered by, or obtained through, the Data Protection Act, particularly as the boundary of coverage will move over time (because of the likelihood of phasing in of the Acts and changes in how data are held). Therefore we intend that, as far as possible, the rights applying under the Data Protection Act will apply to all personal information held by public authorities irrespective of the coverage of the Data Protection regime or the route of access.

4.11 As far as is practicable, we will align the systems for access to personal information under Data Protection and Freedom of Information. This is likely to include the means of access, time limits for reply, charges and appeals. Paragraph 2.31 sets out one method of how this might be achieved for the issue of charging. In addition the Government proposes that public authorities will have a duty to ensure that any significant difference between the two regimes is made known to any applicant who might be affected by such a difference.

Appeals mechanisms for personal information

4.12 As explained in the next chapter, an independent Information Commissioner will be established to deal with appeals under the Freedom of Information Act. The Data Protection Registrar oversees the Data Protection regime. There will be occasions when appeals or cases involve both jurisdictions and it is clear that the two office holders will need to cooperate closely and effectively.

4.13 The Government proposes that the Commissioner and Registrar should be required, under the Freedom of Information Act, to consult each other and to exchange information on those cases where both jurisdictions come into play. In the unlikely event of a dispute arising between the Commissioner and Registrar, on which they were unable to reach agreement, this would ultimately be resolved by the Courts.
CHAPTER 5

Review and appeals

The need for an independent review and appeal mechanism

5.1 The case for an independent review and appeals mechanism under the Freedom of Information Act is twofold. First, cases involving the disclosure of information are often complex and sometimes require fine judgements to be made on whether the public interest in disclosing information should or should not prevail over a competing public interest in withholding information. There is a clear need for an expert review body to exercise such judgements. Secondly, it is the right of appeal that will effectively guarantee and enforce people’s right to know under the Freedom of Information Act.

5.2 The importance of independent review and appeal is recognised internationally through the provision of different types of appeals mechanisms, whether an Ombudsman, a tribunal or a specially designated Commissioner. Similarly, in this country, the Parliamentary Ombudsman supervises the Code of Practice on Access to Government Information while the Data Protection Registrar enforces the requirements of personal privacy deriving from the Data Protection Act 1984.

5.3 We see independent review and appeal as essential to our Freedom of Information Act. We favour a mechanism which is readily available, freely accessible and quick to use, capable of resolving complaints in weeks not months. That is what we propose to create under the Act.

Review and appeals under the Code

5.4 Under the Code of Practice on Access to Government Information there is a two-stage appeals process. In the first instance a complainant can ask a government department to carry out an internal review of its decision not to disclose information. If the complainant remains dissatisfied, he or she can then ask the Parliamentary Ombudsman to conduct an investigation.

5.5 This system has worked relatively well. Internal review has led to further disclosure in over 30% of cases. The Parliamentary Ombudsman has proved effective in policing the Code and in resolving the relatively small number of complaints. He has received some 140 since the Code was introduced in 1994. Although the Parliamentary Ombudsman does not have the power to order disclosure, departments have invariably complied with his recommendations. The Government would like to pay tribute to successive Parliamentary Ombudsmen (Sir William Reid and Mr Michael Buckley) for their valuable work on the Code.

7. The Parliamentary Ombudsman also fulfils the post of Health Service Commissioner (HSC), who is responsible for policing the Code of Practice on Openness in the NHS, and its Scottish and Welsh equivalents.
Review and appeals under the FOI Act

5.6 We propose to build on the Code’s two-stage system of appeal. The internal review stage will be formalised and a new independent Information Commissioner will be given wide-ranging powers. The Commissioner will be able to challenge authorities which refuse to release records and information which are subject to the Act. The Commissioner will have the power to order disclosure.

5.7 We envisage that the Information Commissioner will fulfil a role similar to that performed by the Parliamentary Ombudsman under the Code. However, we intend to make the new Commissioner an independent office holder (like the Data Protection Registrar) rather than an officer accountable to Parliament (like the Parliamentary Ombudsman). We believe that an independent office holder is the more appropriate model given the wide coverage of the Act which will include very large numbers of bodies (for example schools and local authorities) that are not directly accountable to Parliament. An independent office holder will be answerable to the courts for his or her decisions. In this way, the appeals system will be (and will be seen to be) independent and in particular not subject to any form of political override which might ultimately be used to resolve contentious cases in favour of the Government.

Stage 1: Internal Review

5.8 Internal review will be the first step in the FOI appeals process. It will provide a quick, low cost and simple mechanism for resolving many complaints. It should also ease the burden on the Information Commissioner, leaving him or her to concentrate on more complex cases. An internal review should be carried out by an official who was not involved in the initial decision and be completed within a specified timescale.

5.9 Generally, an internal review will be a precondition for making a complaint to the Information Commissioner. However, the Commissioner will have the discretion to accept a complaint which has not been the subject of an internal review, for example, where:

- a complaint concerns unreasonable delay in dealing with an initial request for information or in conducting the internal review itself;

- the public authority concerned is too small to have its own review procedure. Care will be taken to ensure that internal review procedures do not create an excessive burden for very small bodies.
Stage 2: Appeals to the Information Commissioner

5.10 The new Information Commissioner will have a key part to play in promoting, interpreting and enforcing the Freedom of Information Act. The Commissioner will not have any locus where the information concerned is not covered by the Act. The Commissioner’s primary role will be to investigate complaints that a public authority has failed to comply with the requirements of the Act either by refusing to disclose information, or by taking an unreasonable time to respond to requests, or by imposing excessive charges for information. He or she will be expected to resolve such cases as quickly and informally as possible. In a similar vein, the Commissioner will also hear appeals relating to access to historic records.

5.11 In addition, we will require the Information Commissioner to:

- publish an annual report, and special reports where necessary, to Parliament on the operation of his or her function and the operation of the Act more generally;
- publish reports on the outcomes of investigations and issue best practice guidance on the interpretation of the Act; and
- promote greater general public awareness and understanding of the Act.

5.12 We are prepared to give the Information Commissioner wide-ranging powers to carry out these important functions effectively:

- the power to order disclosure of records and information which are subject to the Act. This is an essential guarantee of the Commissioner’s role in ensuring that public authorities fulfil their duties under the Act. The Commissioner could require disclosure of whole records, or of part of them with sensitive material deleted, or of extracted information as appropriate;
- the right of access to any records within the scope of the Act and relevant to an investigation;
- the power to review and adjust individual charges or charging systems, or to waive a charge if disclosure is considered to be in the wider public interest. For example, the Commissioner might consider that there is a compelling public interest in disclosure which could go by default if the applicant could not afford to meet the charge being levied;
• **the right to resolve disputes via mediation.** Mediation should enable less complicated appeals to be resolved quickly, at minimum cost, without the need for a formal enquiry.

5.13 In line with the Parliamentary Ombudsman's enforcement powers, the Information Commissioner will also be allowed to report any failure by a public authority to comply with a disclosure order, or to supply records relevant to an investigation, to the court. Such cases would be treated by the court in the same way as a contempt of court.

5.14 There have been a number of cases overseas where public officials have deliberately altered, destroyed or withheld records from review. Although such cases are rare, and while there is no evidence of similar abuses having occurred under the Code, we believe that the public's right to know established under the Act should be properly safeguarded. We will therefore allow the Information Commissioner to apply for a warrant to enter and search premises and examine and remove records where he or she suspects that records that are relevant to an investigation are being withheld. We also intend to create a new criminal offence for the wilful or reckless destruction, alteration or withholding of records relevant to an investigation of the Information Commissioner.

5.15 There will be occasions, involving requests for personal information in particular, when FOI appeals overlap with the jurisdiction of the Data Protection Registrar. In such cases the Information Commissioner will need to consult the Data Protection Registrar (see paragraphs 4.12 and 4.13). Experience under the Code also shows that complaints about access to information and about maladministration can often be linked — for example, a complainant's case may be that he or she has been denied access to information which would be relevant in determining the degree of fault of the public authority concerned. We will therefore encourage the Information Commissioner to develop close working relationships with the various public sector Ombudsmen.

**Right of appeal beyond the Information Commissioner**

5.16 We do not propose that there should be a right of appeal to the courts. However, a disclosure order of the Information Commissioner (or a decision not to grant an order) would be subject to judicial review. We have decided to take this approach.

---

8. The question of whether the Commissioner has properly exercised his or her powers in reaching a reasonable decision. This is in contrast to a right of appeal to the courts on the substantive question of whether the decision was the right one or not.
because we believe it to be in the best interests of the FOI applicant. Overseas experience shows that where appeals are allowed to the courts, a public authority which is reluctant to disclose information will often seek leave to appeal simply to delay the implementation of a decision. The cost of making an appeal to the courts would also favour the public authority over the individual applicant.

5.17 Our proposed review and appeals system under FOI is set out diagrammatically at Annex E.

**Ministerial certificates and vetoes**

5.18 In a number of countries with FOI legislation, Ministers are given the discretion to override the disclosure powers of the appeals body. For example, they can certify that particular documents lie outside the appeals process or they can veto a finding of the relevant Ombudsman. We have considered this possibility, but decided against it, believing that a government veto would undermine the authority of the Information Commissioner and erode public confidence in the Act. We believe that our proposals strike the right balance between the sometime competing public interests in disclosing and withholding information.

**Third party rights of appeal**

5.19 Public authorities hold a great deal of information concerning individuals, companies and other organisations (referred to collectively as "third parties") which will be potentially releasable under the Act. **We would welcome views on whether a mechanism should be established to allow third parties to appeal against decisions to release information which they believe would cause "substantial harm" to their interests and, if so, what structure the mechanism should have.** The need for such appeals is most likely to arise in the areas of personal privacy, commercial confidentiality, or when the information requested was supplied in confidence by the third party.
CHAPTER 6

Public records

6.1 A Freedom of Information Act will have a considerable impact on our public records system. Government records of historical value are selected for permanent preservation and, when they are 30 years old, they are made available to the public in the Public Record Office. "Records" includes not just written ones but records in any form (for example e-mail).

A unified Act

6.2 The Government wants the two systems — Freedom of Information for current records and Public Records for historical records — to complement each other to give a unified approach to openness. We therefore propose that the FOI Act should cover access to both current and historical material. This will provide a comprehensive right of access to all records, regardless of their age.

6.3 At present there are both statutory and non-statutory rules governing access to historical material:

- the Public Records Act 1958 sets out the responsibilities of the Lord Chancellor as the Minister responsible for public records, the powers and duties of the Keeper of Public Records and the general rules governing the access to and selection, preservation and destruction of, public records;
- the Public Records Act 1967 sets the statutory closure period after which records must be made available for public inspection as 30 years, except for certain defined reasons;
- the 1993 White Paper on Open Government contains more specific guidance on the criteria for extended closure of public records and the retention of documents in Departments.

6.4 We propose that those rules relating to access rights to historical records be incorporated into the FOI Act (other aspects, such as the role and responsibilities of the Public Record Office, will continue to be covered by a separate Public Records Act). This does not mean that exactly the same access provisions for current records will apply to historical records. Those for historical records will reflect the fact that their sensitivity has decreased due to the passage of time. In moving toward a unified Act, we want to take the opportunity to improve the public's right of access to historical records.

9. The vast majority of records have little historical value and are therefore destroyed before they are 30 years old.
The 30 year rule

6.5 At present, historical records must be made available to the public — in the Public Record Office — after 30 years. We have examined carefully the case for change and concluded that on balance it is preferable to retain the 30 year rule which is in line with international practice. In particular, we do not think that meeting the considerable costs of reducing the 30 year rule for all historical records would constitute the best use of scarce public resources.

6.6 Instead, under the new FOI regime which we are introducing, more records should be released before 30 years. Fewer records will be withheld for the full 30 years. This will mean that 30 year old records will generally be of a greater sensitivity than before. We think it right therefore that the threshold date should be set at 30 years, a period long enough to enable the great majority of these historical records then to be released to the public. One of the virtues of this system, in comparison with practice elsewhere, is that there is a set date by which it is known that records are going to be listed and be available for the public to use. This will continue.

Criteria for withholding documents for longer than 30 years

6.7 The overriding presumption is that all records preserved for historical reasons will be made available to the public at 30 years. The 1993 White Paper on Open Government laid down the strictly-defined criteria that must be met if they are to be withheld from the public for longer than 30 years. As part of our general approach to giving access rights a statutory basis, we propose to incorporate these criteria into statute, so that they have the same status as the tests governing access to current information.

6.8 The criteria relate closely to some of the specified interests identified for FOI purposes: defence, international relations and national security; information provided in confidence; and personal information. We will take the opportunity of the FOI Act to reformulate the criteria to reinforce this relationship.

6.9 We also propose to introduce an upper time limit of one hundred years on the withholding of material. Such a ceiling means that no information would be left indefinitely undisclosed either because it is not subject to any statutory disclosure
requirement or because it is subject to statutory provisions which bar its release. We fully expect that virtually all of the public records held beyond 30 years because of their continuing sensitivity will cease to need protection after 100 years. However, because of the inherent sensitivity of the records in question we propose to test whether their disclosure could still cause substantial harm to the public interest.

**Application of the criteria**

6.10 Applications from departments for the extended closure or retention of documents beyond 30 years are put to the Lord Chancellor who is advised by his Advisory Council on Public Records. We propose to give the Advisory Council the statutory support of the Public Record Office so that such applications are checked against the relevant statutory criteria.

**Right of appeal**

6.11 The present route of appeal against extended closure or retention of records beyond the 30 year period — to the Lord Chancellor’s Advisory Council — is unsatisfactory. The Council and its little-known powers are limited to making non-binding recommendations on disclosure. Furthermore the Council is itself involved in the initial decision to close or retain material. We propose to direct appeals on public records to the independent Information Commissioner.

**The importance of record-keeping**

6.12 An FOI Act can only be as good as the quality of the records which are subject to its provisions. Statutory rights of access are of little use if reliable records are not created in the first place, if they cannot be found when needed, or if the arrangements for their eventual archiving or destruction are inadequate. The fast-growing use of IT will further increase pressure on the records system. We therefore propose to place an obligation on departments to set records management standards which take these changes into account, having regard to best practice guidance drawn up by the Public Record Office.
CHAPTER 7

Making government more open

7.1 Openness does not begin and end with a Freedom of Information Act. Overseas experience shows that statutory provisions need to be championed within government itself if openness is to become part of the official culture rather than an irksome imposition.

7.2 We believe that this sort of culture change has taken place in some countries — the USA and New Zealand are examples. We see no reason why it should not also be possible in the UK, despite a more entrenched culture of secrecy extending back at least to the 19th century and the Official Secrets Acts from 1889 onwards.

7.3 This will however mean that, for at least some public authorities, a Freedom of Information Act will bring with it substantial new obligations. This is all the more likely, given the very wide intended coverage of the Act. Arrangements for phasing-in through the progressive extension of the Act's provisions to all sectors and all different types of information may be needed. Existing mechanisms for openness — including the Code of Practice on Access to Government Information — will remain in place, with any necessary changes to smooth the transition to the fully-implemented legislation. A programme of work will be needed to facilitate this process.

7.4 In addition, a number of key tasks must be undertaken if we are to make an FOI Act the beginning of a real culture change:

- the general public will need a user-friendly “How to use FOI” guide;
- the public authorities covered by the Act need to be encouraged and helped to fulfil their obligations (whether statutory or otherwise) to pursue active openness — for example publishing internal manuals, performance indicators, giving reasons for decisions and so on;
- public authorities will need access to authoritative and up-to-date guidance in working with and interpreting the Act;
- effective training for officials must be organised and provided. A learning culture must be developed as the Act takes effect. For example, case studies of general interest could be assembled, publicised and made the subject of training courses;
• the operation of the Act needs to be monitored, leading to an annual report to Parliament;

• there needs to be a central point within government to which the Information Commissioner can turn to ease communication and liaison with the many public authorities covered by the Act.

These tasks are vital if we are to realise our objective of a more open government.

7.5 A clear, active and testing approach by the Information Commissioner is unquestionably a key aspect of changing the culture, and Chapter 5 sets out our proposals for ensuring that the Commissioner does indeed play such a role. Some of the functions listed above may well also properly fall to the Commissioner, in furtherance of his or her role.

7.6 In general however, we believe that the role of champion should best be supplied by government itself. It is vital that FOI should not result in a position where all the pressure for an open and positive approach to disclosure of information lies outside government, while a resulting counter-culture of reluctance develops within.

7.7 The Chancellor of the Duchy of Lancaster set up a small dedicated FOI Unit in the Cabinet Office (Office of Public Service) in May this year. That Unit, in liaison with the Information Commissioner’s Office, the Civil Service College, nominated contacts in government departments and other public bodies with a direct interest in FOI matters, will be well placed to carry forward much of this work.

7.8 All formal guidance and circulated papers of this Unit, together with, for example, the minutes of its meetings with the Information Commissioner or his/her Office, would be open documents, perhaps forming appendices to the Annual Report on FOI to Parliament. While the main focus of the Unit’s work would be government departments, it would also co-ordinate its work closely with other larger public bodies and those in government performing key sponsor roles for other public services covered by the Act, such as the Department of Health and NHS Management Executive.
7.9 The Unit would also work with the Civil Service College and other training providers to ensure that training about the Act, the statutory functions and duties it imposes, and the importance of open government generally, was properly planned and implemented. The Government will consider inclusion of FOI awareness training in the central monitoring of Departments' training and development Action Plans under the requirements of the 1996 White Paper Development and Training for Civil Servants: A Framework for Action.

7.10 The Government regards these commitments as essential to ensure that the momentum towards open and accountable administration created by the FOI Act is maintained.
CHAPTER 8

The way forward

8.1 The people of this country have waited a long time for a legal right to know.

8.2 Within eight months of taking office, we are bringing forward these proposals for giving the people such a right. We are determined to get this long-delayed freedom of information legislation right. We now propose to consult on the proposals set out in this White Paper and comments are invited by the end of February. (Details of how to do this are set out inside the front and back covers.)

8.3 Helped by the points made during the consultation, we will then prepare a draft Bill on which, as part of our general programme of modernising the conduct of Parliamentary business, there will be further consultation, not least with the House of Commons Public Administration Select Committee and the House of Lords Public Service Select Committee.

8.4 This means that we will be well placed to introduce a Bill into Parliament. The long wait for the right to know is nearly over.
## ANNEX A

### Access rights under overseas FOI legislation

<table>
<thead>
<tr>
<th>Country and Date of Enactment</th>
<th>Right of access to ...</th>
<th>Access</th>
</tr>
</thead>
<tbody>
<tr>
<td>New Zealand December 1982</td>
<td>Official information: &quot;any information recorded or stored by means of any tape recorder, computer or other device; and any material subsequently derived from information so recorded or stored&quot;.</td>
<td>Fully retrospective</td>
</tr>
<tr>
<td>Australia March 1982</td>
<td>The Act gives right of access to official documents. For the purposes of the Act 'document' includes maps, plans, photographs, audio-tapes, video and film, and records stored electronically.</td>
<td>Retrospection limited to 5 years before the Act (1982). Rationale was one of workload (i.e. it would be difficult to access old documents) and not that earlier 'records' had been compiled without regard to the possibility of disclosure.</td>
</tr>
<tr>
<td>Canada June 1982</td>
<td>The Act gives right of access to records. The definition of 'record' includes &quot;any correspondence, memorandum, book, plan, map, drawing, diagram, pictorial or graphic work, photograph, film, microfilm, sound recording, videotape, machine readable record, and any other documentary material, regardless of physical form or characteristics, and any copy thereof&quot;. A right of access is also provided to &quot;any record that does not exist but can be produced from a machine readable record... using computer hardware and software and technical expertise normally used by the Government Institution&quot;.</td>
<td>Retrospective, but with a progressive roll out: 1. To July 1980; 2. To July 1976; 3. Unreasonable workload excuse allowed; 4. No limit</td>
</tr>
<tr>
<td>USA 1966</td>
<td>Right of access to records. A definition of 'record' is not given.</td>
<td></td>
</tr>
<tr>
<td>Sweden Principles first expressed in 1766</td>
<td>Right of access is given to official documents. A document is defined as something that contains information. That is anything on paper but also tape and electronic recordings. A document is official if it is held by a public authority and is regarded as having been received or drawn up by the authority.</td>
<td></td>
</tr>
</tbody>
</table>
Response times to FOI access requests

<table>
<thead>
<tr>
<th>FOI regime</th>
<th>Number of days to respond to access requests</th>
</tr>
</thead>
<tbody>
<tr>
<td>Code of Practice on Access to Government Information</td>
<td>20 working days</td>
</tr>
<tr>
<td>Canada</td>
<td>30 days</td>
</tr>
<tr>
<td>New Zealand</td>
<td>20 working days</td>
</tr>
<tr>
<td>Australia</td>
<td>30 days</td>
</tr>
<tr>
<td>USA</td>
<td>20 working days</td>
</tr>
<tr>
<td>Ireland</td>
<td>28 days</td>
</tr>
</tbody>
</table>
### Annex C

**Processing an FOI application**

<table>
<thead>
<tr>
<th>REQUEST FOR INFORMATION MADE</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>IS THE INFORMATION WITHIN THE SCOPE OF THE ACT?</th>
</tr>
</thead>
<tbody>
<tr>
<td>yes</td>
</tr>
</tbody>
</table>

- **Yes**: If no, explain that the information is excluded from the Act.

<table>
<thead>
<tr>
<th>&quot;GATEWAY&quot; PROVISIONS</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>DOES THE REQUEST PASS THE BASIC TESTS OF REASONABLENESS SET OUT IN PARAGRAPHS 2.24 – 2.26?</th>
</tr>
</thead>
<tbody>
<tr>
<td>yes</td>
</tr>
</tbody>
</table>

- **Yes**: If no, try to deal with the request as helpfully as possible (see paragraph 2.27).

<table>
<thead>
<tr>
<th>APPLY SUBSTANTIAL HARM TEST</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>APPLY PUBLIC INTEREST TEST</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>DISCLOSE/WITHOLD</th>
</tr>
</thead>
</table>
ANNEX D

Exemptions: the Code and overseas FOI

<table>
<thead>
<tr>
<th>Exemptions in UK Code of Practice</th>
<th>Australia</th>
<th>New Zealand</th>
<th>Ireland</th>
<th>The Netherlands</th>
<th>USA</th>
<th>France</th>
<th>Canada</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Defence, Security and International relations</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>2. Internal discussion and advice</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>3. Communications with the Royal Household</td>
<td>YES</td>
<td>YES</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4. Law enforcement and legal proceedings</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>5. Immigration and nationality</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>6. Effective management of the economy and collection of taxes</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>In part</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>7. Effective management and operations of the public service</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td></td>
</tr>
<tr>
<td>8. Public employment, public appointments and honours</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>In part</td>
<td></td>
<td></td>
</tr>
<tr>
<td>9. Unreasonable, vexatious or voluminous requests</td>
<td>YES</td>
<td>YES</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>10. Publication and prematurity in relation to publication</td>
<td>YES</td>
<td>YES</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>YES</td>
</tr>
<tr>
<td>11. Research, statistics, analysis</td>
<td>YES</td>
<td>YES</td>
<td></td>
<td></td>
<td>In part</td>
<td>YES</td>
<td></td>
</tr>
<tr>
<td>12. Privacy of an individual</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>13. Third party's commercial confidences</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>14. Information given in confidence</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
<tr>
<td>15. Statutory and other restrictions</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
<td>YES</td>
</tr>
</tbody>
</table>
ANNEX E

Processing an FOI access appeal

**FOI ACCESS APPEAL MADE**

An FOI applicant may complain about:

(i) a refusal to release information;
(ii) a refusal to supply information in the form requested;
(iii) excessive charges; or
(iv) delays in responding to an FOI request.

A third party may be allowed to challenge decisions to disclose information which it believes would cause 'substantial damage' to its interests.

**Internal review stage**

The organisation will be required to formally review its decision.

**INTERNAL REVIEW**

Complaint resolved

**Information Commissioner**

The Information Commissioner may attempt to resolve the complaint through mediation.

**MEDIATION**

( Depending on the circumstances )

Complaint resolved

**FORMAL INVESTIGATION**

The Information Commissioner may issue a disclosure order.

**DECISION**

Complaint resolved

**The Courts**

The FOI applicant, organisation, or a third party may apply for a judicial review of the Information Commissioner's decision.

**Judicial Review**

(if granted)
YOUR RIGHT TO KNOW — DEBATING THIS WHITE PAPER ON THE INTERNET

The “Informing Government” web site (http://foi.democracy.org.uk/) has been set up to promote public discussion of this White Paper and to enable the public to ask questions of, and make suggestions to the Cabinet Minister for Public Service, Dr David Clark, who is responsible for the White Paper.

If you would like your submission to be published on this web site as part of this discussion, please indicate this. Although such submissions on paper can be converted for electronic publication, the process is made easier if you can e-mail your submission in text format (.txt file) to submissions@democracy.org.uk, or send it by post, on a 3.5 inch disk, to:

Alex Balfour
Content Director
UK Citizens’ Online Democracy
c/o Internet Vision
60 Albert Court
Prince Consort Road
London SW7 2BE

The Informing Government web site is supported by the Cabinet Office and managed by UK Citizens’ Online Democracy, a non-partisan, not-for-profit organisation that promotes public education and participation in the democratic process using electronic media.