CRIME AND COURTS BILL

SUPPLEMENTARY EUROPEAN CONVENTION ON HUMAN RIGHTS MEMORANDUM

The Home Office and Ministry of Justice published an ECHR memorandum on Introduction of the Crime and Courts Bill in the House of Lords on 10 May 2012. A supplementary memorandum was published on 22 June 2012 in respect of a Government amendment providing for the transfer of immigration and nationality judicial reviews in England and Wales from the High Court to the Upper Tribunal. This further supplementary memorandum addresses Government amendments for Lords Committee stage in relation to community sentencing and Deferred Prosecution Agreements.  

Community sentencing

Part 4 (Electronic monitoring of offenders) of new Schedule  (Dealing non-custodially with offenders)

2. Part 4 of new Schedule (Dealing non-custodially with offenders) will broaden the existing provision in section 177 of the Criminal Justice Act 2003 (“CJA 2003”) that allows courts to impose an electronic monitoring requirement as part of a community order.  The current legislation confines an electronic monitoring requirement to monitoring the offender’s compliance with other community order requirements. Section 177 currently requires the court to impose an electronic monitoring requirement when imposing a curfew requirement or an exclusion requirement
 and confers a power to do so when  imposing any of the other community order requirements in section 177(1). 
3. Paragraph 12 will add “electronic monitoring requirement” to the list of requirements in section 177, and extend the definition of this to enable the court to authorise the location monitoring (tracking) of offenders on community orders and the collection of that location data. Electronic monitoring will also continue to be available to the courts to monitor compliance with other relevant requirements (if any) in the community order.

4. The paragraph will provide for a single electronic monitoring requirement, which will allow either or both monitoring for the purpose of monitoring compliance with other requirements and monitoring location. The court order will specify the use to which electronic monitoring is to be put in the individual offender’s case.

5. Paragraph 13 makes identical changes in respect of Suspended Sentence Orders under section 190 of the CJA 2003.

6. Electronic monitoring, including location monitoring, is also provided for in other legislative contexts. For example:

a) Section 36 of the Asylum and Immigration (Treatment of Claimants etc) Act 2004 provides for the imposition of electronic monitoring to monitor the location of the adult, or his or her presence in or absence from a location at specified times, during specified periods of time, or throughout the currency of the arrangements.

b) Paragraph 12 of Schedule 1 to the Terrorism Prevention and Investigation Measures Act 2011 makes provision for enabling an individual's movements, communications or other activities to be monitored by electronic or other means, where the individual is suspected of involvement in terrorist activities, and various other conditions are met.

c) Section 62(2)(b) of the Criminal Justice and Court Services Act 2000 allows the Secretary of State to impose electronic monitoring on an offender released from prison on licence for the purpose of monitoring compliance with other conditions of his release and/or for the purpose of “monitoring his whereabouts (other than for the purpose of securing his compliance with other conditions of his release)”.

d) Section 253 of CJA 2003 requires prisoners who are released early on “home detention curfew” arrangements to have their curfew monitored electronically. During the curfew period the offender’s whereabouts generally can be monitored but whereabouts cannot be monitored outside the curfew period. However should there be a need to track the offender’s whereabouts, more broadly the powers in section 62(2)(b) could be used to supplement them.

7. Section 148(1) of the CJA 2003 provides that a community sentence (including a community order) can only be imposed where the offence is “serious enough to warrant such a sentence” and section 148(2)(a) of that Act provides that “the particular requirement or requirements forming part of the community order must be such as, in the opinion of the court, is, or taken together are, the most suitable for the offender”. The Sentencing Council provides a guideline to courts on when a community sentence has crossed the threshold of seriousness to warrant such a sentence and such a sentence is to be imposed, and the appropriateness of particular requirements. That guideline also emphasises the importance of the legislative presumption in favour of a pre-sentence report to advise on the appropriateness of particular requirements (section 156(3) of the CJA 2003). The court is, of course, a public authority for the purposes of section 6(1) of the Human Rights Act 1998 and as such is prohibited from acting incompatibly with the Convention rights and will no doubt be mindful of those obligations in determining the appropriateness of imposing an electronic monitoring requirement on the offender
. 
8. Data processing arrangements following sentence will be subject to the requirements in the Data Protection Act 1998 and will be set out under a duty imposed on the Secretary of State in new section 215A of the CJA 2003 to issue a code of practice on the processing of data.  

9. Part 4 of the new Schedule will ensure that there is legal foreseeability such that those sentenced by the court to a community order will know they may be made subject to electronic monitoring and by necessary implication that data relating to their location will be lawfully stored and processed for the purposes of deterring re-offending, crime detection and to enforce any relevant requirements in the Order. The length of the requirement will be set out on the face of the order for a period of up to three years and the court will be under a general obligation to explain the reasons for the sentence imposed (section 174 of the CJA 2003). 

10. New section 215A of the CJA 2003 provides that the Secretary of State must publish a code of practice setting out the appropriate tests and safeguards for the use, retention and sharing of the collected data.  The Government anticipates data will be shared with: (a) responsible officers to monitor compliance with any community requirements and instigate any necessary breach action; and (b) where appropriate and permissible under the Data Protection Act 1998 with the police for the prevention/detection of crime. We consider that data sharing in this way is within the purpose for which the data was collected or at least for a linked or similar purpose. 
11. The European Court of Human Rights (“ECtHR”)  in Uzun v Germany
 rejected a complaint by the applicant  that the recording of his movements  via GPS tracking device built into his co-accused’s car, as well as the use of the data obtained in the subsequent criminal trial breached his Article 8 rights. The court found that even in the case of covert surveillance of an unconvicted suspect the use of GPS tracking can be Article 8 compliant. 

12. The Government considers that these provisions are compatible with the Convention rights.  

13. Whilst both the requirement to wear a tag and the collection and subsequent processing of data engages Article 8
, any interference with Article 8 is capable of being justified under Article 8(2) as necessary as the interference corresponds to a pressing social need to reduce the rate of re-offending of those on community orders.  The  re-offending rate for adults subject to court orders was 34% in the 12 months ending September 2010 (court orders here means pre-CJA 2003 community sentences, CJA 2003 community sentences and Suspended Sentence Orders). The measure is a proportionate response in pursuit of the legitimate aims of protecting public safety, the prevention of disorder and crime and the protection of the rights of others
.  

Part 5 (Statement of assets and other financial circumstances of offenders etc) of the new Schedule (Dealing non-custodially with offenders)
14. Part 5 of the new Schedule amends legislation to make it explicit that a court may order an offender to provide details of their assets when looking at their financial circumstances when fixing the value of a financial order as part of that offender’s sentence. Part 5 of the new Schedule clarifies that courts may take into account assets which are unrelated to the offence for example where the offender has a low income but high value assets thereby enabling the court to impose a higher value financial order than it would otherwise have been able to do by taking into account the offender’s income only. Whilst these amendments do not create a new penalty, they may have the potential of increasing the amount of penalty that an offender may be required to pay. They do not involve the confiscation of assets but it is possible that in some cases it will force offenders to sell assets to meet the cost of the fine.  

15. The amendments engage Article 1 Protocol 1 (“A1P1”) rights. However, any interference with the offender’s property is capable of being justified under the second paragraph of Article 1 as having a legitimate aim and being proportionate to that aim. 
16. In order for the measure to be justified in A1P1 terms it must be capable of being exercised in a way which is proportionate to the aim being pursued and it must strike a fair balance between the means employed in furtherance of the general interest and the protection of the individual’s rights.  Member States are granted a wide margin of appreciation in implementing measures to control the use of property.  
17.  The ECtHR has found that ‘penalties’ in the second paragraph of A1P1 includes the imposition of a fine
. It has accorded states a considerable margin of appreciation under the second paragraph and has indicated that it will only interfere where it considers that a state’s actions are ‘devoid of reasonable foundation’
.
18. The Government considers that the provisions constitute an interference with the peaceful enjoyment of possessions under A1P1 but that it is a justifiable interference to secure the payment of penalties. It will be for the offender to provide details of their assets and for the court to ensure that the penalty value is a proportionate response to offending behaviour. The value must reflect the seriousness of the offence and the circumstances of the offender with regards to assets. Furthermore, there are a number of important procedural safeguards that will be in place. Guidelines produced by the Sentencing Council will assist courts to strike a fair balance between the rights of the owner of the assets and the public interest. We do not envisage that assets will include an offender’s primary residence, property needed for his or her livelihood, or any third party property that is in his or her possession. In addition, the usual appeal rights against sentence will apply.

19. The Government has considered whether the proposals engage Article 6 or Article 8 rights, but has concluded that these rights are not engaged and therefore no particular issues arise.
Part 6 (Information to enable a court to deal with an offender) of new Schedule (Dealing non-custodially with offenders)

20. Part 6 of the new Schedule  enables the Secretary of State and a Northern Ireland Department and Her Majesty’s Revenue and Customs (“HMRC”) to share social security information and financial information respectively with Her Majesty’s Courts and Tribunals Service (”HMCTS”).  
21. In relation to proceedings in service courts, Part 6 also  enables the Secretary of State and a Northern Ireland Department and HMRC  to share social security information and financial information respectively with members, staff and representatives of the Service Prosecuting Authority (”SPA”), who are responsible for providing the service courts with information relevant to sentencing.
22. Part 6 is not intended to enable information to be shared between a Northern Ireland Department and HMCTS/SPA.  It makes reference to a Northern Ireland Department to bring within the scope of the provision  social security information on Northern Ireland citizens that is held on the Department for Work and Pensions’ IT system and which may be included as part of any data shared with HMCTS/SPA for the purposes permitted by the clause.
23. Social security and financial information can only be shared with HMCTS/SPA for the specified purposes of enabling courts to enquire into the financial circumstances of a defendant before setting a fine or compensation order following a conviction.  Data will be obtained by HMCTS/SPA prior to a defendant appearing in court and before a conviction occurs, but will only be shared with the court where it indicates that it is considering setting a fine or making a compensation order.
24. The data to be shared will include information about a defendant’s income, gains and capital and benefits status and other information such as a defendant’s name, address, date of birth and national insurance number.
25. Part 6 will therefore ensure that there is a clear statutory power which describes the data that HMCTS/SPA will be able to obtain, who they will be able to obtain it from and for what purposes.  As such, this data sharing power will be precise and accessible to the defendants to whom the data relates. Paragraph 28 of the new Schedule also creates an offence for sharing the information other than for a purpose permitted by Part 6.
26. Where the data shared includes the personal data of the defendants in question it will engage and interfere with defendants’ Article 8 rights.
Article 8

27. Any interference with Article 8 is capable of being justified under Article 8(2) as necessary as the interference corresponds to a pressing social need to assist the court in determining whether to set fines and compensation orders and setting them at appropriate levels. The current system assumes a weekly income of £400, and for those who are known to be in receipt of benefits a weekly payment of £110 per week, if financial information from defendants is not forthcoming. Setting a financial penalty on the basis of that assumption may lead to fines that do not reflect the (potentially much lower or higher) income of offenders.
28. The ECtHR has recognised the value of public authorities being able to obtain objective information in order to make “important decisions” and we consider setting appropriate fines and compensation orders to be an important decision.
 Sharing data to assist the court in setting appropriate fines and compensation orders will protect the rights of the general public to an efficient sentencing framework if the result is financial penalties that are more likely to be complied with and which are readily enforceable in the event of non-compliance. It also protects the rights of defendants by helping to ensure that courts have accurate information to hand when deciding whether to set a fine or compensation order and if so what level of fine or compensation order is fair and proportionate.

29. In the Government’s view obtaining financial information on defendants prior to a conviction is proportionate because early access will help avoid unnecessary delays in the handling of cases. A delay in obtaining the relevant data following conviction with a knock-on effect on the timing of sentencing cannot be in the best interests of the defendant subject to the delay. Nor is it in the best interests of members of the public, whose confidence in the justice system is boosted by the prompt imposition of appropriate penalties.
30. The Government recognises that a power to share data of this nature must be subject to robust safeguards to ensure that it is a proportionate measure. Accordingly, data will can only be shared with authorised individuals in HMCTS/SPA who themselves are only authorised by the clause to pass the information on to the court if a defendant is convicted and the court indicates it requires the data for sentencing purposes.  If data is supplied for any other purpose (with certain specific exceptions permitted by the clause), these measures will be enforced by way of a criminal offence to prevent unauthorised access to and use of the data. Imposing an offence in this context has been held by the ECtHR to be an effective and adequate safeguard against abuse.
 The measures will therefore ensure that HMCTS/SPA can only access data for the purposes for which it has been obtained; and destroyed as soon as it is no longer needed for those purposes. The Government will also ensure that a secure IT system is in place which prevents access other than by those authorised by the clause to receive the information.  This system of practical measures and safeguards is also particularly material in determining whether the United Kingdom has remained within its margin of appreciation, and that the disclosure or communication of the personal data is not inconsistent with the guarantees of Article 8.

31. In devising these safeguards we have sought to ensure that they comply with the data protection principles set out in the Data Protection Act 1998 which will automatically apply to the sharing of any personal data. In particular the principles require: processing to be fair and lawful; that personal data be obtained only for one or more specified and lawful purposes and not further processed in a manner incompatible with that purpose; that personal data be adequate, relevant, not excessive and accurate and not kept for any longer than necessary for the purpose for which it was obtained; and that appropriate technical measures should be taken to guard against accidental loss or destruction of data.  Compliance with those principles will, on our view, ensure compliance with Article 8.

32. It is also relevant when considering justification and proportionality that there is already an existing statutory obligation on defendants to provide information on their financial circumstances to HMCTS when requested to do so (section 20A(1A) of the Criminal Justice Act 1991 (as inserted by section 95 of the Courts Act 2003) and section 162 of the CJA  2003).  Such a provision is not voluntary if a request is made: complying is a statutory requirement backed up by a criminal offence. Consequently, the principle that court officials should have available financial information which can be passed to the court for sentencing purposes after conviction has already been approved by Parliament and recognised in statute and has not been the subject of an ECHR challenge. Part 6 is entirely consistent with this idea and the only difference is that under the law as it stands financial information is provided directly by the defendant rather than HMCTS/SPA obtaining it from a specified Government department.

33. The experience of HMCTS is that the existing system described above is not an effective way of obtaining the necessary information. The requirement to provide information on financial circumstances is often not complied with and, for resources reasons, breaches not pursued. Continuing to rely on the existing regime entails a real risk that important information is withheld from the court with a potentially negative impact on the ability of the courts to hand down effective and proportionate sentences. Accordingly, this proposal, when viewed in light of the limitations and safeguards set out above, is a proportionate means of pursing a legitimate aim which does not have an overriding adverse impact for those charged with offences.

34. For these reasons, the Government considers that these provisions are compatible with the Convention rights.

Deferred Prosecution Agreements 

Overview of the  DPA process 

35. Deferred prosecution agreements (“DPAs”) are an additional tool for prosecutors to deal with economic crime committed by organisations. A prosecutor would be able to enter into an agreement with an organisation alleged to have committed one or more specified offences whereby the prosecutor would defer prosecution for a set period of time (depending on the particular case) during which time certain conditions would have to be met by the organisation. A prosecution would not proceed provided that the organisation has complied with the conditions by the end of the agreement. 

36. A DPA will contain an agreed statement of facts relating to the alleged offence. It is expected that such a statement will include factual admissions relating to the events and conduct element, and possibly the fault element, in respect of the alleged offence. However it will not be a condition or requirement for the organisation to admit criminal liability at any stage of the DPA process. 

37. The agreement will also include certain terms and conditions to be met by the organisation within particular timeframes. The specific terms and conditions will depend very much on the particular case, but may include some or all of the following:

a) reparation to victims (for example repayment of monies, a charitable donation or actions such as reinstatement of a sacked employee) to be paid or carried out within a specified time period;

b) a donation to charity or other third party;

c) a financial penalty to be paid within a specified time period;

d) disgorgement of profits or benefit (the financial benefit to the organisation) to be paid within a specified time period;

e) where the company agrees that it does not have proper anti-corruption or anti-fraud policies, procedures, or training, in place, then an obligation to implement such policies, procedures or training within a specified time period; 

f) provision for an independent monitor to review the organisation’s polices procedures and training, and/or to review general compliance with the agreement;

g) provision as what might happen in the event of minor breach for example additional penalties in the event of late payment;

h) reasonable prosecution costs.

38. The DPA process will include a number of distinct phases:

a) Investigation 
i. A potential case is identified either through self-reporting by the organisation, or by the appropriate investigatory authority (for example, the police or the Serious Fraud Office).

ii. A preliminary investigation is conducted, which may be based on but not limited to an internal investigation carried out by the organisation.  

iii. The prosecutor decides the extent of the criminality and the potential charges, and whether it would be appropriate, in principle, to offer and enter into a DPA. This will be informed by a new Code of Practice for prosecutors and additional guidance.

b) Negotiation 
i. If the prosecutor considers that a DPA is in principle appropriate, then this will be communicated to the organisation which will also need to consider whether it wishes to voluntarily enter into a DPA. 

ii. If the organisation does, in principle, wish to enter into a DPA then detailed discussions will follow between the parties to agree the facts and the potential terms of the agreement. 

c) Preliminary hearing

i. Once the parties have agreed a draft DPA the prosecution will make an application to the Crown Court. 

ii. There will be a preliminary hearing, or hearings at which the judge will consider the draft DPA and give indications as to whether (a) in principle a DPA is in the interests of justice; and (b) the draft terms and conditions would be fair, reasonable and proportionate in light of the agreed facts (referred to as “the judicial scrutiny tests”). These hearings will be in private in order to preserve confidentiality and to minimise the risk of prejudicing future criminal proceedings until such time as the DPA was finally agreed. 

iii. Based on the judge’s indications, the draft DPA will be reviewed and developed further by the parties. 

d) Disposal hearing

i. The finalised draft of the DPA will be put before the judge who will apply the judicial scrutiny tests, and indicate whether he will approve the proposed DPA. 

ii. If the judge was satisfied there will then be a disposal hearing in open court during which the judge will outline the case and approve the DPA, with reasons. 

iii. Criminal charges will simultaneously be laid and suspended for the duration of the agreement. 

iv. The terms of the DPA and all declarations made by the court in the preliminary and final hearings will be published by the prosecutor, subject to any necessary protections in respect of any ongoing or future related investigations and prosecutions. 

e) Compliance and discharge 
i. Compliance with the DPA will be overseen by prosecutors and in some cases by an independent monitor.
ii. Assuming the DPA is adequately complied with by the end of the deferral period, the charges would be withdrawn, and there will be a bar to future prosecution in relation to the same offence(s).
f) Variation and breach 
i. The organisation informs the prosecutor that they wish to vary the DPA because of an exceptional and unforeseen change of circumstances. 

ii. The parties must agree whether there is a need to vary the DPA, and if so how it ought to be amended. Without agreement the DPA will remain in force, unamended. 

iii. If the parties can agree a proposed variation, then it is put to a judge for approval at a hearing in public (although either party may apply for the hearing to be in private). The judge must apply the judicial scrutiny tests. If the judge does not approve the variation then the original DPA remains in force. 

iv. Where there is an alleged breach of one of the DPA terms the prosecutor must determine whether it is a minor breach the consequences of which are provided for in the DPA itself. If not then the prosecutor must apply to the court for a factual determination on whether there has been a breach, and its scope. Even in instances of minor breach provided for in the DPA, the prosecutor may decide to seek a determination from the court if they consider that this is merited, for example in cases of repeated minor breach.

v. There will be a hearing in public (although again either party may apply for it to be in private) at which the judge will hear evidence and submissions from both parties in order to determine, on the balance of probabilities, whether the alleged breach has occurred. 

vi. If the judge finds that there has been a breach then he or she may either invite the parties to agree how to remedy it, or order a termination of the DPA. 

vii. Where the parties cannot agree how to remedy a breach, or the prosecutor considers that as a result of the breach the DPA ought to be terminated, the prosecutor must apply to court to seek termination of the DPA. 

viii. If the DPA is terminated before it has been fully complied with then the prosecutor may apply to lift the suspended indictment in order to bring a criminal prosecution. 

Article 6: rights of an organisation which is a party to a DPA

Determination of a civil right or obligation or a criminal charge 

Determination 

39. Article 6 guarantees procedural fairness whenever there is a “determination” of a “civil right or obligation” or a “criminal charge”. 

40. A “determination” must be a final determination of a civil right or obligation or a criminal charge – interim or provisional decisions do not generally engage Article 6. However, where an interim decision has or is capable of having a seriously detrimental effect on the party affected by it then it may amount to a determination for the purpose of Article 6; whether it has this effect is a question of degree. 

41. The Government considers that viewed as a whole the process is unlikely to amount to a determination for the purposes of Article 6 given that (a) DPAs are to be an alternative approach in appropriate cases to the prosecution of economic crimes committed by organisations; (b) the process is voluntary and an organisation can back out at any stage; (c) there will be no finding of guilt or conviction in respect of the alleged offence; and (d) the court will not impose any sentence or penalty. 

42. The Government has nonetheless considered compatibility with Article 6 in the event that the DPA process is found to amount to a determination, or to engage Article 6 on the basis that agreement to a DPA amounts to waiver of the right to have the criminal charge determined at a hearing. 

Civil right or obligation 

43. It is possible that the particular organisation which is alleged to have committed an offence, or any member of the public with an interest in the particular case, may disagree with the prosecutor as to (a) whether it is appropriate to enter into a DPA in principle; or (b) if so, the specific terms and conditions of the agreement. Such disagreement would clearly not amount to a “dispute” about “a civil right or obligation”. In practice, an interested person could anyway seek judicial review of a prosecutor’s decision to enter or not to enter into a DPA. 

Criminal charge 

44. Article 6(1) will only apply if the allegation that is made is both criminal in nature and constitutes a charge. 

Criminal nature 

45. New Schedule Deferred prosecution agreements which will allow for DPAs does not expressly classify the procedure as criminal, but the following features of the regime mean that in the Government’s view it is likely to be categorised as such:

a) A DPA will be an alternative disposal method to a prosecution in relation to allegations of economic crime; 

b) In order for a DPA to even be considered as a potential option, the prosecutor will need to be satisfied that on the available evidence a relevant crime has been committed; 

c) DPA proceedings will be commenced before a judge of the Crown Court whose jurisdiction is otherwise over criminal trials and related matters;
d) Once a DPA is approved by the judge and becomes final, the criminal charge or indictment would be formally laid, albeit suspended until all the terms of the DPA are met. 

46. This conclusion is not beyond doubt. Countervailing factors include that: (a) a DPA is not a sentence of the court; (b) there will have been no trial; and (c) no offence will have been proven or necessarily admitted. It follows that a DPA does not give rise to any criminal record. However, in other respects a DPA may appear to be criminal in nature, including that: (a) the agreed facts of the case must clearly demonstrate that criminal wrongdoing has been committed by the organisation; (b) it can only be instituted and agreed to by a public prosecutor; and (c) a material breach, and breakdown of the agreement, may lead to criminal charges that have been laid being revived and a prosecution being instigated. 

47. The terms of a DPA will depend on the particular case, but the most relevant is a financial penalty to be paid within a specified time period. Whilst the penalty will not be imposed by the state, it will be agreed between the parties, and the intention is that the penalty will be broadly comparable to the fine that a court would have imposed on the organisation for the alleged offence following a guilty plea. The purpose of a financial penalty is to drive prevention and act as a deterrent, but also to mark the wrongdoing and reflect the level of culpability. 

48. The Government considers that the combination of the above factors is highly likely to result in a DPA case being found to have a criminal character. 

Charge 

49. The word “charge” has been given an autonomous meaning under the Convention, determined by reference to substance rather than form
. Under English law there will normally be a “charge” for Article 6 purposes when a person is charged or served with proceedings, and arrest will not ordinarily be sufficient
. A formal notification that a person is facing an investigation by the police may not be sufficient to engage Article 6, and even if proceedings are criminal in nature, Article 6 will cease to apply once a decision has been taken not to proceed with a prosecution
. 

50. The Government considers that whether, and if so at what stage in the process, a DPA constitutes a charge may be argued either way and, unsurprisingly, given the novel nature of DPAs, there is no settled case law on the issue. The Government does not necessarily consider that a DPA will involve a charge. The Government has nonetheless considered whether Article 6 protections will be met throughout the DPA process. 

Article 6(1) fair trial requirements 

51. Article 6(1) provides that in the determination of any criminal charge, “everyone is entitled to a fair and public hearing within a reasonable time by an independent and impartial tribunal established by law”. The DPA procedure meets this requirement in so far as:

a) DPA proceedings must be commenced before a judge in the Crown Court which is an independent and impartial tribunal established by law. 

b) As set out above, there will be preliminary hearings at which a Crown Court judge will consider the proposed DPA, and indicate whether the proposals are in the “interests of justice” and its terms “fair, reasonable and proportionate”. Assuming the judge is satisfied there would then be a disposal hearing. In this way the Crown Court will be exercising a supervisory role to ensure that DPA, including the statement of facts, alleged offences and proposed terms, are proportionate and fair. 

c) Both the prosecution and the organisation would be represented at the hearing. As at present, the Crown Court would also have the power, in suitable cases, to request the Attorney General to appoint an Advocate to the Court to represent the public interest.

d) The final disposal hearing will be in public.  Although the preliminary hearings will be conducted by the court sitting in private, those hearings will not “determine” the charge for the purposes of Article 6(1).     

52. A DPA is an alterative to criminal prosecution. There will be no trial, and the organisation will not be able to exercise the right to test the evidence and examine witnesses. 

53. A DPA will involve a waiver of at least some Article 6 rights (most notably the right to have the case determined by the court) given it is a voluntary process. In relation to arbitration agreements, a waiver of certain Article 6 rights has been recognised as effective in the Convention case law
 provided that it is made without compulsion, is unequivocal and does not run counter to any important public interest
.  Settlements of a claim may also amount to a waiver of the right of access to the court, but three conditions must be satisfied: 

a) The waiver must be established in an unequivocal manner; and in relation to procedural rights, a waiver to be effective must provide minimum guarantees commensurate with its importance
.

b) The settlement will not prevent a claim against the state in proceedings which are based on a claim that the law is inadequate in regulating the subject area
. 

c) The settlement does not offend the fundamental principles of the Convention
. 

54. These tests as to whether an arbitration agreement or a settlement agreement amounts to a legitimate waiver of certain Article 6 rights can be applied by analogy to the DPA regime. To the extent that a DPA amounts to a waiver of Article 6 it is considered that this is justifiable and necessary: 

a) The decision by the organisation as to whether to enter into discussions and eventually to enter into a DPA as an alternative to being prosecuted would be an entirely voluntary one. At no stage would an organisation be compelled by law to enter into a DPA. Indeed the organisation may withdraw from the process at any stage (even once it was before a court). If that occurred the onus would then be on the prosecutor to decide whether to prosecute or pursue any other available remedy.

b) The organisation will almost certainly receive independent legal advice throughout the process. 

c) It will be plain to the organisation that entering into a DPA will mean that there is no criminal prosecution provided the terms are met.

d) There will be a statutory code of practice for prosecutors specifically in relation to determining whether to enter into a DPA, and the appropriate terms and conditions, and this will help to ensure that prosecutors take account of the relevant factors in exercising their discretion. Moreover, the Crown Court will play a central role in ensuring that a DPA is appropriate. A DPA can only be finalised if the judge is satisfied that it is in the “interests of justice”, and that the proposed conditions, including any financial penalty, are “fair, reasonable and proportionate”. 

55. As noted above, the proposal is that preliminary DPA hearings will be held in private. The final approval hearing may also start in private to allow the proposed agreement to be set out before the judge and to enable any final issues to be resolved. The judge will then be invited to approve the DPA in open court whereby the agreement would be outlined and explained publicly, and formally approved by the judge. The judge will also reiterate what he or she has said at earlier hearings so that prior declarations are made public. The terms of the DPA will be published by the prosecutor and details of all the preceding court hearings may be made public in accordance with the existing legal framework so as to ensure transparency. If the judge was not satisfied with the proposals and was not willing to approve the DPA then there will be no open court hearing, and either the negotiations would need to continue or the matter would have to be dropped. 

56. Article 6(1) requires a public hearing, but this is not an absolute right and there are a number of express restrictions allowing for the exclusion of the press and public “in the interests of morals, public order or national security in a democratic society, where the interests of juveniles or the private life of the parties so require, or to the extent strictly necessary in the opinion of the court in special circumstances where publicity would prejudice the interests of justice”. The position must be assessed on a case-by-case basis, with respect of the “special features of the proceedings”
 concerned. 

57. The justifications for preliminary hearings taking place in private are, broadly speaking, twofold.  First, it may be necessary to restrict reports of the preliminary DPA hearings in order to avoid a substantial risk of prejudice to future criminal proceedings connected to the DPA. The DPA process will involve acceptance of wrongdoing and may involve admissions by organisations of behaviour amounting to criminal conduct. There may be linked, substantive criminal proceedings against individuals who were involved in the alleged criminal conduct at the heart of the DPA discussions.  In the event that the DPA negotiations fail, the organisation may itself face criminal proceedings arising from the same allegations.  Under the existing criminal law, it is already well established that reports of preliminary proceedings may be postponed in order to reduce the risk that such reports will prejudice future criminal proceedings
.  

58. Secondly, it will be necessary for those hearings to be in private because it is anticipated that organisations will be very unlikely to take the risk of engaging with the process if it is possible that their position could be compromised prior to an agreement being reached with the prosecution. Organisations are highly unlikely to openly discuss such potential admissions and terms and conditions if these risk being publicly disclosed prior to being finalised and approved by the court. To do so would involve a considerable risk to the organisation: public statements would be made which could be used against it, without any certainty that a prosecution could be avoided. Any such admissions as are made, and agreed, may be admissible in any future prosecution. If disclosed too early (and certainly while still in the process of being agreed) they might also be used by shareholders and interested parties to attempt to influence the process or the organisation. Insider trading by those acquiring confidential information about the organisation in court might also present risks.  

59. Due to the unique nature of the DPA process, such preliminary hearings may take place at a stage and for a purpose which is much more akin to the investigative phase of criminal proceedings which would always be conducted in private. Confidentiality at this stage would be analogous to confidentiality agreements used in plea discussions on serious and complex fraud cases
, and closer to “without prejudice” negotiations in civil disputes. 

60. The Government recognises that a defendant’s right to a fair trial under Article 6 may be in issue in cases where the prosecution seeks to rely on evidence against an individual or organisation which has been obtained or created during the DPA process. 

61. An individual cannot enter into a DPA but criminal proceedings may be instituted against an individual in respect of facts that give rise to a DPA being concluded with an organisation, for example where an individual is an employee of the organisation. A prosecutor will be able to use relevant information that is obtained or created during the DPA process in any such criminal proceedings. 

62. Where a DPA is not concluded (for example because it is not approved by a judge or one of the parties withdraws from the negotiations) the prosecutor will not be able to rely in a future criminal prosecution of the organisation upon the fact that DPA negotiations were conducted with the organisation, nor may the prosecutor rely on any draft DPA or statement of facts, or on any material created solely for the purpose of preparing either of those documents
. However, a prosecutor will be able to rely in principle on any other material, including, for example, investigation reports and witness statements created once DPA negotiations have been commenced; evidence obtained from enquires that are pursued as result of anything said or information provided in any draft statement; or any pre-existing documents provided by the organisation during the DPA process. 

63. The Government’s view is that section 78(1) of the Police and Criminal Evidence Act 1984, together with the courts’ obligation to ensure the proceedings generally comply with Article 6 (a court being a “public authority” under section 6(3) of the Human Rights Act 1998) are adequate protections of the right to a fair trial under Article 6 in any particular case (for example a court could exercise its common law power to stay criminal proceedings for abuse of process were the proceedings unfair). 

64. Although the prosecution will not seek to rely on a draft DPA or statement or facts where a DPA is not concluded, material generated by the DPA process which is in the possession of the investigatory body or the prosecution may fall to be disclosed to a defendant in later criminal proceedings, in accordance with the requirements of the Criminal Procedure and Investigations Act 1996.  

Article 6(2) presumption of innocence 

65. One of the central advantages for an organisation of entering into a DPA is that they avoid a prosecution, and any finding of guilt. A finding of guilt simply does not arise at any stage of the DPA process, and Article 6(2) therefore is not engaged. 

66. However the right to silence and the privilege against self-incrimination may be in issue in the DPA process, for example in relation to the general admissions that may be made to form the basis of the agreed facts or if a proposed term of the DPA is for the organisation to disclose all material wrongdoing. The Government’s view is that these rights would not be engaged or breached because there is no element of compulsion as entering into a DPA is voluntary.
Article 6(3) right to minimum standards of fairness in criminal proceedings 

67. The DPA process will be designed so as to satisfy the requirements of Article 6(3):

a) The organisation will be informed of the accusation during the investigation phase, and is likely to play a significant role in providing information and evidence to the prosecution which assists in demonstrating that it has committed certain offences.

b) A DPA can only be negotiated and finalised with the cooperation of both parties. It is therefore imperative that the organisation has adequate time and facilities to carry out their own internal investigation and to consider the available evidence before making a decision as to whether to enter into DPA negotiations, and whether to ultimately sign the finalised DPA. 

c) It is expected that organisations will choose to be legally represented throughout the DPA process, and will have sufficient private means to fund such representation. 
d) Given the essence of a DPA is that there will be an agreement between the parties as to the essential facts, the requirement for oral examination of witnesses against or on behalf of the organisation is very unlikely to arise. It is possible that the court may wish to call evidence of its own motion, for example to clarify a particular issue; in those circumstances, which are expected to be rare, each party will be able to examine the witness as required. However, the organisation will be free, and in fact encouraged, to conduct its own investigation into the case and to obtain evidence from witnesses that it considers relevant. 

e) Any evidence obtained from witnesses during the investigation that falls to be disclosed will be shared with the organisation. 

f) During the preliminary court hearings and the disposal hearing an interpreter will be made available if necessary under the existing rules. 

Article 7
68. The only respect in which the DPA regime might have retrospective effect is in so far as a DPA will in principle be available in relation to conduct which took place before the commencement of the legislation that allows for the regime. Therefore a DPA may be used in relation to alleged offences which were committed before the commencement of the DPA legislation.  

69. The Government’s view is that Article 7 is not engaged by the DPA regime because it does not create any new criminal offences which apply to past conduct, nor does not involve any finding of guilt or the imposition of a penalty. Even if a DPA was categorised as a criminal penalty, the penalty is not being imposed on an organisation but rather it is being voluntarily agreed to by the organisation in order to avoid prosecution. 

70. No heavier penalty will be applied under a DPA than could have been imposed on conviction because the penalty must be broadly comparable to the fine that a court would have imposed on the organisation for the alleged offence following a guilty plea. 

71. In addition, were any compensation payments or disgorgement of profits (which may be included as terms of a DPA) to be seen as a penalty, these are payments that a court would already be able to impose under current legislation such as the Proceeds of Crime Act 2002. Most importantly, however, the penalty, and any other compensation to victims or disgorgement of profits will be voluntarily agreed to by the organisation so as to avoid prosecution. 

72. Finally, the proposed terms and conditions of the DPA, including any financial penalty, will be reviewed by a judge who will refuse to approve the DPA if he or she considers that the terms are disproportionate or unfair. 

Article 10 

73. It is accepted that Article 10 is engaged in so far as preliminary DPA hearings before the Crown Court are to be in chambers, and therefore members of the public and the press will not be able to attend. Although it is important to note that once a DPA has been finalised the judge will provide reasons as to why he has come to his decision and any earlier decisions must be published by the prosecutor. 

74. The Government’s view is that this restriction is necessary and proportionate for the reasons set out above. 

Protocol 1, Article 1

75. The Government’s view is that A1P1 is not engaged given the organisation will voluntarily enter into the process.  To the extent that there is any argument that this article is engaged the Government considers that any deprivation of property by way of a penalty is plainly in the public interest in pursuance of criminal justice policy. 

Article 14 

76. The DPA regime is deliberately limited in scope, and therefore may result in differences in treatment, in particular:

a) A DPA is not an option for any individual alleged to have committed economic crime. Therefore an individual who has allegedly committed the same offence as an organisation, for example, or who has committed another offence but arising out of the same circumstances, may not benefit from a DPA as an alternative to prosecution.  

b) A DPA will not be offered to every organisation accused of an economic offence. The prosecution will have to decide in each case whether a DPA is in principle appropriate as an alternative to prosecution. 

c) A DPA will only be an option for economic offences that are listed in the primary legislation, or added to by affirmative order. A DPA will not, therefore, be available in relation to other alleged crimes that an organisation may commit, for example corporate manslaughter or environmental or health and safety offences. 

Discrimination within the ambit of a Convention Article

77. The Government does not consider that the limited scope of DPAs results in any discrimination for the purposes of Article 14. As set out above, Article 6 may be engaged by the DPA process but it is difficult to see how any alleged discrimination against a claimant, who for example is not offered a DPA in relation to a particular offence, could be said to fall within the ambit of that Article, or any other. 

Difference in treatment between persons in analogous situations 

78. Even if any difference in treatment could be said to fall within the ambit of a Convention Article, such treatment would not be in relation to relevantly similar situations. There are clear differences between the position of:  

a) An individual who is alleged to have committed an economic offence, and an organisation of some kind. The most critical difference being that if the organisation was prosecuted and convinced for the offence it could not be imprisoned. 

b) An organisation which is offered a DPA as an alternative to prosecution and one which is not. The offer of a DPA is discretionary, and will only be made in cases where the prosecution considers that it would be appropriate based on the particular facts and circumstances of the case. It is expected that there will be clear, identified reasons for why the prosecutor may consider a DPA appropriate in one case but not another, and that such differences will mean that an organisation which is offered a DPA and one which is not will not be in analogous situations. 

c) An organisation  which is alleged to have committed an economic crime which is in principle within scope of the DPA regime, and one which has committed another type of offence which is not in scope. Such organisations will not be in an analogous situation; they will have committed offences of a different nature.

Other status 

79. It is at least arguable that any alleged difference in treatment would not be on a ground that is protected by Article 14. None of the “suspect” grounds (sex, race, colour, language, religion, political or other option, national or social origin or association with national minority) apply. The relevant ground would have to be an “other status”, such as a distinction between types of criminal offences depending on whether they are categorised as economic crime, or a distinction between individuals who are alleged to have committed an economic crime and organisations alleged to have committed the same or similar crime. The Government’s view is that such distinctions do not amount to “other status” because Article 14 only prohibits differences in treatment based on a ‘personal characteristic’
 that is independent of the treatment complained of. However, it is prudent to consider the justifications for any potential difference in treatment. 

Justification 

80. The Government’s view is that any potential difference in treatment in the application of the DPA regime is justifiable and proportionate. A wide margin of appreciation will apply given that any difference in treatment will not be based on any “suspect” ground. 

81. The aim of the DPA regime is to provide an additional tool for prosecutors to deal with economic crime committed by organisations rather than individuals, most notably commercial organisations, so as to help overcome many of the current difficulties associated with prosecuting such organisations. In particular, as set out in the consultation paper, the intention is that the DPA regime will: 

a) be an effective tool in tackling economic crime and maintaining confidence in the justice system;

b) have swifter, more efficient and cost effective processes as compared to prosecutions; 

c) produce proportionate and effective penalties for wrongdoing by organisations; 

d) provide flexibility and innovation in outcomes, such as restitution for victims, protection of employees, customer and suppliers, and compliance audits; and 

e) drive prevention, compliance, self-policing and self-reporting by organisations.  

82. DPAs will be entirely new to the criminal justice system and the Government therefore considers that it is justifiable and proportionate for them to only apply to economic crime, and to exclude individuals from their scope. In particular: 

a) Economic crime in particular often involves lengthy and protracted investigation and prosecution, with intensive resources and high financial costs which mean that the number of cases that can be pursued to an outcome is limited. 

b) The law of corporate criminal liability for economic crime can cause difficulties because of the need to show “the directing mind and will” of the organisation had the necessary fault element for the offence. 

c) Individuals who are successfully prosecuted for a criminal offence, including an economic crime, may face imprisonment as a penalty whereas of course an organisation cannot be imprisoned and will be subject to a financial penalty instead. 

d) A criminal investigation and prosecution can lead to wider damaging consequences for an organisation and its employees, including the organisation going out of business, leading to job losses and the potential for wider damage to the economy. 

83. For these reasons it is appropriate to limit the scope of DPAs in the first instance to exclude individuals and to only apply to economic crime. Once DPAs have been introduced the Government will monitor and review their use and assess whether their scope ought to be widened. 

84. It is the Government’s view that the provisions in respect of DPAs are compatible with Articles 6, 7, 10 and 14 and Article 1 of the First Protocol.   
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� (X and Y v Netherlands, App No. 6753/74)


� (Gasus Dosier-und Fordertechnik Gmbh v Netherlands (1995) 20 E.H.R.R., 403 (paragraph 59)


� MS v Sweden (1999) 28 EHRR 313, para 42.


� MS v Sweden, para. 43.


� Connors v United Kingdom (2005) 40 EHRR 9, para 83 and Z v Finland (1997) 25 EHRR 371, para 95.  


� Deweer v Belgium (1980) 2 EHRR 439. See also Eckle v Germany (1983) 5 EHRR 1, para 73. 


� A-G’s Reference (No 2 of 2001) [2004] 2 AC 72, para 28. 


� R(R) v Durham Constabulary [2005] 1 WLR 1184, para 12. 


� Deweer v Belgium, para 49 and R v Switzerland (1987) 51 DR 83. 


� Di Placito v Slater [2004] 1 WLR 1605, para 51, replying on Hakansson v Sweden (1991) 13 EHRR 1, para 66.


� Pfeifer and Plankl v Austria (1992) 14 EHRR 692 para 37; Obserschlick v Austria (No 1) (1995) 19 EHRR 389. 


� Inze v Austria (1987) 10 EHRR 394, para 33. 


� Donnelly v UK (1975) 4 DR 4, 78, EComm HR. 


� Sutter v Switzerland (1984) 6 EHRR 272.


� Contempt of Court Act 1981, section 4(2)


� Prosecutors give undertakings about the use to which information obtained during discussions on plea agreements can be put in any subsequent prosecution of the company or others: see Attorney General’s Guidelines on Plea Discussions in cases of Serious or Complex Fraud C6-C10 (2009).  


� There is an exception to this rule: if in any future prosecution of the organisation, the organisation make a statement in evidence that is inconsistent with such material, then the draft DPA or draft statement of facts may be adduced and relied on in effectively the same way as compulsory statements are treated under section 2(8) to (8AA) of the Criminal Justice Act 1987. 


� Kjeldsen v Madsen and Pedersen v Denmark (1976) 1 EHRR 711, para 56 where it was said that discrimination had to be based on a ‘personal characteristic’ in order to fall within Article 14. The point has been repeated in subsequent cases, for example Kafkaris v Cyprus, judgment of 5 December 2007 (GC), para 160. 





22

