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Foreword

The brutal, illegal invasion of Ukraine serves
as the most pressing reminder of the need
for Defence and the importance of NATO as
the bedrock of the UK’s security. Russia’s
actions reinforce the conclusion of the
Integrated Review and Defence Command
paper that Russia continues to pose the
greatest nuclear, conventional military and
sub-threshold threat to European security.
Our approach in the Integrated Review was
threat led. Accordingly, we continue to learn
from the situation in Ukraine and will review
our capabilities and readiness levels in the
light of events and lessons identified. What
seems clear, so far, is that the conflict has
not changed our long-term priorities and that
the threats and challenges outlined within
the Defence Command Paper endure.

The Defence Capability Framework provides
a longer term demand signal to industry. It
has been developed in line with our current
policy and is intended to focus the collective
efforts of Government and industry in the
areas that matter most; allowing us to adapt
to existing and emerging threats.
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The Defence Command Paper signalled

the biggest transformation of our Armed
Forces since the fall of the Berlin Wall,
making them more effective, more agile,
more adaptable and more persistently
engaged. The Defence Command Paper

set out the plan to strengthen our alliances
with new and existing partners, build on

a more permanent overseas footprint and
had NATO at its heart. It was supported by
the settlement of an additional £24 billion!
over four years allowing us to invest more in
our armed forces’ capability. The Defence
Capability Framework has been informed by
the Integrated Operating Concept (IOpC) and
the requirement for our forces to deter and, if
necessary, defeat our adversaries in conflict,
as well as compete below the threshold of
armed conflict. The IOpC also requires our
armed forces to deliver a more dynamic
posture through persistent engagement

and to be integrated across domains and
across government, with an increased

focus on the domains of space and cyber.
These requirements have driven our future
capability plans and investment priorities,
which are detailed within the Equipment Plan
(EP) 21 and are set out in more detail in the
Defence Capability Framework.

1.£16.5bn over previous planning assumption of
0.5% real growth.


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/974661/CP411_-Defence_Command_Plan.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1014659/Integrated_Operating_Concept_2025.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1055953/Defence_Equipment_Plan_2021.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1055953/Defence_Equipment_Plan_2021.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1055953/Defence_Equipment_Plan_2021.pdf
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The spending review settlement has put
the department on a sounder financial
footing, with the EP 21 setting out how our
military capability will evolve to meet the
changing threats articulated in the Defence
Command Paper within an affordable cost
envelope. New funding and a clear vision
have given us the opportunity to ensure
that ambition and resources are in balance.
Much of the equipment programme over
the next ten years is well established, but
there are still choices to be made on how
we deliver the capabilities we need. There is
financial headroom within the EP to enable
future investment to exploit the outcomes
of our Research and Development, exploit
emerging technology and to further develop
and enhance our capabilities; this will allow
us to adapt to emerging threats, challenges
and learn from world events like those we
have seen in Ukraine.

The Defence and Security Industrial Strateqy

(DSIS) aims to establish a deeper, more
productive, strategic, and sophisticated
relationship between Government and the
Defence and Security industries, with greater
transparency and collaboration on capability
development being key enablers of this new
approach. We recognise the importance

of Defence industry to long-term capability
advantage, and we will work in partnership
with industry to help deliver our equipment
plan, with an increased focus on the social
value and the development of the skills base
that our partnership provides for the UK. In
future, we will continue to work with industry
on how our military capability requirements
are set as well as how solutions to the threats
and capability challenges are generated.



https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/971983/Defence_and_Security_Industrial_Strategy_-_FINAL.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/971983/Defence_and_Security_Industrial_Strategy_-_FINAL.pdf

As set out in DSIS, we are determined to be
more open and transparent about our future

capability requirements, to help provide
industry with a clearer demand signal and
to focus our collective efforts on the area’s
most important to the UK. The Defence
Capability Framework is part of that journey,
it provides our approach to and priorities
and plans for military capability development,
drawing from our other published strategies,
for example the Defence Space Strategy.

It articulates our overarching priorities for
future capability and provides greater detail
on planned investment within the current
equipment plan (Annex A). The Defence
Capability Framework is not intended to
define all our industry segment strategies,
which will be developed iteratively over the
next few years as described in the DSIS.
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The Defence Capability Framework has
been developed with input from industry and
the UK Defence Solutions Centre (UKDSC).
We will continue to develop our plans in
partnership with industry; section 6 of this
paper outlines some of the ways industry
can work with us, but we recognise that
the relationship with industry will need to
develop over time. Nonetheless, publishing
the Defence Capability Framework is one
step in establishing a more productive and
strategic relationship between government
and the defence and security industries.
Through being more transparent about our
future approach to capability development
and focussing the collective efforts of
Government and industry we want to
maximise the capability we deliver for our
armed forces.

Jeremy Quin MP
Minister for Defence Procurement


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1051456/20220120-UK_Defence_Space_Strategy_Feb_22.pdf
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1. Introduction

1. In November 2020, the Prime Minister 2. The Defence Capability Framework

announced an increase in defence
spending over four years of an additional
£24 billion? to meet the threats set out in
the Integrated Review. This has allowed
us to make significant new investment
over the Spending Review period and
beyond. These include investments
across five domains, with a particular
focus on space and cyber, increased
investment in research and development,
renewal of the deterrent, upgrades to our
current equipment and more investment
in equipment support that will drive

improvements in readiness and availability.

outlines our guiding principles that will
inform our approach to investment
decisions, how we develop military
capability over the next decade and
address the enduring capability
challenges. The enduring capability
challenges?®, outlined later in this paper,
are aligned to threats we believe will
intensify and provide the basis for our
understanding and prioritisation of future
capability development to support

the I0pC. Whilst most of our current
investment will be on delivering and
supporting capabilities that are already
in our plan, these capability challenge
areas signal our focus for future capability,
which should guide industry’s plans. In
this, we recognise that Military Capability
is about more than just equipment, it

is the combination and integration of
equipment alongside our infrastructure,
personnel, information, data, concepts,
and training; but given the high level of
spend on the EP this paper focuses on
equipment capability (both physical and
digital) and builds on the plans set out

in EP21. By doing so we hope to focus
Defence and industry resources on these
challenges, they offer the opportunity for
the UK to develop the technology and
capability that will provide a decisive edge
in future military conflicts.

2. £16.5 billion over previous planning assumption of

0.5% real growth.

3. Initially outlined in the MOD’s Science & Technology
Strategy 2020.



The Defence Capability Framework 9

3. Relationship with DSIS and other 4. This paper builds upon our current
industrial segment strategies. The plan, our operating concept and the
Defence Capability Framework has policy context set by the Integrated
been developed, in consultation with our Review, to prioritise our capability
industry partners, to be more transparent development over the coming years.
about our ideas and plans and to support These requirements will continue to
the implementation of the DSIS. It does be refined alongside industry and
not represent our priorities for sovereign elaborated upon within other strategies
capabilities. Individual segment strategies* and publications as our understanding
will be published in due course covering of opportunities available and the threat
our sector-by-sector considerations on landscape evolves.

on-shore capability requirements. The
Defence Technology Framework (DTF)
sets out our strategic assessment of our
most critical technology families, together
with their most relevant applications
areas and the capability outcomes we are
looking to generate to deliver operational
and strategic advantage. The Defence
Capability Framework sits above the

DTF, with the technologies outlined in

the DTF supporting the development of
the solutions to the enduring capability
challenges.

4. Further information can be found in Annex A of the
DSIS (page 80).


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/975077/Global_Britain_in_a_Competitive_Age-_the_Integrated_Review_of_Security__Defence__Development_and_Foreign_Policy.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/830139/20190829-DTF_FINAL.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/830139/20190829-DTF_FINAL.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/975077/Global_Britain_in_a_Competitive_Age-_the_Integrated_Review_of_Security__Defence__Development_and_Foreign_Policy.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/975077/Global_Britain_in_a_Competitive_Age-_the_Integrated_Review_of_Security__Defence__Development_and_Foreign_Policy.pdf
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2. Military Capability
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Development — shaping the

Equipment Plan

5. The Equipment Plan (EP) 21 articulates
the changes that were funded through
the increased investment in defence
spending to reflect the changes to deliver
the Integrated Review, whilst balancing
cost and budget. It details the ten-year
programme where, over these years
from 2021/22, we plan to spend £238
billion on equipment procurement and
support, which is an increase of £48
billion from the previous EP report®. We
anticipate spending around £124 billion
on support over the next ten years, with
around half of this not yet committed,
giving us opportunity to consider how
best to sustain our capabilities and
achieve greater readiness, availability and
deployability. The Equipment Procurement
Programme over the next ten years,
where we are spending £114 billion,
is now well defined with many major
acquisitions set over that period, largely
due to capability planning decisions taken
during the Integrated Review. It is not,
however, immutable. The rapidly changing
global security environment means that
it is vital that our investment plans
remain flexible and adaptable. \We
must be ready to make changes, either

5. Equipment Plan 2020.

by using the headroom available, money
set aside in the plan for exploitation

of Research and Development or by
adjusting our plans, where circumstances
have changed, and we judge it sensible to
do so. Any changes and re-prioritisation
we make will be guided by the principles
and enduring challenges outlined in this
paper, emerging technology opportunities,
evolving threats and world events.

. The EP has £4.3 billion of headroom

over ten-years and, from 2025/26
onward the department has set aside a
further £4.1 billion to develop and exploit
emerging technology. As programmes
mature this funding will enable us to
continue to develop new and innovative
capability, prioritising our investment
against relative threats and opportunities
to have best effect. This is, however,
dependent on the successful delivery
of our core programmes which relies
on industry delivering to time and

cost. Failure to deliver these on time and
to budget may lead to pressure on our
available resources and limit scope for
future investment.


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1055953/Defence_Equipment_Plan_2021.pdf
https://www.gov.uk/government/publications/the-defence-equipment-plan-2020
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Figure 1: Chart showing change in ten-year total spending by Top Level Budget (TLB)
for the total Equipment Plan
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Figure 2: Chart showing change in ten-year total spending on equipment support by TLB

Figure 3: Chart showing change in ten-year total spending on equipment procurement
by TLB
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3. Guiding Principles for Capability
Development

Key Priorities for the Defence Command Paper

e Capability modernisation: reversing hollowing out and retiring older legacy equipment.

e Maximising investment in new equipment which can meet the threat in a competitive age.
¢ A highly skilled workforce, with fewer personnel, more spent on availability and

focussed on forward presence.

e Agile and digitally enabled to support multi-domain operations.
e |nvestment across five domains — including a new investment in space and cyber.

e Focus on investment in R&D.
¢ Renewing the deterrent.

. We have seen a resurgence of ‘great
power’ across the globe, posing a
challenge to the UK, our allies, and

the international rules-based order.

As identified in the Integrated Review
and shown by its actions in Ukraine,
Russia poses the greatest military, sub-
threshold, and geopolitical threat to
European Security. Moreover, as the
Integrated Review made clear, China

is an increasingly assertive competitor,
posing a complex systemic challenge. The
investment today by Russia and China
in a range of new capabilities including
hypersonic missiles and glide vehicles,
space and counter-Space capabilities,
Al, autonomy and cyber, as well as their
Maritime, Land and Air capabilities,
presents a significant challenge to the UK
and our allies. The Defence Command
Paper (DCP) outlined Defence’s priorities
and approach in responding to this
changing context. The priority capability
areas outlined within this paper are
informed by this backdrop.

6. Integrated Operating Concept 2025, Page 17.

8. The capabilities that we develop over the

next ten-fifteen years need to contribute
towards the priorities set out in the DCP
and support the IOpC?E. In this context, to
deliver effective military capability, we will
be guided by the following principles
for our capability development and
investment decisions:

Guiding Capability Principle 1:
Deterrence - Credible and Capable.
Deterrence is a cornerstone of UK Defence
and the need to deter threats will be a key
driver of our capability requirements. The
delivery of the Continuous at Sea Deterrent
(CASD) will continue to play a vital role,
receiving further investment through the
IR/SR. In addition to nuclear deterrence,
another critical part of deterrence is
effective and agile conventional forces
across all domains, being able to threaten
our adversaries.


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1014659/Integrated_Operating_Concept_2025.pdf

Guiding Capability Principle 2: Multi-
Domain and Integrated Capabilities.
To maintain operational advantage
Defence needs to integrate activity
and effects across all five domains,
across government and with key

allies and partners. This also needs
to be achieved in a contested and
degraded operating environment
given the increasing and proliferating
threat. The adoption of common data
standards, interoperable network
systems and open architecture for
systems across domains is a critical
enabler of multi-domain Integration.
The ability of our capabillities to be
more deeply integrated will endure as
a key feature of our future capability
development, with the integration

of sub-systems and software by our
industry partners being a vital factor to
achieving the effects we require.

Guiding Capability Principle

3: Readiness, Availability and
Deployability. Getting the maximum
output from limited resources and
ensuring the Armed Forces are able to
outpace and outfight our enemies are
key to our future success. To achieve
this, we must improve platform availability
and Force readiness and design-in
superior’, assured, environmentally
sustainable and cost-effective logistic
and engineering solutions that exploit
data and technology.
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Guiding Capability Principle 4:
Innovation and Experimentation -
speed of adaptation to the threat
and exploitation of technology. The
capability of our adversaries is evolving
rapidly, we need to respond with the
exploitation of ideas being fundamental
to the development of future capabilities
and enhancement of in-service
capabilities. It enables us to adapt to a
changing threat and exploit emerging,
disruptive, dual-use, technologies faster
and better than our adversaries. Our Test
and Evaluation capabilities will play a key
role in supporting the development and
pull through of innovative technologies.
Not everything that receives innovation
funding or that we test will succeed

and be pulled through into larger
programmes, but the process of
innovating and experimenting allows us
to understand better the opportunities
and risks, as well as receiving feedback
from operators. This allows us to
accelerate the development pathway, to
take decisions earlier and pull innovation
through quicker. We recognise that even
if the exploitation only initially provides

a less than 100% solution, that we
subsequently spirally develop, this is
often better than a 95-100% solution that
is brought in late.

7. In accordance with the Support Design Principles
within the Support Solutions Envelope (available on
Knowledge in Defence).
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Guiding Capability Principle 5: People
at the heart of capability. People,

both military and civilian, are a critical
component of Defence capability.

They can give us our edge. To operate

in the information age and to exploit
rapidly emerging technologies we will
need to ensure that we have a diverse,
inclusive, and skilled workforce with
policies aligned to maximise talent and
motivation. Human-machine teaming and
the increased use of Artificial Intelligence
will move people ‘up the value chain’,
requiring a shift in the qualifications

and skills required to operate our
capabilities. As outlined in the Defence
Command paper, our focus on exploiting
technology at pace will be matched with
a more modern approach to our people.

Guiding Capability Principle 6:

Allied by Design. Working alongside
and being interoperable with our

Allies and Partners , especially NATO,

is an essential element of delivering
Defence outcomes and of our capability
development. NATO is the cornerstone
of our Defence and it is essential that our
capability planning remains aligned with
NATO. But the centrality of NATO does
not mean ‘NATO only’, we must continue
to look beyond our traditional partners
to further increase our capabilities. The
Defence Command Paper provides more
detail of our priorities for cooperation,
including capability development,

with other nations. Future capability
development will explore opportunities
to collaborate with other nations

from the earliest stages, enhancing
interoperability and the potential for
export opportunities.

Guiding Capability Principle

7: Maintaining a balanced and
affordable Defence Programme.

An over-heated equipment plan slows
delivery and leaves minimal room for
adoption of new capability or innovation.
We therefore need to continue to drive
value for money into acquisition and
maintain headroom to allow the pull
through of technology into operational
capability. The wider social value of
developing new capabilities and the
contribution towards the Government’s
levelling up agenda will also be important
considerations when assessing the value
of alternative propositions.

Guiding Capability Principle 8:
Mitigation of and adaptation to the
effects of Climate Change. Climate
Change is already having an impact
on both the operating environment
and effectiveness our capabilities. We
will need to build resilience to climate
change, including through reducing
our dependency on fossil fuels, while
preserving and strengthening our
operational advantage. We will make
choices, assess, and adapt our in-
service capabilities to the impact of
climate change, as well as continuing
towards Net Zero 2050 to mitigate

its effects. Therefore, planning for

and assuring that future capability
decisions are informed by the changing
environmental and security context in
which they will operate will continue to
be a key consideration.


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/974661/CP411_-Defence_Command_Plan.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/974661/CP411_-Defence_Command_Plan.pdf
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¢ Guiding Capability Principle 9: The collective experience, investment,
importance of Defence Industry to networks, and the means of production,
Long-Term Capability Advantage. can be considered as a capability in
The DSIS highlighted the importance its own right. Increased transparency
of capacity and capability of the UK and collaboration with industry is also
defence and security industry to our fundamental to addressing the enduring
long-term capability advantage, with capability challenges. Through this
civil industries being a key factor in document and ongoing engagement, we
future. It also sets out which strategic will seek to involve industry at the earliest
capabilities are an imperative to stages of our concept to capability
maintain onshore and where we value development journey to invest and
onshore industrial capability to maintain explore opportunities to better develop
operational independence, with industrial the capabilities that the UK’s Armed
segments and their subsequent sub- Forces, our allies and partners, need to
strategies® outlining this in more detail. deter, defend and, if necessary, defeat
We recognise that industry, with their our adversaries.

Defence’s Guiding Principles for Capability Development
1. Deterrence — Credible and Capable.

. Multi-Domain and Integrated Capabilities.

. Readiness, Availability and Deployability.

. Innovation and Experimentation — speed of adaptation to the threat and exploitation
of technology.

. People at the heart of capability.
. Allied by Design.

. Maintaining a balanced and affordable Defence Programme.

. Mitigation of and adaptation to the effects of Climate Change.

. The importance of Defence Industry to long-term capability advantage.

8. Annex A of the DSIS provides an overview of these
areas.
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4. Enduring Capability Challenges and
Priorities for development

9. The Science and Technology Strategy 10. Future capability development will

(2020) introduced the five enduring
capability challenges, aligned to threats
we know will intensify and evolve in future,
where emerging technology presents
opportunities to deliver decisive military
effect and operational advantage. This
section of the Capability Framework
outlines the priority areas where we will
focus our investment to develop military
capability in the future, to address the
enduring capability challenges. These
areas will be prioritised at the Defence
level but also pursued by individual
Front Line Commands. We are already
seeking to address these challenges

with much of our, significantly increased,
investment in Research and Development
(R&D) being focussed in these areas.

1.

continue to be informed by the threat
landscape and led by our operating
concept. The principles outlined in
section 3 of this paper will act as a
guide for all future investment decisions
related to military capability. However,
given the rate of technological change,
the adoption of new and novel systems
by our potential adversaries - we must
up our game and harness the best of
both industry and Defence to focus our
collective efforts to ensure we deliver
operational advantage through our
capability.

The capability priorities outlined below
are not exhaustive but are key areas
of focus. Prioritisation will inevitably
change over time as the threat and our
concepts evolve. The results of our R&D
investment will change our understanding
of the opportunities presented by
technological developments, guide our
future investment, and may establish

new areas of focus. In some areas our
requirements are still being matured and
as such the level of detail provided in this
paper varies between capability areas.

It is our intention to provide further detail
through other publications, engagement
with industry and future iterations of this
document.


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/927708/20201019-MOD_ST_Strategy_2020_v1-23.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/927708/20201019-MOD_ST_Strategy_2020_v1-23.pdf

Using the priorities

12. This paper outlines our future capability
priorities to address our enduring
capability challenges. These priorities
largely describe the “what”, i.e. what
Defence is interested in developing, but
we need industry to provide solutions
to and work with us on “how” these
challenges can be addressed. Within
Defence these capability priorities will
be used to inform future policy, strategy
and plans at both the Defence level and
that of individual front line commands;
it will also focus our future investment
whether through routes like the Defence
Technology Exploitation Programme
(DTEP) or elsewhere. Outside Defence
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these priorities should be used by
organisations who are able to supply
solutions or work with us to address the
enduring capability challenges, providing
input via the various mechanisms
outlined in section 6, and provide ideas
that we can test and exploit. We want

to focus our collective resources and
incentivise industry investment in R&D
which will inform future investment
decisions by being clear about our
enduring challenges and priorities

for investment. The below figure

shows where the Defence Capability
Framework, in articulating the “what”, sits
in relation to other Defence publications
that articulate the “why” (why we are
doing things) and the “how”.

The Integrated Review and
Defence Command Paper

The Defence Capability

Framework

Defence
and
Security
Industrial
Strategy

Industry Segment Strategies
(e.g. The Defence Space Strategy)

Figure 4: Publication Landscape

The Enduring Capability Challenges

1. Pervasive, Full Spectrum, Multi-Domain Inteligence, Surveillance and Reconnaissance (ISR).

. Multi-Domain Command & Control, Communications and Computers (C4).

. Secure and Sustain Sub-Threshold Advantage.

. Asymmetric and Hard Power.

. Freedom of Access and Manoeuvre (FOAM).
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Enduring Capability Challenge 1: Pervasive, Full Spectrum,
Multi-Domain Intelligence, Surveillance and Reconnaissance (ISR)

13. Challenge definition: Information 14. How this will be addressed: By 2030

will be central in the conduct of future
warfare with our ISR capabilities being
fundamental to our understanding.

We must respond to the threats and
opportunities of current and emerging
technologies that affect our ability

to conduct ISR in all domains and
environments. The UK’s ISR capabilities
are increasingly becoming overmatched
by our adversaries’ anti-access and area
denial capabilities, denying us the ability
to conduct ISR operations. Our ability

to understand the future battlespace

will be challenged further as adversaries
develop advanced networked sensor
technologies, passive detection systems,
quantum sensing and counter-ISR and
counter-PNT capabilities.

Defence will have a modern, capable,
resilient and adaptive ISR system, with
a data-centric approach at its heart. It
will be able to collect across all domains
and enable Defence to retain the initiative
by outcompeting our adversaries

in understanding. This will place an
increasing emphasis on opportunities

in the space domain, we will look to
establish the optimum complementary
mix of ISR ‘Collect’ capabilities
information processing, exploitation and
dissemination capabilities to enable
timely decision making.



15. Priorities for future capability

development. Defence will explore
advanced technologies to deliver
pervasive, full spectrum, multi-domain
ISR, accelerating and integrating those
technologies into service. We will look
to industry, to support us by providing
the technologies to enable this, helping
to provide options for the integration

of those technologies onto our current
platforms, the systems to enable
exploitation of the data we collect and, in
the long term, to work with us to define
our future ISR requirements. To help
address this challenge we are looking
to develop the following capability areas
in future:

Processing, Exploitation and
Dissemination (PED). Being able

to process, exploit and disseminate
information is key to ensuring information
advantage. Defence will continue to
invest in multi-source PED to better
analyse data from a variety of sources
creating a system sufficiently coherent
and ubiquitous to exploit all intelligence
disciplines. The massive amount of
data will be managed, processed,
exploited and disseminated in the most
effective and efficient manner possible
by exploiting Al, Machine Learning and
advanced data analytics. This will focus
reconnaissance assets on specific
targets of interest and advanced data
analytics and visualisation tools will
allow humans to produce intelligence in
support of operational planning, decision
making and targeting.
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Open-Source Intelligence (OSINT).
Defence will increase its exploitation

of publicl